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Chapter 1: Introduction

Introduction to your Router

The BiPAC 7800GZ(L), a Dual-WAN 3G / ADSL2+ firewall router integrated with the 802.11g Wire-
less Access Point and 4-port switch is a cutting-edge networking product for SOHO and office
users. Uniquely, the router offers users more flexibility to directly insert a 3G / HSPA SIM card into
its built-in SIM slot instead of requiring external USB modems. This design will avoid compatibility
issues of many different 3G USB modems. With the increasing popularity of the 3G standard,
communication via the BIPAC 7800GZ(L) is becoming more convenient and widely available -
enabling users to use a 3G / UMTS HSDPA / HSUPA or GSM GPRS / EDGE Internet connection,
making downstream rates of up to 7.2Mbps possible. Users can watch movies, download music on
the road or access e-mail wherever a 3G connection is available. Additionally, the integrated IPSec
VPN function allows you to encrypt connections of up to 4 VPN tunnels to securely transmit data
over the Internet (BIPAC 7800GZ only). The support for auto fail-over means that users will be
assured of a constant Internet connection - in the event that the ADSL line fails, the BiPAC
7800GZ(L) will connect via the embedded 3G card to deliver uninterrupted connectivity.

3G Mobility and Always-On Connection

The BiIPAC 7800GZ(L) router allows you to insert a 3G / HSPA USIM card to its built-in SIM slot,
enabling you to use a 3G / HSPA, UMTS, EDGE GPRS, or GSM Internet connection, which
makes downstream rates of up to 7. 2Mbps p033|ble With the increasing popularity of the 3G
standard, communication via the BIiPAC 7800GZ(L) is becoming more convenient and widely
available - allowing you to watch movies, download music on the road, or access e-mail no matter
where you are. You can even share your Internet connection with others, no matter if you're in a
meeting, or speeding across the country on a train. The auto fail-over feature ensures maximum
connectivity and minimum interruption by quickly and smoothly connecting to a 3G network in the
event that your ADSL line fails. The 7800GZ(L) will then automatically reconnect to the ADSL
connection when it's restored, reducing connection costs. These features are perfect for office
situations where constant connection is paramount.

Secure VPN Connections (BiPAC 7800GZ only)

The BiPAC 7800GZ supports embedded IPSec VPN (Virtual Private Network) protocols, allowing
users to establish encrypted private connections of up to 4 simultaneous tunnels over the Internet.
So that you can access your corporate intranet and transmit sensitive data between branch offices
and remote sites anytime; even when you are on the road, thus enhancing productivity

Smooth, Responsive Net Connection

Quality of Service (QoS) gives user full control over outgoing data traffic. Priority can be assigned
by the router to ensure that important transmissions like gaming packets, VolP calls or IPTV /
streaming content passes through the router at lightning speed, even when there is heavy Internet
traffic. The speed of different types of outgoing data passing through the router is also controlled to
ensure that users do not saturate bandwidth with their browsing activities.



Wireless Mobility and Double-layer Protection

An integrated 802.11g Wireless Access Point offers quick yet easy access with data encryption
for added security. Wi-Fi Protected Access (WPA-PSK / WPA2-PSK) and Wired Equivalent
Privacy (WEP) support ensures high-level data protection and WLAN access control. In addition,
rich firewall security features such as SPI, DoS attack prevention and URL content filtering are
integrated to provide unparalleled protection for Internet access. The router also supports the Wi-
Fi Protected Setup (WPS) standard, allowing users to establish a secure wireless network by
simply pushing a button. If your network requires wider coverage, the built-in Wireless Distribution
System (WDS) repeater function allows you to expand your wireless network without the need for
any external wires or cables.



Features

* Dual WAN approach - ADSL2+, 3G or Ethernet WAN for broadband connectivity.
* 3G/ HSPA embedded with a built-in SIM card slot

* Integrated 4-port Ethernet switch, one port can be configured as a WAN interface
* 4 IPSec VPN tunnels supported (BiPAC 7800GZ only)

* 4 GRE VPN tunnels supported (BiPAC 7800GZ only)

» Secure VPN with powerful DES / 3DES / AES (BiPAC 7800GZ only)

* High-speed Internet access via ADSL2 / 2+; backward compatible with ADSL

» Supports 802.11g wireless access point with WPA-PSK / WPA2-PSK

« WPS (Wi-Fi Protected Setup) for easy setup

* Quality of Service control for traffic prioritization and bandwidth management

» SOHO firewall security with DoS prevention and Packet Filtering

« Supports IPTV application™

ADSL Compliance
* Compliant with ADSL Standard

« Full-rate ANSI T1.413 Issue 2

«G.dmt (ITU G.992.1)

*G.lite (ITU G.992.2)

*G.hs (ITU G.994.1)

« ADSL over ISDN / U-R2

« Compliant with ADSL2 Standard”

« G.dmt.bis (ITU G.992.3)

« ADSL2 Annex M (ITU G.992.3 Annex M) (BiPAC 7800GZA only)
« Compliant with ADSL2+ Standard

« G.dmt.bis plus (ITU G.992.5)

« ADSL2+ Annex M (ITU G.992.5 Annex M) (BiPAC 7800GZA only)

*4
3G/HSPA
 Supports third generation (3G/ 3.5G/ 3.75G) digital cellular standards

* Peak downlink speeds up to 7.2Mbps and peak uplink speeds up to 2.0Mbps
* Web-based GUI for 3G configuration and management



Network Protocols and Features
*NAT, static routing and RIP-1/ 2

* Universal Plug and Play (UPnP) Compliant

* Dynamic Domain Name System (DDNS)

*Virtual Server and DMZ

*SNTP, DNS relay and IGMP Proxy

*|GMP snooping for video service

* Management based-on IP protocol, port number and address
* SMTP client with SSL/TLS

Virtual Private Network (VPN) (BiPAC 7800GZ only)
*4 |[PSec VPN Tunnels

*4 GRE VPN Tunnels

*|IKE key management

*DES, 3DES and AES encryption for IPSec.
*|IPSec pass-through

Firewall
* Built-in NAT Firewall

« Stateful Packet Inspection (SPI)

* Prevents DoS attacks including Land Attack, Ping of Death, etc.

* Remote access control for web base access

» Packet Filtering - port, source IP address, destination IP address, MAC address
* URL Content Filtering - string or domain name detection in URL string

* MAC Filtering

» Password protection for system management

*VPN pass-through

Quality of Service Control
 Supports the DiffServ approach

» Traffic prioritization and bandwidth management based-on IP protocol, port number

and address



IPTV Applications?
* IGMP Snooping

«Virtual LAN (VLAN)
* Quality of Service (QoS)
* IGMP Snooping & IGMP Proxy

ATM and PPP Protocols
* ATM Adaptation Layer Type 5 (AALS)

 Multiple Protocol over AALS (RFC 2684, formerly RFC 1483)
* Bridged or routed Ethernet encapsulation

*VC and LLC based multiplexing

* PPP over Ethernet (PPPOE)

* PPP over ATM (RFC 2364)

* Classical IP over ATM (RFC 1577)
* MAC Encapsulated Routing (RFC 1483 MER)
*OAM F4 / F5

Wireless LAN
» Compliant with IEEE 802.11g and 802.11b standards

*2.4 GHz - 2.484 GHz frequency range

* Up to 54Mbps wireless operation rate

* Wi-Fi Protected Setup (WPS) for easy setup

*64 / 128 bits WEP supported for encryption

» Wireless Security with WPA-PSK / WPA2-PSK supported
* WDS repeater function support

*802.1x radius supported

* WLAN on/off time schedule control



Management
 Easy Sign-On (EZSO) and Auto-scan ADSL settings

* Web-based GUI for remote and local management

» Firmware upgrades and configuration data upload and download via web-based GUI
* Embedded Telnet server and SSH for remote and local management

* Available Syslog

* Mail Alert for WAN IP Changed, Failover indication

» Wake on LAN

« High availability (device redundancy)

» Supports DHCP server / client / relay

« TR-069° supports remote management

« SNMP v1/v2/v3 " supports remote and local management

é )

1. The router may require firmware modification for certain ADSL2 / 2+ / Annex M DSLAMs.
2. IPTV application may require subscription to IPTV services from a Telco / 1SP.
”0]‘5' 3. Either TR-069 or SNMP v1v2/v3 can be available; but only upon request for Telco / ISP
tender projects. The TR-069 and SNMP v1/v23 software can anly be applied to one
device and will not work together on the same device.
4. The 3G/ HEDPA data rate is dependent an your local service provider and your 3G/
HSDPA card.

N J

Hardware Specifications

Physical Interface

* 3G wireless: 2pcs. x 3G antennae

* Power jack

* Power switch

* Factory default reset button

* WPS push button

* SIM slot: (for the SIM card from Telco / ISP)

* Ethernet: 4-port 10 / 100Mbps auto-crossover (MDI / MDI-X) Switch

* EWAN: Ethernet port #4 can be configured as a WAN interface for connecting to
ADSL / Cable / VDSL / Fiber modem device

+DSL: ADSL port

* WLAN: 1pce x 2dBi detachable antenna



Chapter 2: Installing the Router

Package Contents
*3G/ 802.11g ADSL2+ (VPN) Firewall Router
*CD containing the online manual
*RJ-11 ADSL/Telephone cable
*Ethernet (RJ-45) cable
*One 2dBi Wireless detachable antenna
*Two 3G antennas
*Power adapter
*Quick Start Guide
 Splitter / Micro-filter (Optional)

e N N N i)
3G/ADSL2+ Router Quick Start Guide CD Wireless Antenna

= =
RJ-45 RJ-11 Power Adapter
Ethernet cable Phone cable e e 3G Antennas
k-._I kgl j




Important note for using this router

(_
& Do not use the router inhigh humidity or high temperatures.
& Do not use the same power source for the router as other equipment.
& Do not open or repair the case yourself. If the router is too hot, turn off the
Warning power immediately and have it repaired at a qualified service center.
& Avoid using this product and all accessories outdoors.
\.
(‘
& Flace the router on a stable surface.
& Only use the power adapter that comes with the package. Using a different
Attention voltage rating power adaptor may damage the router.
N




Device Description

The Front LEDs

Wireless
2 3 4 WPS 3G DSL Internet

| L 11 [ | =—

LED

Meaning

1 Internet

Lit red when WAN port fails to get IP address.
Lit green when WAN port gets IP address successfully.

Lit off when the device is in bridge mode or when ADSL connection
is absent.

Lit green when the device is successfully connected to an ADSL

2 |DsL DSLAM. (“line sync”)

Lit green when 3G service is ready.

Blinking orange slowly when 3G signal is weak; blinking orange fast
3 | 3G when 3G signal is middle; lit up orange steady when 3G signal is

strong.
Lit off when there is no 3G signal.

4 | Wireless / WPS

Lit green when a wireless connection is established.

Flash orange when WPS configuration is in progress. However, if
WPS fails the LED will only lit for 1 min before goes off.

Blinking when data is transmitted/received.

Ethernet port
5 |1X-4X
(RJ-45 connector)

Lit green when successfully connected to an Ethernet device.
Blinking when data is transmitted/received.

6 Power

When the device is booting, the green light will lit while the red light
will flash.

When the system is ready, it will lit green.

Lit red when the device fails to boot or when the device is in
emergency mode.




The Rear Ports

Port Meaning
1 | Power Connect it with the supplied power adapter.
2 Power Switch Power ON/OFF switch.
3 | Reset Press for more than 5 seconds to restore the device to its default
mode.
By controlling the pressing time, users can achieve two different effects:
(1)WPS: Press less than 5 seconds until WPS LED flashes orange to
trigger WPS function. But if WPS service is disabled, this short time
4 | wps press does nothing.
(2) Wireless ON/OFF button: Press over 5 seconds to switch on
wireless function and the Wireless/WPS LED will lit green. Press over 5
seconds again to disable wireless function and the Wireless/WPS LED
is off.
Insert a SIM card into this slot.
5 [USIM Warning: Before inserting or removing the SIM card, you must
disconnect the router from the power adapter.
Connect your computer to a LAN port using the included Ethernet
6 | Ethernet cable (with RJ-45 cable)
Ethernet port 4 can be used for EWAN
Connect the supplied RJ-11 cable to this port when connecting to the
7 | DSL ADSL/telephone network
8 | Wireless Antenna | Connect the detachable antenna for wireless connection.
Connect the detachable antennas to these two ports for 3G
9 | 3G Antenna connection.

”arﬁ' Connect the detachable 3G antennae to the two jacks on the back and
right side of device(from the perspective of rear panel). Making sure they
are firmly screwed in.

10



Cabling

One of the most common causes of problem is bad cabling or ADSL line(s). Make sure that all
connected devices are turned on. On the front panel of your router is a bank of LEDs. Verify that the
LAN Link and ADSL line LEDs are lit. If they are not, verify if you are using the proper cables. If the
error persists, you may have a hardware problem. In this case you should contact technical
support.

Ensure that all other devices connected to the same telephone line as your router (e.g. telephones,
fax machines, analogue modems) have a line filter connected between them and the wall socket
(unless you are using a Central Splitter or Central Filter installed by a qualified and licensed
electrician), and ensure that all line filters are correctly installed and the right way around. Missing
line filters or line filters installed the wrong way around can cause problems with your ADSL
connection, including causing frequent disconnections. If you have a back-to-base alarm system
you should contact your security provider for a technician to make any necessary changes.

11



Chapter 3: Basic Installation

The router can be configured through your web browser. A web browser is included as a standard
application in the following operating systems: Linux, Mac OS, Windows 98/NT/2000/XP/Me/Vista,
etc. The product provides an easy and user-friendly interface for configuration.

Please check your PC network components. The TCP/IP protocol stack and Ethernet network
adapter must be installed. If not, please refer to your Windows-related or other operating system
manuals.

There are ways to connect the router, either through an external repeater hub or connect directly
to your PCs. However, make sure that your PCs have an Ethernet interface installed properly prior
to connecting the router device. You ought to configure your PCs to obtain an IP address through
a DHCP server or a fixed IP address that must be in the same subnet as the router. The default IP
address of the router is 192.168.1.254 and the subnet mask is 255.255.255.0 (i.e. any attached PC
must be in the same subnet, and have an IP address in the range of 192.168.1.1 to 192.168.1.253).
The best and easiest way is to configure the PC to get an IP address automatically from the router
using DHCP. If you encounter any problem accessing the router web interface it is advisable to
uninstall your firewall program on your PCs, as they can cause problems accessing the IP address
of the router. Users should make their own decisions on what is best to protect their network.

Please follow the following steps to configure your PC network environment.

”arf;' Arny TCPAP capable workstation can be used to communicate with or through
this router. To configure other types of workstations, please consult your
manufacturer documentation.

12



Connecting Your Router

BiPAC 7800GZ(L) offers three modes to connect to the internet. Besides using ADSL, users can
set EWAN (Ethernet port # 4) or 3G for internet connection. BIPAC 7800GZ(L) also allows Dual
WAN connection: ADSL fail-over to 3G, EWAN fail-over to 3G, ADSL fail-over to EWAN, and

counter likewise.

ADSL fail-over to 3G

Wireless Antenna 3G Antenna

Power

L 1
3G SIM card available Power
from your service providers | Adaptor

Reset ONIOFF

L]

Ethernet

/’/ \ QoS{PrIorltrzalIun IPThrnrlIIng}
whl ml |=|| 1

Llne _—
Internet
Splltter -

Broadband (EWAN) fail-over to 3G

Phone Cable

Lk
Jg Ethernel Cable
[ - ]
tn Ethernet Cable
[E Ethernet Cabl
[ L]
a'
\ &
r
e

r Wireless Antenna 3G Antanna

Ethernat b | ~
[ Y SIM L) @l
] N1 1 I 1 11T
3G SIM card available Power
from your service providers Adaptor

/\\ Qo5 (Prioritization, IP Throttling)

SRR K.

o,

Ethernet Cable

!i Ethernet Cabl
’i Ethernot Cable

(Cable, VDSL, Fiber, PON, atc]
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ADSL fail-over to EWAN

Wireless Antenna 3G Antenna

Reset ONIOFF

Ethernet L |
| T =L T r— g
Po)\mr
e B! BN
E .-E E E /’\ QoS (Prioritization, IP Throttling)
= T @ & \\W | l | |
e I8INININ

Modem @

(Cable, VDSL, Fiber, PON, etc)

Internet
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Network Configuration
Configuring PC in windows 7

1. Go to Start. Click on Control Panel.

Then click on Network and Internet.

2. When the Network and Sharing
Center window pops up, select and click
on Change adapter settings on the left
window panel.

3. Select the Local Area Connection,
and right click the icon to select
Properties.

QU [&» control Panel »

Adjust your computer's settings View by: Category

il System and Security
WA Review your computer's status
3 Back up your computer
Find and fix problems

w,  Network and Internet
G! R ——
2

Choese homegroup and sharing options

User Accounts and Family Safety
| or remove user accounts

Set up parental controls for any user

Appearance and Personalization
Change the theme
Change desktop background

st screen resolution

q Clock, Language, and Region
ik

/ Hardware and Sound
o Change keybosrds or other input methods
commonly used mobility settings Easa'of Adceas
ggest settings
ual display

‘f‘/“ Programs

Uninstall 2 program

(E= Hem =5
ol
@.

&0~

Control Panel Home

5% < Network and Internet » Network and Sharing Center

- [4]

View your basic network information and set up connections

& ~ *

See full map

o TEST-PC BGS10N-CNC Internet
(This computer)
View your active networks Connect or disconnect
= pGS10N-CNC Accesstyper  Intemet ) .
T oL network Connections: ork Connection

Change your networking settings

450 Setupenes
=

Set up 2 wireless, broadband, dial-up, ad hoc, or VPN connection; or set up 2 router or access
point.

onnecticn or netwerk

'-&. Connect to a network

Connect or reconnect to  wireless, wired, dial-up, or VPN network connection.

|E=5 R (Fx
ctions P

e 0@

i Local Area Connection I n Metwork Extender l: @l Standalone Network Extender
e e @ picble | F*. Disconnected =~ Disconnected
b, S i o & Network Extender SSLYPN Adapter b Standalone Network Extender SSL..
atus
:. Wirel
= BGS

dﬂ Athe

@vaw <« MNetwork and Internet » Network Connections « [ 4| [ Seorch Netwer

Organize ~  Disable this network device  Diagnose this connection  Rename this connection  »

[=lr)

Wireless Netwark Connection 3

Not connected

L
Diagnose hg
il ticrosoft virtus! WiFi Miniport A...

) Bridge Connections

Create Shorteut

Delete
& Rename
¥ Properties
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4. Select Internet Protocol Version 4 | Local Area Connection Properties =

(TCP/IPv4) then click Properties. "

Metworking | Sharing

Connect using:

l_-'l"“ Broadcom 57k Gigabit Integrated Controller

This connection uses the following tems:

o8& Cliert for Microsoft Netwarks

QQDS Packet Scheduler

.Q File and Printer Sharing for Microsoft Metwarks
- Varsinn 5 {TCE/PYE]
4
i Linke-Layer Topology Discovery Mapper /0 Driver
wde Linlke-Layer Topology Discovery Responder

Imstall... ] Uninst Froperties

@
(w1}

Description

Transmission Contral Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected netwarks.

[ oK ][ Cancel ]

5. In the TCP/IPV4 propertles window, Internet Protocol Yersion 4 (TCP/IPwd] Properties @
select the Obtain an IP address

automatically and Obtain DNS Server | | Genersl |altemate Configuration |

address aUtomatlca”y radio buttons. You can get IP settings assigned automatically if your network supports

Then click OK to exit the setting. this capability, Otherwise, vou need to ask vour network administrator
for the appropriate IP settings.

6. Click OK again in the Local Area
Connection Properties window to
apply the new configuration.

i@ Obtain an IP address automatically

() Use the following IP address:

1P address:
Subnet mask:

Defaulk gateway:

i@ Obtain DMS server address automatically

() Use the following DNS server addresses:

Preferred DMS server:

Albernate DM server:

Validate settings upon exit

[ Ok J[ Cancel ]
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Configuring PC in Windows Vista

1. Go to Start. Click on Network.

2. Then click on Network and Sharing
Center at the top bar.

3. When the Network and Sharing
Center window pops up, select and

click on Manage network
connections on the left window
column.

4. Select the Local Area Connection,
and right click the icon to select
Properties.

‘ Organize > g=

T Addaprinter B Addawire

hs :r:l"r: Netwark and Sharing Center

This computer is not connected to a network, Click to connect..,

Metwerk location

Name, Category Workgroup

Favaorite Links

E| Decuments

EJ Pictures

ﬂ’ Music

% Recently Changed
E Searches

W Public

Network and Sharing Center

A b
i I ——
TESTI-WHQL Internet
(This computer)

View computers and devices
Connect to a network

Set up a connection or network
Manage network connections

Diagnose and repair
5.‘ Not connected

‘You are currently not connected to any networks,

Connect to a network

By Organize = 32 Views ~

i 4-||‘

<« Network and Internet » Metwork Connections »

Disable this network device =y Diagnos

MName Status
Dial-up (2)

i @ Metwork Extender o
!‘L‘,E—h_ Disconnected t-.':
&4 Network Extender SSLVPN A...
LAM or High-5peed Internet (1)
~ || Local Area Connection
Mptsinel makble simnlimasel

® T In Disable

Device Mame Connectivity Metwork Cate

Standalone Metwork Extende
Discennected

&5 150N WAN Device

Status

Diagnose
Bridge Connections

Create Shortcut
Delete

Rename

Properties
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5. Select Internet Pr_otocol Ver_sion 4 BT — Y
(TCP/IPv4) then click Properties.

MNetworlding |

Connect using:

lj‘ Imtel(R) 825650M Gigabit Metwork Connection

. This connection uses the following items:

i v % Cligrt for Microsoft Networks

QQDS Packet Scheduler

.@. Filz and Printer Sharing for Microsoft Networks

- |mtemet Protocol Version & (TCPAIPvE)

SR emet Protocol Version 4 (TCP/IPv4)

wia |ink-Layer Topology Discovery Mapper 150 Driver
i Link-Layer Topology Discovery Responder

[ Install. .. ] |Iminstall Properties

Description

Transmission Control Protocol/Intemet Protocal. The default
wide area network protocol that provides communication
across diverse interconnected netwaorks.

0K || Cancel |

[

6. Inthe TCP/IPv4 properties window, [ Internet Protocol Version 4 (TCP/IPvd) Properties @lﬁ
select the Obtain an IP address

automatically and Obtain DNS General | Alternate Configuration |
Server address automatically radio

You can get IP settings assigned automatically if your network supports

buttons. Then click OK to exit the this capability. Otherwise, you need to ask your network administrator
Setting for the appropriate IP settings.

7. Click OK again in the Local Area 8 stay 1P e css ikmaicaly
Connection Properties window to B e et e

apply the new configuration.

(@) Obtain DMS server address automatically

(71 Use the following DNS server addresses:
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Configuring PC in Windows XP

1. Go to Start > Control Panel (in Classic
View). In the Control Panel, double-click
on Network Connections

2. Double-click Local Area Connection.

3. In the Local Area Connection Status
window, click Properties.

4. Select Internet Protocol (TCP/IP) and
click Properties.

5. Select the Obtain an IP address
automatically and the Obtain DNS
server address automatically radio
buttons.

6. Click OK to finish the configuration.

B Control Panel |T||-|:| |&|
Help :;.

<) e - % };.__3 Zearch [

Address :G- Control Panel

File Edit ‘“iew Favorites  Tools

Folders

VEGU

e L % °

&/' Control Panel =3

Fhone and  Power Options

G.- Switch bo Category Yiew Modem ...
See Also _Ji ﬁ
. Printers and  Regional and  Scanners and
ﬁ Windows Update Faxes Language ... Cameras
Q) Help and Support i .1 @ =5

Scheduled Sounds and Speech

Tasks Audio Devices

—i— Local Area Connection Status

General | Suppo[[l
Connection
Status: Connected
Druration: oo0:19:22
Speed: 100.0 Mbps
Aachiviby 2
Sent 3,4—| Received
=
FPackets: 27 u]
[ FProperties ] [ Dizable ]
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—i_ Local Area Connection Properties

General | suthentication || Asdwvanced

Connect using

| HE ASUSTek Broadcom 440= 104100 Integrated Controller |

T hiz connection uses the following items:

= Clisnt for Microsoft Metvworks
4= File and Frinter Sharing for Microsoft Metworks
4= oS Packet Scheduler

3 Intermet Protocol [TCRAF)

[ Froperties J
——™
Transmission Contral Protocol/lntermnst Protocol. The default

wide area network protocol that provides communication
across diverse interconnected netwarks.

Install. .

Diesecription

[] Show icon in natification area when connected

[ ok ]|

Cancel |

Intennet Protocol (TCPIP) Properties

General | Allernate Configuration

“You can get IP settings assigned automatically if your network supports
this capability. Othenwise, you need to ask your network administrator for
the appropriate 1P settings.

(& Obtain an IF address automatically

< Use the following IF address

(=3 Obtain DNS server address automaticalls
3 Use the following DNS server addiesses

]
]

[ o I

Cancel |




Configuring PC in Windows 2000

1. Go to Start > Settings > Control Panel.
In the Control Panel, double-click on
Network and Dial-up Connections.

2. Double-click Local Area Connection.

3. In the Local Area Connection Status
window click Properties.

4. Select Internet Protocol (TCP/IP) and
click Properties.

5. Select the Obtain an IP address
automatically and the Obtain DNS
server address automatically radio
buttons.

6. Click OK to finish the configuration.

20

B4 Network and Dial-up Connections =0l

Fle Edt Yiew Favorites Tooks Advanced Help |ﬁ

Back v = - | Qsearch [ Folders ®| BhExmn ‘ M

Address I hetwark and Dial-up Connections ﬂ FGU
= ™ =
] g @
L L
Make New

Netw;ork and Dial-up  Connection
Connections

Local Area Connection
Type: LAN Connection
Status: Enabled

ASLISTeK(Braadcom 440w 10/100
Integrated Contraller

Local Area Connection Skatus

General I

— Connection

Status: Connected

D uraticmn: OE:16:26

Speed: 100.0 kHbps
— Buckiviky

Feceived

=
Sent —— S,
(=S

Fackets: 12215 | 103,427

Froperties I Dizable I

Close I

Local Area Connection Properties 3 =] >=|

General |

Connect using:

I BEE} ASUSTeK/Broadcom 440x 104100 Integrated Controller

Components checked are ussd by this connection:
Client for Microsoft MHetmarks

File and Printer S haring for Microsoft M etworks
SR [nternet Protocol (TR

Imstall. .. | U ninstall | Froperties |

D escription
Transmission Control Protocol/Internst Protocol. The default
wide area network protocol that provides communication

across diverss intsrconnected netwarks.

I Show icon in taskbar wwhen connected

(=13 | Cancel |

Internet Protocol {TCP/IP) Properties 2=l

General |

Vou can get |P settings assigned automatically if your nebwork supports
this capability. Othenwise, you need to ask your netweork administrator for
the appropriate IP settings

= Obtain an IP address automatically
— Use the following IF address:

IP address: [ E
Subret mask: [ E
D efault gateway: [ E

= Obtain DMS server address automatically

— Use the fallowing DNS server addresses:

Freferred DS server: I B
Alternate DHS server: I B

Acvanced |
[T | Cancel |




Configuring PC in Windows 95/98/Me

1. Go to Start > Settings > Control Panel. Notwork ZI=
In the Control Panel, double-click on Configuration | Identification | Access Contral|
Network and choose the Configuration
tab.

2. Select TCP/IP > NE2000 Compatible,

The fallowing network. components are installed:

Microzaft Family Logon

HE ASUST ek Broadcom 440 10100 Integrated Controller
S8 Dial-Up &dapter
Y TCRAAP -»> A5UST ek /Broadcom 440 104100 Intearated
-
»

% TCPAP - Dial-Up Adapter

< |

or the name of your Network Interface — |
Card (NIC) in your PC- Frimary Metwaork. Lagon:
IMicrosoft Family Logon ;I

Eile and Prirt Sharing... I

Drescription
TCFAIF iz the protocol you use to connect ta the Internet and
wide-area networks

Ok I Cancel I
3. Select the Obtain an IP address
aUtomatlca"y radlo bUtton- DHS g::‘f‘i;ifatian IIGatew:f\iax:s:S CnnfilguratiDnNBtﬁ:I'DAdeTESS I

An |IP address can be automatically assigned to this computer.
If wour network. does not automatically assign IP addresses. ask
wour netveork. administrator for an addresz. and then twpe it in
the zpace belowvs.

= ibtain an [P address automatically

£ Specify an IP address:

IR ddress: | I I | |

Subret FMask: | H H - |

ok ]| coencel |
4. Then select the DNS Configuration tab.

Eindings | Advanced | MetBIOS |

5. Select the Disable DNS radio button DNS Configuration | Gateway | WINS Configuration | 1P Address
and click OK to finish the configuration.

Host: I Earmait I

[HES Senvern Searet Wrder
| 1 1 I | dd |

Eemowe I

[t Sffiz Sear et Ender,
| Edd

| Femowe I

Ok I Cancel

21



Configuring PC in Windows NT4.0

1. Go to Start > Settings > Control Panel.
In the Control Panel, double-click on
Network and choose the Protocols tab.

2. Select TCP/IP Protocol and click
Properties.

3. Select the Obtain an IP address from
a DHCP server radio button and click
OK.

HNetwork

Identification | Services ~Protocols lAdaplevs] Bindings |
MNetwork Frotocols:

§ NetBEUI Protocol
G NwLink IP=/SP~ Compatible Transport
W NWwLink NetBIOS

sss. | Bemove | i |

— Description:
Transpoit Control Frotocol/Intermet Protocol. The default wide
area network protocol that provides communication across
diverse interconnected networks.

| Ok I Cancel

Microsoft TCPJIP Properties

IP Address | DMS | wiNS address | Routing |

2 |IP address can be automatically assigned to this network. card
by a DHCP szerver. If pour network does not have a DHCP zerver.
azk pour hetwork administrator for an address, and then tupe it in
the space belows

Adapter:

50 Obtain an IFP address from a DHCP zerver

—  Specify an P addiess

[P diess |

Siitariet b asl |

Defaulb Gateve s l

Advanced. I

ok | Cancel | B
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Factory Default Settings

Before configuring your router, you need to know the following default settings.

Web Interface (Username and Password)
Three user levels are provided by this router, thus Administrator, Basic and Advanced

respectively. You can turn to User Management to change the corresponding passwords and
understand more.

@ Administrator

B Username: admin
B Password: admin

@ Basic

B Username: user
= Password: user

@ Advanced (for remote login)

B Username: support
Bk Password: support

The default username and password are “admin” and “admin” respectively.

4 Y

If you have forgotten your username or passwiord for the router, you can

restore your device to its default setting by pressing the Reset button for more
than & seconds.

Attention
e A

Device LAN IP settings
P [P Address: 192.168.1.254
P Subnet Mask: 255.255.255.0
ISP setting in WAN site
= PPPoOE

DHCP server

k= DHCP server is enabled.
k= Start IP Address: 192.168.1.100
= |P pool counts: 100
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LAN and WAN Port Addresses

The parameters of LAN and WAN ports are pre-set in the factory. The default values are shown in
the table.

LAN Port WAN Port
IP address 192.168.1.254
Subnet Mask 255.255.255.0 The PPPOE function is
DHCP server function Enabled ?hna\e\lli\dNto artitom?.ticalli/. get
100 IP addresses continuin N port configuration
> addresses for from 192.168.1.100 through. from the ISP.
192.168.1.199
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Information from your ISP

Before configuring this device, you have to check with your ISP (Internet Service Provider) to find
out what kind of service is provided such as DHCP (Obtain an IP Address Automatically, Static IP
(Fixed IP Address) or PPPoE.

Gather the information as illustrated in the following table and keep it for reference.

VPINVCI, VC / LLC-based multiplexing, Username, Password, Service
PPPoE(RFC2516) | Name, and Domain Name System (DNS) IP address (it can be
automatically assigned by your ISP when you connect or be set manually).

VPINCI, VC / LLC-based multiplexing, Username, Password and Domain
PPPoA(RFC2364) | Name System (DNS) IP address (it can be automatically assigned by your
ISP when you connect or be set manually).

MPOA(RFC1483/ VPI/VCI, VC / LLC-based multiplexing, IP address, Subnet mask, Gateway
RFC2684) address, and Domain Name System (DNS) IP address (it is a fixed IP
address).

VPI/VCI, VC / LLC-based multiplexing, IP address, Subnet mask, Gateway
IPOA(RFC1577) address, and Domain Name System (DNS) IP address (it is a fixed IP
address).

Pure Bridge VPINCI, VC / LLC-based multiplexing to use Bridged Mode.
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Chapter 4: Configuration

To easily configure this device for internet access, you must have IE 5.0 / Netscape 4.5 or above
installed on your computer. There are basically 2 ways to configure your router before you are able
to connect to the internet: Easy Sign-On & Web Interface. Configuration of each method will be
discussed in detail in the following sections.

Easy Sign-On (EZSO)

This special feature makes it easier for you to configure your router so that you can connect to the
internet in a matter of seconds without having to logon to the router GUI for any detail configuration.
This configuration method is usually auto initiated if user is to connect to the internet via Billion's
router for the first time.

After setting up the router with all the appropriate cables plugged-in, open up your IE browser, the
EZSO WEB GUI will automatically pop up and request that you enter some basic information that
you have obtained from your ISP. By following the instructions given carefully and through the
information you provide, the router will be configured in no time and you will find yourself surfing
the internet sooner than you realize.

Follow the Easy Sign-On configuration wizard to complete the basic network configuration.

1. Connect your router with all the appropriate cables. Then, load your IE / Netscape browser.

2. When the EZSO configuration wizard pops up, select the connect mode which you want to
set up and then click continue. (There are three modes that you may select: “EWAN” “ADSL”
and another is “3G”.)

I Easy Sign On \ i\- .
4 -

™ VWAN Port [ WAN = Wireless)
Select VAN Port

Connect Mode | ADSL % | {Current Main Port: ADSL}
Protocol FPPoE (RFCZ2516, PPFP aver Ethernet)
VPl VT g/35

Lsername LUSername

IP Address Cbtain an [P Address Automatically

[ Continue ] [ Jump to Wireless setting ]

3. Choose “Auto” or “Manually” to scan ADSL information.
IE'dsy Sign On

*WAN Port (WAN = Wireless )
ADSL Line Is Ready.

Auto scan @ Auto (O Manually

Continue
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4. The window will then display the Protocol information obtained from the scan result before
redirect you to the next configuration page.

IE'a:,y Sign On

*WAN Port  (WAN = Wireless )

Please wait while the ADSL is scanning.

[ Abartto manually setting ]

IEasy Sign On

*WWAN Port  ({WAN - “Wireless
Auto scan result
Protacol WEINCT V33 LLC PPPoE (RFC2516, PPP over Ethernet)

5. Please enter all the information in the blanks provided and then click continue.

I!)uia;h Start Q‘}; .
& —.

*WAN Port  (WAN = Wireless)

Select protocol

Protocol ._F'F'F'DE {(RFC2516, FFPP over Ethernet) hal
YR IYCI ] ¢35

Username |usernarme

Fassword ;.------

Service Mame

Encapsulation rmethod | LLCISMNAP-BRIDGING

Authentication Protocol | Auto >

IP Address ?_.U.D.U.D '0.0.0.0' means 'Obtain an IP address automatically)
Chtain DMS Automatically [“] Enakle

Primary DORS [ Secondary DHNS 8B : R

T E_HEIE

6. The device will reboot and then load the new configuration.

IE.as'_.I Sign On j“\t‘! .

T Restart

Since settings are changed, the router will reboot to make the changes take effect! Please wait for seconds.

total : . 4%
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7. If all information provided is valid and the device successfully connects to WAN, a dialog box will
appear to signify the completion of the WAN port setup. At this point you can either click Done
to finish the EZSO configuration or you can click Next to wireless to proceed to the wireless
configuration if you have.

I Easy Sign On

TWANPort (WAN = 'Wirelgss)

Congratulations !

Your WAMN port has been successfully configured.

[ Mext to Wiireless ][Done]

8. Select Enable and enter the necessary information in the blanks provided for the Wireless LAN
setting if you would like to use this feature and then click Continue.

IEasy Sign On Lu\t"r .

*Wireless (WAN = Wireless)

Set Wireless configuration.

WLAN Service () Enable O Disable
ESSID _wlan—ap

Channel ID Channel 1(2412GHz) v |
Security Mode Disable v|

9. The system will save your new configuration and complete the setup.
I Easy Sign On

* Save confguration

Save configuration to FLASH. Please wait for 10 seconds

10. Congratulations! You've completed the setup and are now ready to surf the Internet.

I Easy Sign On

~ Process finished

Success.

The Easy-5igr-0On process is finished. Your device has been successiully configured.

11. You can test the connection by clicking on the URL link provided. If the setup is successful you
will be redirected to website.

IEaﬁ-'_.l Sign On “'L! .
i L= .-

¥ Process finished
Success.

The Easy-Sign-0On process is finished. Your device has been successfully configured.

You can now:
1. Log onto the router management interface for more advanced seftings on 192, 168.1.254
2. Continue to twyahoo.comfindex htmil
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Configuration via Web Interface

Open your web browser; enter the IP address of your router, which by default is 192.168.1.254, and

click “Go”, a login window prompt will appear. The default username and password are “admin” and
“admin” respectively.

Connect to 192.168.1.254

The server 192,168, 1,254 at BiPAC 7E00GZ requires a
username and password,

Warning: This server is requesking that your username and
password be sent in an insecure manner (basic authentication
without a secure conneckion),

| ﬁ admin

Password; | |

User name: W |

[ Iremember my password

[ 0] 4 ][ Cancel ]

Congratulations! You are now successfully logon to the Firewall Router!

I Status

* Device Information

N N

* Physical Port Status

Model Mame BiPAC 7B00GZ Ethernet W
System Up-Time 2 minis) ADSL ~" 960/8000 kbps
Hardware Version Annex A e W
Software Version 1.06f EVWAN W
Wireless # v
*WAN
Port » SL?;SE?I Operation Connection  IP Address Netmask Gateway Primary DNS
ADSL PPPoE 8/35 Caonnecting

If the authentication succeeds, the homepage Status will appear on the screen.
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Quick Start

Whether on the Basic or Advanced Configuration Mode, click Quick Start link to WAN Port setup
pages.

ICIuic'H Start i“\% .

* WAHN Port { VWAN = Wireless)
Select VAN Port

Connect Mode | EWAN % | (Current Main Port: EWAN)
Frotocol Cbtain an IP Address Automatically
[ Continue ] [ Jump to Wireless setting ]

Step 1: Select WAN port connect mode from the connect mode drop down menu. There are three
types of connect mode to choose from: EWAN, 3G or ADSL.

Step 2: After selecting the connect mode, press Continue to move on to the next configuring page.
There are 5 types of phone service standards available for 3G connect mode while there are 5
types of connection protocols available under ADSL connect mode, 4 types of connection protocols
available for EWAN connect mode. Each type of connection mode is described in the
following sections of 3G Connect mode, ADSL Connect mode and EWAN Connect mode.

Step 3: After finishing configuring the WAN port connection, click Continue to proceed. The system
will upload and apply the new WAN port configuration to the device.

Il:luimz Start i“\\t‘ .

T Restart

Since settings are changed, the router will reboot to make the changes take effect! Please wait for seconds.

total : - 12%

ICILIil:'r{ Start i“’\t‘ .

¥ WAN Port

Please wait while the device is configured.

IC!ui-::k Start \ w; .

*WAN Port  (WAN = Wireless)
Congratulations !

Your YWARN port has been successfully canfigured.

Iext to Wireless
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Note: If the WAN line is not ready, a page will display as below and your new configuration
can not be saved.

ICILlick Start i“’\? .

 VVAN Port
Failll

WAN port setting is not successiul, vou can do this procedure again.

Step 4: After the configuration is successful, click Next to Wireless button and you may proceed to
configure the Wireless setting. There are 4 types of security mode: WPA, WPA2, WPA/WPAZ2 Pre-
Shared Key and WEP. Please refer to the Wireless Setting Mode section for detail description of
each security mode.

ICILlick Start *u\i& .

*Wireless [ WAN = Wireless

Set Wireless configuration.

WLAMN Service (® Enable ) Disable
ESSID [wian-ap

Channel ID [Channel 1(2.412GHz) |
Security Mode | Disable v

Step 5: After finishing configuring the WLAN setting, press Continue to finish the Quick Start.

ICIuick Start *“\}c& .

* Process finished
Success.

The Cuick Start process is finished. Your device has been successfully configured.
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3G Connect Mode

IL’.Iuiu:H Start 1\1\4 .

* WAN Port  ( WAN = Wireless)
Select WAN Port

Connect Mode [3c & {Current Main Port: 3G)
TEL Mo. *ggr*1#

LUsername

APM internet

I Continue ] [ Jump to Wireless setting ]

Connect Mode: Select“3G.
TEL No.: The dial string to make a GPRS / 3G user internetworking call.
Username: The username provided by your service provider.

APN: An APN is similar to a URL on the WWW, it is what the unit makes a GPRS / UMTS call.

Click Continue to go on to next step.

I(Juick Start ;u\t‘ .

~ VAN Port (WAMN > Wireless)

Input the following information please.,

MNaode [UMTS 3G preferred |
APN internet

Username

Passward

Authentication Protocol Auto v

PIMN _

QObtain DMS Automatically Enahble

Primary DMNS { Secondary DN3S
[T 1500

“Warninag: Entering the wrong FIN code three times will lock the SIM

Mode: There are 5 options of phone service standards: GSM 2G only, UTMS 3G only, GSM 2G
preferred, UMTS 3G preferred, and Automatic. If you are uncertain what services are available to
you, and then please select Automatic.

APN: An APN is similar to a URL on the WWW, it is what the unit makes a GPRS / UMTS call. The
service provider is able to attach anything to an APN to create a data connection, requirements for
APNs varies between different service providers. Most service providers have an internet portal
which they use to connect to a DHCP Server, thus giving you access to the internet i.e. Some 3G
operators use the APN ‘internet’ for their portal. The default value is “internet”.

Username/Password: Enter the username and gzassword provided by your ISP.



Authentication Protocol: Default is Auto. Please consult your ISP on whether to use PAP, CHAP
or MSCHAP.

PIN: PIN stands for Personal Identification Number. A PIN code is a numeric value used in certain
systems as a password to gain access, and authenticate. In mobile phones a PIN code locks the
SIM card until you enter the correct code. If you enter the PIN code incorrectly into the phone 3

times in a row, then the SIM card will be blocked and you will require a PUK code from your network/
service provider.

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.

MTU: Maximum Transmission Unit is the size of the largest datagram (excluding media-specific
headers) that IP will attempt to send through the interface.
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ADSL Connect Mode

IGuicH Start 1“}(& !

* WAN Port  ( WAN = Wireless)
Select WAN Port

Connect Mode | ADSL ‘fEfCurrent Main Port: ADSL)
Protocol PPFoE (RFC2516, PPF over Ethernet)
VP NC 8135

Username username

IP Address Ohtain an IP Address Automatically

[ Continue ] [ Jump to Wireless setting ]

Connect Mode: You can choose either “ADSL” “EWAN” or “3G” mode.
Protocol: The current ATM protocol in the device.

VPI/VCI: The current value of VPI/VCI in the device.

Username: To show current authentication username.

IP Address: To show current value of IP address in the device.

For ADSL connect mode there are 5 types of connection protocols: PPPoE, PPPoA, IPOA, MPoOA
and Pure Bridge.
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PPPoE Connection

I!’Juia;l- Start u’\‘ .
4 E -

* WAN Port  (WAN = Wireless)

Select protocol

Protocol PPFPoE (RFC2516, PPP over Ethernef) “
WPLIVCI 8 [§)38

LIsername |uzername

Fassword :------

Service Mame

Encapsulation method LLCISMAP-BRIDGIMG s

Authentication Protacol | Auto w

IP Address |0.0.0.0 ('0.0.0.0' means 'Ohtain an IP address automatically?)
Ohtain DMNS Autormatically [#] Enable

Prirmary DMS f Secondary DNES i

T 1497

Continue

VPI/VCI: Enter the information provided by your ISP.

Username: Enter the username provided by your ISP. You can input up to 256 alphanumeric
characters (case sensitive).

Password: Enter the password provided by your ISP. You can input up to 32 alphanumeric
characters (case sensitive).

Service Name: This item is for identification purposes. If it is required, your ISP will provide you
the necessary information. Maximum input is 32 alphanumeric characters.

Encapsulation method: Select the encapsulation format. Select the one provided by your ISP.

Authentication method: Default is Auto. Please consult your ISP on whether to use Chap, Pap or
MSCHAP.

IP Address: Your WAN I[P address. Leave the IP address as 0.0.0.0 to enable the device to
automatically obtain an IP address from your ISP.

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.

MTU: MTU (Maximum Transmission Unit.) is the size of the largest datagram (excluding
media-specific headers) that IP will attempt to send through the interface.
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PPPoA Connection

Ii)uiﬁh Start u & .
i = -

T WAN Port (WAN = Wireless)

Select protocol

Pratocol PPPoA (RFC2364, PPF over AALS) v

YR IWC |8 | .35

Usernarme USernarme

Password |ossnns

Encapsulation method LLC/EMCAPSULATION »

Authentication Protocol Auto v

IP Address 0.0.0.0 ('0.0.0.0' means 'Obtain an IP address automatically?
Ohtain DMNE Autormatically [¥] Enable

Prirmary DRSS f Secondarny DS ';

ML 1492

Continue

VPI/VCI: Enter the information provided by your ISP.

Username: Enter the username provided by your ISP. You can input up to 256 alphanumeric
characters (case sensitive).

Password: Enter the password provided by your ISP. You can input up to 32 alphanumeric
characters (case sensitive).

Encapsulation method: Select the encapsulation format. Select the one provided by your ISP.

Authentication method: Default is Auto. Please consult your ISP on whether to use Chap, Pap or
MSCHAP.

IP Address: Your WAN I[P address. Leave the IP address as 0.0.0.0 to enable the device to
automatically obtain an IP address from your ISP.

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.

MTU: MTU (Maximum Transmission Unit) is the size of the largest datagram (excluding
media-specific headers) that IP will attempt to send through the interface.
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MPoA Connection

IGLlic'H Start “}E .
Y =

¥ WAN Port (VAN = Wireless

Select protocol

Protocol MPoA (RFC1483/RFC2684, Multiprotocol Encapsulation over AALE) s
VPLIWCI 3 /|35

Encapsulaticn method LLC/SMNARP-BRIDGING »

Client 1D

IP Address 0.00.0 | 0.0.0.0" means ‘Obtain an IP address automatically’)
Netmask '

Gateway

Chbtain DMNE Automatically Enahle

Primary DMNS / Secondary DHNS

Continue

VPI/VCI: Enter the VPI and VCI information provided by your ISP.
Encapsulation method: Select the encapsulation format. Select the one provided by your ISP.

Client ID: DHCP Option 61 (Client Identifier), it is used to bind some specific DHCP assigned IP to
the Client so that the client can obtain a fixed IP (the client can be an interface). Here user can get
the information from your ISP.

IP Address: IPOA WAN IP address can only set fixed |IP address.

Netmask: User can change it to others such as 255.255.255.128. Type the Netmask assigned to
you by your ISP (if given).

Gateway: Enter the IP address of the default gateway.

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.
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IPOA Connection

quich start “ 3 .
i ] - -

> WANPort  {WAN = Wireless)

Select protocol

Protacol IPoA (RFC1577, Classic IP and ARP over ATM ) v
VP YT E 135

Encapsulation method LLC/ROUTING +

IP Address

Netmask 255.255.256.0

Gateweay

Cihtain DMS Automatically Enahle

Primary DMNS f Secondary DRHE [168.95.1.1 J1168.95192 1

VPI/VCI: Enter the VPI and VCI information provided by your ISP.
Encapsulation method: Select the encapsulation format. Select the one provided by your ISP.

IP Address: Your WAN IP address. If the IP is set to 0.0.0.0 (auto IP detect), both Netmask and
gateway may be left blank.

Netmask: User can change it to others such as 255.255.255.128. Type the Netmask assigned to
you by your ISP (if given).

Gateway: Enter the IP address of the default gateway.
Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for

domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.
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Pure Bridge Connection
IGuick Start

> WAN Port  ( WARN = Wireless)

Select protocol

Protocal | Pure Bridge v |
VPI I VCI E |1]35 |

Encapsulation method |LLCJ‘SNAF‘—EIRIDGING v|

VPI/VCI: Enter the VPI and VCI information provided by your ISP.

Encapsulation method: Select the encapsulation format. Select the one provided by your ISP.
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EWAN Connect Mode
PPPoE Connection

I Cuick Start u & .
& E —

¥ WAN Port  {WAN = Wireless)

Select protocol

Protocol FFFoE e
Lsername |Username
Fassword [TXTIT]

Service Mame

Authentication Protocol Auto w
IP Address (0.0.0.0 ('0.0.0.0' means 'Oktain an IP address automatically)
Chtain DME Automatically [¥]Enahle

Frimary DS f Secondary DS I:
MTU 1492 '

Username: Enter the username provided by your ISP. You can input up to 256 alphanumeric
characters (case sensitive). This is in the format of “username@ispname” instead of simply
‘username”.

Password: Enter the password provided by your ISP. You can input up to 32 alphanumeric
characters (case sensitive).

Service Name: This item is for identification purposes. If it is required, your ISP will provide you
the necessary information. Maximum input is 32 alphanumeric characters.

Authentication method: Default is Auto. Please consult your ISP on whether to use Chap, Pap or
MSCHAP.

IP Address: Your WAN IP address. Leave the IP address as 0.0.0.0 to enable the device to
automatically obtain an IP address from your ISP.

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.

MTU: MTU (Maximum Transmission Unit.) is the size of the largest datagram (excluding
media-specific headers) that IP will attempt to send through the interface.
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Obtain an IP Address Automatically

Select this protocol enables the device to automatically retrieve IP address.

quick Start ;WE' .

™ WAN Port ({WAN = Wireless)
Select protocol

Protocol | Chtain an IFP Address Automatically

Fixed IP Address Connection

It}uich Start Q - .
4 E —

* WAN Port  (WAN = Wireless)

Select protocol

Protocol Fixed IF Address w
IF Address

Netrmask 255.255.255.0

Gateway '

Chtain DMS Automatically Enahle

Primmary DS f Secondarny DS [168.95.1.1 . 15158.95.192.1

Continue

IP Address: Your WAN IP address. Leave the IP address as 0.0.0.0 to enable the device to
automatically obtain an IP address from your ISP.

Netmask: The default is 0.0.0.0. User can change it to other such as 255.255.255.0. Type the
subnet mask assigned to you by your ISP (if given).

Gateway: You must specify a gateway IP address (supplied by your ISP).

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.
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Pure Bridge

IGuick Start

T WAN Port  { WAN = Wireless)

Select protocol

Protocol

Wireless Setting Mode

IGuick Start

T\Wireless (\WaN = Wireless)
Set Wireless configuration.
WLAM Senvice

ESSID
Channel ID

Security Mode

Fure Bridge

(& Enable O Disable

|wlan—ap

|Channel 1 (2.412 GHz) |

| Disable

vl

.

.

There are 4 types of wireless security modes: WPA, WPA2, WPA/WPA2 Pre-Shared Key and

WEP.
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WPA or WPA2
Here take WPA for example.

I Quick Start u\; .
4 F

*Wireless (War = Wireless)

Set Wireless configuration.

WILAN Service @ Enable O Disable
ESSID wilan-ap

Channel ID Channel 1 {2412 GHz) w
Security Mode WIPA v:
RADIUS {802 1x I Enanle

WFA Shared Key

WLAN Service: Default setting is Enable. If you want to use wireless, you can select Enable.

ESSID: The ESSID is the unique name of a wireless access point (AP) used to distinguish one
from another. For security propose, change to a unique ID name which is already built into the
router wireless interface. It is case sensitive and must not exceed 32 characters. Make sure your
wireless clients have exactly the ESSID as the device in order to connect to your network.

Channel ID: Select the channel ID that you would like to use.

Security Mode: You can disable or enable with WPA or WEP to protect wireless network. The
default mode of wireless security is Disable.

RADIUS/802.1x: Select Whether to enable or disable the RADIUS Service.

WPA Shared Key: The key for network authentication. The input format is in character style and
key size should be in the range between 8 and 63 characters.

If you want to enable the RADIUS service, check Enable and then do the following settings.

Ii)uicl-. Start u\{' .
A :

*Wireless (WAMN = Wireless)

Set Wireless configuration.

YILAN Service @ Enable O Disahle
ESSID lwlan-ap

Channel ID Channel 1 (2412 GHz) w
Secutity Made [wpA v
RADIUS f 802.1x [l Enahle

RACIUS Server [P Address n.o0.oa

RADIUS Port 11812

RADIUS Shared Secret

Cantinue

RADIUS Server IP Address: Enter the IP address of RADIUS authentication server.
RADIUS Server Port: Enter the port number of RADIUS authentication server here. Default value
is 1812.

RADIUS Shared Secret: Enter the password of RADIUS authentication server.
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WPA/WPA2 Pre-Shared Key

WPA and WPAZ2 pre-shared keys are an authentication mechanism in which users provides some
form of credentials to verify that they should be allowed access to a network. This requires a single
password entered into each WLAN node (Access Points, Wireless Routers, client adapters,
bridges). As long as the passwords match, a client will be granted access to a WLAN.

Ii)llich Start u\d .
i r -

YWireless (AN = Wireless)

Set Wireless configuration.

VYLAM Service @ Enable O Disable
ESSID |wlan-ap

Channel ID Channel 1 {2412 GHZ)
Security Mode WPAI‘-NF'M—PQK R

WPA Shared Key

WLAN Service: Default setting is Enable. If you want to use wireless, you can select Enable.

ESSID: The ESSID is the unique name of a wireless access point (AP) used to distinguish one
from another. For security propose, change to a unique ID name which is already built into the
router wireless interface. It is case sensitive and must not exceed 32 characters. Make sure your
wireless clients have exactly the ESSID as the device in order to connect to your network.

Channel ID: Select the channel ID that you would like to use.

Security Mode: You can disable or enable with WPA or WEP to protect wireless network. The
default mode of wireless security is Disable.

WPA Shared Key: The key for network authentication. The input format is in character style and
key size should be in the range between 8 and 63 characters.
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WEP

IIC.ILlic'H Start \ \i\i .

*Wireless ([ Wan = Wireless)

Set Wireless configuration.

VWLAMN Service (%) Enable ) Disable

EZ3ID |'wlan-ap

Channel ID Channel 12412 GHz} =

Security Mode WEF W |

RADIUS /802 1x

Default Used WEFR Key &1 2 O3 D4

key

VEP 64 - Hex, 10 Hex codes, (0-9, a~f A~F). EX 11aa22cc33

VEP 64 - ASCI: 5 ASCI characters are required. Inser your WEP key manually. EX: 1a2eb

WEP 128 - Hex: 26 Hex codes, (0~3, a~f A~F). EX. 113322cc33dd44eebbefffe35f

WEP 128 - ASCI: 12 ASCI characters are required. Insert your WEP key manually. EX 133e?!dbd3ent
Continue

WLAN Service: Default setting is set to Enable. If you want to use wireless, you can select Enable.

ESSID: The ESSID is the unique name of a wireless access point (AP) used to distinguish one
from another. For security propose, change to a unique ID name which is already built into the
router wireless interface. It is case sensitive and must not exceed 32 characters. Make sure your
wireless clients have exactly the ESSID as the device in order to connect to your network.

Channel ID: Select the channel ID that you would like to use.

Security Mode: You can disable or enable with WPA or WEP to protect wireless network. The
default mode of wireless security is Disable.

RADIUS/802.1x: Choose this box enable RADIUS/802.1x authentication protocol for boosting up
WLAN Security.

Default Used WEP Key: Select the encryption key ID; please refer to Key (1~4) below.

Key (1-4): Enter the key to encrypt wireless data. To allow encrypted data transmission, the WEP
Encryption Key values on all wireless stations must be the same as the router. There are four keys
for your selection. The input format can either be HEX style or ASCII format, 10 and 26 HEX codes
or 5 and 13 ASCII codes are required for WEP64 and WEP128 respectively.
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If you want to enable the RADIUS service, check Enable and then do the following settings.

It)llich Start A mc‘ .

TWhreless (WAN = Wireless)

Set Wireless configuration.

WLAN Service ®Enable O Disahle
ESSID “'}f'_?ﬁ'ap

Channel ID Channel 1 (2412 GHz) v
Security Mode = v
RADIUS 1 802.1%

RADIUS Server IP Address 0.0.00

RADIUS Port [1812

RADIUE Shared Secret

RADIUS Server IP Address: Enter the IP address of RADIUS authentication server.

RADIUS Server Port: Enter the port number of RADIUS authentication server here. Default value
is 1812.

RADIUS Shared Secret: Enter the password of RADIUS authentication server.
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Basic Configuration Mode

Status “’}-{3 .
[ \
~ Device Information ~Physical Port 5tatus
IMadel Mame BiPAC 780052 Ethernet L%
System Lp-Time 45 min(s) ADSL be
Software Version 1.06g 3G e
E '.".'.."l-\‘. N +
ireless ¥ v
VAN
Port + Protocol Operation Connection IP Address Hetmask Gateway Primary DN S
EWAN  Dynamic Up 172.16.1.204 255.255.255.0 172.16.1.254 172.16.1.254

Device Information

Model Name: Provide a name for the router for identification purposes.
System Up-Time: Record system up-time.

Hardware Version: Hardware version.

Software Version: Firmware version.

Port Status

Port Status: User can look up to see if they are connected to Ethernet, ADSL, 3G, EWAN and
Wireless.

WAN

Port: Name of the WAN connection, ADSL, EWAN or 3G.
Protocol: the current used protocol for the connection.
Operation: Current status in WAN interface.
Connection: Current connection status.

IP Address: WAN port IP address.

Netmask: WAN port IP subnet mask.

Gateway: IP address of the default gateway.

Primary DNS: IP address of the primary DNS server.
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WAN — Main Port (ADSL)

A WAN (Wide Area Network) is an outside connection to another network or the Internet.

PPPoE Connection (ADSL)

PPPoE (PPP over Ethernet) provides access control in a manner similar to dial-up services using
PPP.

I Configuration i u\vf .
A r :

TWAN Port

Parameters

Main Port |ADSL v |(Current Main Part ADSL)

Protocal . PPFPOE (RFC25916, PPP aver Ethernet) ¥
WP FWCI | 11135

Username Username

Faszword |essane

Sermice Mame

Encap. method LLCI?NAF’—EIRIDGING v

Auth. Frotocol Auto hd

IP Addrass [0.0.0.0 .('D.EI.D.D' means 'Ohtain an IP address automatically?y
Ohtain DME Automatically [“] Enatle

FPrimary DRS f Secondary DNS ,r-
MTLI 1492

Apply

VPI/VCI: Enter the information provided by your ISP.

Username: Enter the username provided by your ISP. You can input up to 256 alphanumeric
characters (case sensitive).

Password: Enter the password provided by your ISP. You can input up to 32 alphanumeric
characters (case sensitive).

Service Name: This item is for identification purposes. If it is required, your ISP will provide you
the necessary information. Maximum input is 32 alphanumeric characters.

Encap. method: Select the encapsulation format. Select the one provided by your ISP.

Auth. Protocol: Default is Auto. Please consult your ISP on whether to use Chap, Pap or
MSCHAP.

IP Address: Enter your WAN IP address. Leave the IP address empty or enter 0.0.0.0 to enable
the device to automatically obtain an IP address from your ISP.

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.

MTU: Maximum Transmission Unit. The size of the largest datagram (excluding media-specific
headers) that IP will attempt to send through the interface.

Click Apply to confirm the settings.
48



PPPoA Connection (ADSL)

PPPoA stands for Point to Point Protocol over ATM Adaptation Layer 5 (AALS). It provides access
control and billing functionality in a manner similar to dial-up services using PPP.

I Configuration u\; .
a = =

TWAN Port

Parameters

Main Port [ADEL v | {Current Main Port: ADSL)

Frotocol _ PPFoA (RF02354! PRP owver ASLE)Y |
WP FWC| | 11135

Uzername USErname

FPassword |essane

Encap. method LLCIEMCAPSULATION

Auth. Protocol Auto -

IP Address |0.0.0.0 ('0.0.0.0" means 'Ohtain an IP address automatically)
Cibtain DMS Automatically [¥] Enakle

Primary DB f Secondary DHE ;'
MTL [14592

Apply

VPI/VCI: Enter the information provided by your ISP.

Username: Enter the username provided by your ISP. You can input up to 256 alphanumeric
characters (case sensitive).

Password: Enter the password provided by your ISP. You can input up to 32 alphanumeric
characters (case sensitive).

Encap. method: Select the encapsulation format. Select the one provided by your ISP.

Auth. Protocol: Default is Auto. Please consult your ISP on whether to use Chap, Pap or
MSCHAP.

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.

IP Address: Enter your WAN IP address. Leave the IP address empty or enter 0.0.0.0 to enable
the device to automatically obtain an IP address from your ISP.

MTU: MTU (Maximum Transmission Unit) is the size of the largest datagram (excluding
media-specific headers) that IP will attempt to send through the interface.

Click Apply to confirm the settings.
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MPoA Connection (ADSL)
ICcnﬂngraticn J.“"\E .

*\WAN Port

Parameters

Main Port ADSL  w | (Current Main Port, EWAN)

Pratocol lPoA (RFCT483/RFC2684, Multiprotocol Encapsulation over AAL5)
VPI/WCI g /|35

Encap. methaod LLC/SMAP-BRIDGIMNG |+

Client ID '

IP Address 0.0.0.0 :- 0.0.0.0' means 'Obtain an IP address automatically’)
Metmask

Gateway .

Obtain DMNE Automatically Enable

Primary DMNE / Secondary DMNS

Apply

VPI/VCI: Enter the VPI and VCI information provided by your ISP.
Encap. method: Select the encapsulation format. Select the one provided by your ISP.

Client ID: DHCP Option 61 (Client Identifier), it is used to bind some specific DHCP assigned IP to
the Client so that the client can obtain a fixed IP (the client can be an interface). Here user can get
the information from your ISP.

IP Address: Enter your WAN IP address. If the IP is set to 0.0.0.0 (auto IP detect), both Netmask
and gateway may be left blank.

Netmask: User can change it to others such as 255.255.255.128. Type the Netmask assigned to
you by your ISP (if given).

Gateway: Enter the IP address of the default gateway.

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.

Click Apply to confirm the settings.

50



IPoA Connections (ADSL)
ICNIﬁUHh‘ITi“II .».u:\t‘ .

*WAN Port

Parameters

Main Port ADSL % [(Current Main Port: ADSL)
Protocol IPUA(RFCjSTT, C_Iassic_IF' a_nd ARF_' aver AThi ) W
YR WC |8 7135

Encap. method [LLCiROUTING + |

IP Address .

Metmask |255.255.255.0

Gateway

Cbtain DMNS Automatically Enahle

Primary DRES f Secondary DMES 168.951.1 :l168.95.192.1

VPI/VCI: Enter the VPI and VCI information provided by your ISP.
Encap. method: Select the encapsulation format. Select the one provided by your ISP.
IP Address: Enter your fixed IP address.

Netmask: User can change it to others such as 255.255.255.128. Type the Netmask assigned to
you by your ISP (if given).

Gateway: Enter the IP address of the default gateway.

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.

Click Apply to confirm the settings.
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Pure Bridge Connections (ADSL)

ICDnﬂguratil:rn 1“5-;_

T\WAN Port

Parameters

Main Fort ‘%DSL i (Current Main Port: ADSL)

i [Fe Badac L |
VPIIVCI E i[as _

Encap. method LLCISNAF'-EIHIDGING v |

VPI/VCI: Enter the VPI and VCI information provided by your ISP.
Encap. method: Select the encapsulation format. Select the one provided by your ISP.

Click Apply to confirm the settings.
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WAN — Main Port (EWAN)

Besides using ADSL to get connected to the Internet, Ethernet port 4 of BiPAC 7800GZ(L) can be
used as an alternative to connect to Cable Modems, VDSL and fiber optic lines. This alternative not
only provides faster connection to the Internet, it also provides users with more flexibility to get
online.

PPPoE (EWAN)
Il_‘.nnﬁulll ation A WE .

~WAN Port

Parameters

Main Port EVWAMN % | (Current Main Port ADSL)

Frotocol PFFoE L%

Uzermame username

Password PR

Servica Marme _

Auth. Protocal Auto w

IP Address no.oo {'0.0.0.0' means 'Ohtain an IP address automaticallyy
Obtain DNS Automatically [¥] Enahle

Frimary DME f Secondary DNE I
MTL 114492

Apply

Username: Enter the username provided by your ISP. You can input up to 256 alphanumeric
characters (case sensitive).

Password: Enter the password provided by your ISP. You can input up to 32 alphanumeric
characters (case sensitive).

Service Name: This item is for identification purposes. If it is required, your ISP will provide you
the necessary information. Maximum input is 32 alphanumeric characters.

Auth. Protocol: Default is Auto. Please consult your ISP on whether to use Chap, Pap or
MSCHAP.

IP Address: Enter your fixed IP address.

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.

MTU: MTU (Maximum Transmission Unit) is the size of the largest datagram (excluding
media-specific headers) that IP will attempt to send through the interface.

Click Apply to confirm the settings.
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Obtain IP Address Automatically (EWAN)

Select this protocol enables the device to automatically retrieve IP address.

ICDnﬂgura{icn _ ﬁ i\- .
i =

T\WAN Port

Parameters

Main Port | EWAN (% | {Current Main Paort: 3G)
Protocol Qhtain an IFP i.dd_ress Automatically |»

Main Port: Choose EWAN as the main port.

Click Apply to confirm the change.

Fixed IP Address (EWAN)
Iﬂnnﬁuul ation i u'\l; .

TWAN Port

Parameters

Main Port [EWAN | (Current Main Port: ADSL)
Protocol _Fi;{ed IF Address v
IP Address '

Netmagk [255.255.255.0

Gateway

Ohtain DNS Automatically Enable

Primary DMS [ Secondary DMNS -153..95_.1.1 1.158.:'-':15.192.1
(Aepty]

IP Address: Enter your fixed IP address.

Netmask: User can change it to others such as 255.255.255.128. Type the Netmask assigned to
you by your ISP (if given).

Gateway: Enter the IP address of the default gateway.

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.

Click Apply to confirm the settings.
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Pure Bridge (EWAN)

ICDnﬂgura{icn _ ﬁ i\- .
i =

T\WAN Port

Parameters

Main Port | EWAN (% | {Current Main Paort: 3G)
Protocol ' Pure Bridge it

Main Port: Select EWAN as the profile port.

WAN — Main Port (3G)

The setup of 3G is simplified by the web browser-based configuration. It is easy for you to access
to the Internet wherever a 3G connection is available.

ICu}nfiguraiion 1“36 .

~VWAN Port

Parameters

IMain Port G % | (Current Main Port: EVWAN)
Mode UMTS 3G prefered +

APN interngt

Username

Passward

Authentication Protocol Auta e

P

Obtain DMS Automatically Enahle

Primary DMNS [ Secondary DNS

MTU 1500
“Warning: Entering the wrong PIN code three times will lack the SIM
Apply Cancel

Mode: There are 5 options of phone service standards: GSM 2G only, UTMS 3G only, GSM 2G
preferred, UMTS 3G preferred, and Automatic. If you are uncertain what services are available to
you, and then please select Automatic.

APN: An APN is similar to a URL on the WWW, it is what the unit makes a GPRS / UMTS call. The
service provider is able to attach anything to an APN to create a data connection, requirements for
APNs varies between different service providers. Most service providers have an internet portal
which they use to connect to a DHCP Server, thus giving you access to the internet i.e. Some 3G
operators use the APN ‘internet’ for their portal. The default value is “internet”.

Username/Password: Enter the username and password provided by your ISP.

Authentication Protocol: Default is Auto. Please consult your ISP on whether to use PAP, CHAP
or MSCHAP.

PIN: PIN stands for Personal Identification Number. A PIN code is a numeric value used in certain
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systems as a password to gain access, and authenticate. In mobile phones a PIN code locks the
SIM card until you enter the correct code. If you enter the PIN code incorrectly into the phone 3
times in a row, then the SIM card will be blocked and you will require a PUK code from your network/
service provider.

Obtain DNS Automatically: A Domain Name System (DNS) contains a mapping table for
domain name and IP addresses. DNS helps to find the IP address for the specific domain name.
Check the checkbox to enable this function.

Primary DNS/Secondary DNS: Enter the primary and secondary DNS.

MTU: Maximum Transmission Unit. The size of the largest datagram (excluding media-specific
headers) that IP will attempt to send through the interface.

Click Apply to confirm the settings.
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WLAN

I Configuration

TWLAN

Wireless Parameters

&QL\E

WLAN Service @ Enable O Disahle
ESSID \wlan-ap

Hide ESSID (CEnable @ Disable
Regulation Domain _N.America W

Channel 1D .ChanneH 2412 GHzy W
Security Parameters

Security Mode .Dis_able |

|App|y Cancel

Wireless Parameters
WLAN Service: Default setting is set to Enable. If you do not have any wireless, select Disable.

ESSID: The ESSID is a unique name of a wireless access point (AP) used to distinguish one from
another. For security purpose, change the default wlan-ap to a unique ID name that is already
built into the router wireless interface. Make sure your wireless clients have exactly the ESSID as
the device in order to connect to your network.

Note: It is case sensitive and must not exceed 32 characters.

Hide ESSID: It is used to broadcast its ESSID on the network so that when a wireless client
searches for a network, the router can be discovered and recognized. Default setting is Disable.

e Enable: Select Enable if you do not want broadcast your ESSID. When select Enable, the
ESSID will be hided in stead of broadcasting, thus when wireless client searches for this AP,
failure occurs. This ESSID (AP) will be invisible to you. In this case, if you want to join this
wireless network, enter the exactly ESSID manually and some security settings.

e Disable: When Disable is selected, the router will broadcast the ESSID to allow anybody with
a wireless client to be able to identify the Access Point (AP) of your router. Select the specific
ESSID scanned, with some security settings, you will join this wireless network.

Regulation Domain: There are seven Regulation Domains for you to choose from, including
North America (N.America), Europe, France, etc. The Channel ID will be different based on this
setting.

Channel ID: Select the wireless connection channel ID that you would like to use.

Note: Wireless performance may degrade if the selected channel ID is already being occupied
by other AP(s).

Security Parameters

Security Mode: You can disable or enable the function with WPA or WEP to protect the wireless
network. The default mode of wireless security is Disable.

Click Apply to confirm the settings. 57



Security Mode

WPA or WPA2

Security Parameters

Security Mode WP W
RADIUS i 802.1x ClEnable

WPA Shared Key

Group Key Renewal 3600 seconds

Security Mode: You can disable or enable with WPA or WEP for protecting wireless network.

RADIUS/802.1x: Select Whether to enable or disable the RADIUS Service.

WPA Shared Key: The key for network authentication. The input format is in character style and
key size should be in the range between 8 and 63 characters.

Group Key Renewal: The period of renewal time for changing the security key automatically
between wireless client and Access Point (AP). Default value is 3600 seconds.

If you want to enable the RADIUS service, check Enable and then do the following settings.
Security Parameters

Security Mode WPA w

RADIUS F802.1x [“|Enahle

Group Key Renewal 3600 seconds
RADIUS Server IP Address 0.0.0.0

RADIUS Part 1812

RADIUS Shared Secret

RADIUS Server IP Address: Enter the IP address of RADIUS authentication server.

RADIUS Server Port: Enter the port number of RADIUS authentication server here. Default value
is 1812.

RADIUS Shared Secret: Enter the password of RADIUS authentication server.

WPA/WPA?2 Pre-Shared Key

Security Parameters
Security Mode WPAMPAZ-PSI w
WWPA Shared Key

Group kKey Renewal 3600 seconds

Security Mode: You can disable or enable with WPA or WEP for protecting wireless network.

WPA Shared Key: The key for network authentication. The input format is in character style and
key size should be in the range between 8 and 63 characters.

Group Key Renewal: The period of renewal time for changing the security key automatically
between wireless client and Access Point (AP). Default value is 3600 seconds.
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WEP

Ii.‘.nnﬁulu:ﬂinn u'l_'_f .
a e~

TWLAN

Wireless Parameters

WLAN Service @ Enable O Disahle
ESSID |wlan-ap

Hide ESSID O Enable @ Disahle
Regulation Domain N.;ﬁ\meriba w

Channel ID Channel 1{2.412 GHz) »
Security Parameters

Security Mode lWEF' ool
RADIUS f B0Z.1x [Enatle

WEP Authentication Shared Key v
Default Used 'WEP Key @1 Oz O3 O4
Passphrase (Generate Key) WEPE4 | [ WEP123
ke 1 Hex o«

Key 2 Hex »

ey 3 'Hex |

Key 4 Hex o«

WEP B4 - Hex: 10 Hex codes, (0-8, a~f, A~F). EX. 113a22cc33.

WEP B4 - ASCI: 8 ASCI characters are required. Insert your WEP key manually, EX 1a3eh.

WEP 128 - Hex: 26 Hex codes, (09, a~f A~F) EX 11aa22cc3ddd44eessefffeldat

WEP 128- ASCIE 13 ASCH characters are required. Insert your WEP key manually, EX. 1a3e?ldbd3er.

Security Mode: You can disable or enable with WPA or WEP for protecting wireless network.

RADIUS/802.1x: Choose this box enable RADIUS/802.1x authentication protocol for boosting up
WLAN Security.

WEP Authentication: To prevent unauthorized wireless stations from accessing data transmitted
over the network, the router offers secure data encryption, known as WEP. If you require high
security for transmissions, there are 3 options to select from: Open System, Share Key and Both.

Default Used WEP Key: Select the encryption key ID; please refer to Key (1~4) below.

Passphrase: This is used to generate WEP keys automatically based upon the input string and a
pre-defined algorithm in WEP64 or WEP128.

Key (1-4): Enter the key to encrypt wireless data. To allow encrypted data transmission, the WEP
Encryption Key values on all wireless stations must be the same as the router. There are four keys
for your selection. The input format is in HEX or ASCII style, 5 and 13 ASCII codes are required for
WEP64 and WEP128 or 10 and 26 HEX codes are required for WEP64 and WEP128 respectively.
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If you want to enable the RADIUS service, check Enable and then do the following settings.

Security Parameters

Security Mode WEP w
RADIUS / 802.1%

WEF Authentication Cpen System
RADILS Server IP Address 0.0.0.0

RADIUS Port 1812

RADILS Shared Secret

WEP Authentication: If you enable RADIUS/802.1x, then the default WEP Authentication is
Open System.

RADIUS Server IP Address: Enter the IP address of RADIUS authentication server.

RADIUS Server Port: Enter the port number of RADIUS authentication server here. Default
value is 1812.

RADIUS Shared Secret: Enter the password of RADIUS authentication server.
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Advanced Configuration Mode

ISiatus “\{ .
_ _—
~ Device Information ~ Physical Port Status
IModel Mame BiPAC 7800GZ Ethernet R
HostMame ¥ home.gateway ADSL ¥ 24,
System Up-Time 45 min(s) G -
Current Time ¥ Thu Sep 20 12:30:17 2012 EWVAN S
Software Version 1.06g reless » .
MAC Address 00:04:ed:44:6d:c0
T VWAN
Port ¥ Protocol Operation Connection IP Address Netmask Gateway Primary DNS
EWANY  Dynamic Up 172.16.1.204 255.255.255.0 172.16.1.254 172.16.1.254

Device Information

Model Name: Displays the model name.

Host Name: Provide a name for the router for identification purposes. Host Name lets
you change the router name.

System Up-Time: Records system up-time.

Current time: Set the current time. See the Time Zone section for more information.
Hardware Version: Device version.

Software Version: Firmware version.

MAC Address: The LAN MAC address.

Physical Port Status

Port Status: User can look up to see if they are connected to Ethernet, WAN and
Wireless.

WAN

Port: Name of the WAN connection, ADSL, EWAN or 3G.
Protocol: the current protocol used for the connection.
Operation: The current status in WAN interface.
Connection: The current connection status.

IP Address: WAN port IP address.

Netmask: WAN port IP subnet mask.
Gateway: The IP address of the default gateway.
Primary DNS: The IP address of the primary DNS server.
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ADSL Status

o n: N
i E -

> ADSL Status

Parameters

DSP Firmweare Yersion AZpBl2afd2Zk
DMT Status Mo Defect
Cperational Mode # G.0OMT
Lipstream 950
Dawnstream 8000

SNR Margin{lUpstream) 6.0

SNR Margin{Downstrearm) 18.9

Line Attenuation{Upstrearn) 0.0

Line Attenuation{Downstrearm) 0.0

Refresh

DSP Firmware Version: DSP code version.
DMT Status: Current DMT Status.

Operational Mode: Displays the ADSL state when the connect mode is set to AUTO. Click
Operational Mode link to go to the ADSL Mode configuration page. Click Operational Mode to go to
ADSL Mode configuration page to configure ADSL mode.

Upstream: Upstream rate.

Downstream: Downstream rate.

SNR Margin (Upstream): This shows the SNR margin for upstream rate.

SNR Margin (Downstream): This shows the SNR margin for downstream rate.
Line Attenuation (Upstream): This is attenuation of signal in upstream.

Line Attenuation (Downstream): This is attenuation of signal in downstream.

Refresh: Click Refresh button to reset the statistics value of Upstream/Downstream rate.
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WAN Statistics

I Status A Q’*r\‘ .

*WAN Statistics

Received Transmitted
Interface Protocal VPINCI

Bytes Pkis Errs Crops Bites Plis Errs Crops
ppp_0_8_35 1 PPFoE 835 528054 630 ] ] 51765 521 0 ]

Refresh

Interface: the name of the WAN Connection
Protocol: the protocol the WAN Connection adopt

VPI/VCI: Virtual Path Identifier and Virtual Channel Identifier of the WAN Connection, it is provided
by ISP.

Received: Include received Bytes, Pkts, Errs and Drops.

Transmitted: Include transmitted Bytes, Pkts, Errs and Drops.

Refresh: Click Refresh button to reset the statistics value of Received / Transmitted.
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3G Status

- n m
4 -

¥ 3G Status
Parameters

Status 3G Card not found

Signal Strength

Metwork Mame PrA,
Metwork Mode P,
Card Mame M,
Card Firmware MEA
Current T Bytes fPackets ora
Current B Bytes § Packets nin
Total TX Bytes § Packets nin
Total B¥ Bytes [ Packets nin
Total Connection Time no:no:0o

3G Usage Allowance

Amount used

Billing period Day: ?

Clear

Status: The current status of the 3G card. Click Status to go to 3G configuration page.

Signal Strength: The signal strength bar indicates current 3G signal strength.
Network Name: The network name that the device is connected to.

Network Mode: The current operation mode in 3G card, it depends on service provider and card’s
limitation. It may be UMTS(3G), GPRS, EDGE, or GSM .

Card Name: The name of the 3G card.

Card Firmware: The current firmware for the 3G card.

Current TX Bytes / Packets: The statistics of transmission, count for this call.
Current RX Bytes / Packets: The statistics of receive, count for this call.

Total TX Bytes / Packets: The statistics of transmission, count from system ready.
Total RX Bytes / Packets: The statistics of receive, count from system ready.

Total Connection Time: The statistics of the connection time since system is ready.

Amount used: the amount that have been used in 3G

Billing period: the remaining days before the billing terminated day.

Clear: Click Clear button to reset the statistics value of Total TX/RX.
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ARP Table
This table stores mapping information that the device uses to find the Layer 2 Media Access

Control (MAC) address that corresponds to the Layer 3 IP address of the device via the Address
Resolution Protocol (ARP) feature.

I Status u\}g .
i <

*ARP Table

Wired & Wireless

IP Address MAC Address Interface Static ARP
192.168.1.99 00:05:50:71:92:68 LAN Ma

IP Address: Shows the IP Address of the device that the MAC address maps to.

MAC Address: Shows the MAC address that is corresponded to the IP address of the device it is
mapped to.

Interface: Shows the interface name (on the router) that this IP address connects to.

Static ARP: Shows the status of static ARP.
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DHCP Table

The DHCP Table lists the DHCP lease information for all IP addresses assigned by the DHCP
server in the device.

I Status QEE .
& =~

T DHCP Table

Leased Table

|P Address ¥ MAC Address Client Host Mame Reaqister Information
192.168.1.100 00:05:5d:6a:58:d2 chris-Tcd4c197a4d Femains 23:08:29

IP Address: The IP address which is assigned to the host with this MAC address.
MAC Address: The MAC Address of internal dhcp client host.
Client Host Name: The Host Name of internal dhcp client.

Register Information: Shows the information provided during registration.
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System Log

Display system logs accumulated up to the present time. You can trace its historical information

with this function.

I Status

¥ System Log

Current Time : Sat Jan 1 00:54:26 2000

I

Jan 1 00:00:34
Jan 1 00:00:34
Jan 1 00:00:34
Jan 1 00:00:34

Jan 1 00:00:34
A096KE

Jan 1 00:00:34
Jan 1 00:00:34
Jan 1 00:00:34
Jan 1 00:00:34
Jan 1 00:00:34
Jan 1 00:00:34
Jan 1 00:00:34
Jan 1 00:00:34
Jan 1 00:00:34

[ Refresh ] [Clear]

syslog BCMOG6345 started: BusyBox v1.00 (2009.06.29-08:46+0000)
user syslog: klogd &
user kKernel: klogd started: BusyBox v1.00 (2009 06 29-08-46+0000)
user kernel Linux version 2. 6.8 1 (root@Ilocalhost localdomain) (gec

User

User
Lser
User
Lser
User
Lser
User
Lser
User

version 3.4.2) #1 Mon Jun 29 16:41:04 CST 2009

kermnel: Parallel flash device: name MX20L\V320A8, id 0x22a8, size

kerne|
kernel
kerne|

kernel:

kerne|

kernel:
kernel:
kernel:

kerne|

2 7800G prom init

- CPU revision is: 0002a010

- Determined physical RAM map:

memory: 01fa0000 @ 00000000 (usable)
- On node 0 totalpages: 8006

DMA zone: 4096 pages. LIFO batch:1
Mormal zone: 4000 pages, LIFO batch:1
HighMem zone: 0 pages, LIFO batch:1

- Built 1 zonelists

Refresh: Click to update the system log.

Clear: Click to clear the current log from the screen.
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Firewall Log

Firewall Log display log information of any unexpected action with your firewall settings. This page
displays the router’s Firewall Log entries. The log shows log entries when you have enabled
Intrusion Detection or Block WAN PING in the Configuration — Firewall section of the interface.
Please see the Firewall section of this manual for more details on how to enable Firewall logging.

IS{aius Q\t‘ .
& .

T Firewall Log

Current Time : 5at Jan 1 00:28:17 2000

| Refresh | | Clear |

Refresh: Click to update the firewall log.

Clear: Click to clear the current log from the screen.

UPnP Portmap

The UPnP Portmap table displays the IP address of each UPnP device that is accessing the router.
It also shows the ports (Internal and External) that device has opened.

ISiat.Lla w; .
& - —

*UPnP Portmap

Table

Mame Protocol External Fort Internal Fort IP Address
Thunders TER 5001 g0 192.168.1.101
Thunders LDP 5001 15000 192.168.1.101
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IPSec Status

The IPSec Table provides administrators with detailed information regarding the configured IPSec

VPN Connections.

I Status u_\t‘
i

IPSec Status

VPHN Tunnels
Mame Active Local Subnet Remote Subnet Remote Gateway SA

Name: The name you assigned to the particular VPN entry.

Active: Whether the VPN Connection is currently Active.

Local Subnet: The local IP Address or Subnet used.

Remote Subnet: The Subnet of the remote site.

Remote Gateway: The Remote Gateway IP address.

SA: The Security Association for this VPN entry.

Refresh: click this button to view the latest status.

VRRP Status

The VRRP Status displays information of current status and current master of VRRP.

IS{aius QBE‘
&

*\V'RRP Status
Parameters

Current Status

Current Master

Current Status: Show VRRP current status, Master or Backup.

Current Master: Show the IP address of current master.
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Configuration

When you click this item, the column will expand to display the sub-items that will allow you to further
configure your router.

LAN, WAN, System, Firewall, VPN, QoS, Virtual Server, Wake on LAN, Certificate, Time
Schedule and Advanced.

The function of each configuration sub-item is described in the following sections.
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LAN - Local Area Network

A Local Area Network (LAN) is a shared communication system network where many computers
are connected. This type of network is area defined and is usually limited to a confined region
within a building or just within the same storey of a building.

There are 7 items within the LAN section: Ethernet, IP Alias, Wireless, Wireless Security, WPS,
DHCP Server and VRRP.

Ethernet

The router supports more than one Ethernet IP addresses in the LAN that supports multiple internet
access at the same time. Users usually only have one subnet in their LAN. The default IP address
for the router is 192.168.1.254.

ICDnﬁguraliDn “\}c- .
- —

¥ Ethernet
Parameters

IP Address [182.168.1.254

Netrmask [255 255 255.0

RIP [Disable v

IP Address: The default IP on this router.
Netmask: The default subnet mask on this router.
RIP: RIP v1, RIP v2 and RIP v1+v2. Check to enable RIP function.

Click Apply to confirm the settings.

IP Alias

This function allows the addition an IP alias to the network interface. It further allows user the
flexibility to assign a specific function to use this IP.

ICDnﬁguratiDn “\{ .
4 —

*IP Alias
Parameters

IP Address

MNetmask

IP Address: Enter the IP address to be added to the network.
Netmask: Specify a subnet mask for the IP to be added.

Click Apply to confirm the settings.
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Wireless

I Configuration

*Wireless
Parameters
WLARN Service

Time Schedule
Mode

ESSID

Hide ESSID
Regulation Damain
Channel ID

Tx Power Lewel

AP MAC Address

AR Firmware Yersion

@ Enahle O Disable
1_:Alwav90n w 2
80211b+qg »

Mwilan-ap

(O Enable @ Disahle
M.America

Channel 1 (2,412 GHzZ) »

{100 {0 ~100)

00:04:ED:12:42:3F

RT2561T 1.1.3.0

ne

YUPS Senvice CiEnable @ Disable
VPSS State Configured Lnconfigured
b (iEnable &) Disable
Wireless Distribution System (WDS)
WS Semvice (O Enable & Disable
PeerWDS MAC addrass H i

3] 4

Apply | | Cancel | security settings ¥

Parameters

WLAN Service: Default setting is set to Enable. If you do not have any wireless, select Disable.

Time Schedule: A self defined time period. You may specify a time schedule for your prioritization
policy.

Here we provide two groups of Time Schedule setting. You can flexibly set the time you want the
wireless connection works.

If you select Always On in group1, then the group2 is disabled.

While if you select any other item from the group1 drop-down menu, the group2 will be activated.
Select the timeslot you want, then the wireless will work according to the time of the two time
schedule settings. That is to say you can flexibly set the time the wireless works.

For setup and detail, refer to Time Schedule section.

Mode: The default setting is 802.11b+g. From the drop-down manual, you can select 802.11b if
you have only 11b card. If you have only 11g card, select 802.11g.

ESSID: The ESSID is the unique name of a wireless access point (AP) used to distinguish one
from another. For security propose, change to a unique ID name which is already built into the
router wireless interface. It is case sensitive and must not exceed 32 characters. Make sure your
wireless clients have exactly the ESSID as the device in order to connect to your network.
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Hide ESSID: This function enables the router to become invisible on the network. Thus, any clients
using the wireless setting to search for available or specific router on the network will not be able to
discover the router whose Hide ESSID function is set to enabled. The default setting is disabled.

e Enable: Select Enable if you do not want broadcast your ESSID. When select Enable,the
ESSID will be hided in stead of broadcasting, thus when wireless client searches for this AP,
failure occurs. This ESSID(AP) will be invisible to you. In this case, if you want to join this
wireless network, enter the exactly ESSID manually and some security settings.

¢ Disable: When Disable is selected, the router will broadcast the ESSID to allow anybody with
a wireless client to be able to identify the Access Point (AP) of your router. Select the specific
ESSID scanned, with some security settings, you will join this wireless network.

Regulation Domain: There are seven Regulation Domains for you to choose from, including North
America (N.America), Europe, France, etc. The Channel ID will be different based on this setting.
Channel ID: Select the wireless connection channel ID that you would like to use.

Note: Wireless performance may degrade if the selected channel ID is already being occupied
by other AP(s).

TX PowerLevel: ltis a function that enhances the wireless transmitting signal strength. User may
adjust this power level from minimum 0 up to maximum 100.

Note: The Power Level maybe different in each access network user premise environment,
choose the most suitable level for your network.

AP MAC Address: It is a unique hardware address of the Access Point.
AP Firmware Version: The Access Point firmware version.

WPS Service: Select Enable if you would like to activate WPS service.

WPS State: This column allows you to set the status of the device wireless setting whether it
has been configured or unconfigured. For WPS configuration please refer to the section on Wi-Fi
Network Setup for detail.

WMM: This feature is used to control the prioritization of traffic according to 4 Access categories:
Voice, Video, Best Effort and Background. Default is set to disable.

e Enable: Click to activate WMM feature.
e Disable: Click to deactivate WMM feature.

Wirel Distri ion m_ (WD

It is a wireless access point mode that enables wireless link and communication with other access
points. It is easy to install simply by defining the peer’s MAC address of the connected AP. WDS
takes advantages of the cost saving and flexibility which no extra wireless client device is required to
bridge between two access points and extending an existing wired or wireless infrastructure network
to create a larger network. It can connect up to 4 wireless APs for extending cover range at the same
time.

In addition, WDS also enhances its link connection security mode. Key encryption and channel must
be the same for both access points.

WDS Service: The default setting is disabled. Check Enable radio button to activate this function.

1. Peer WDS MAC Address: It is the associated AP’s MAC Address. It is important that your
peer’s AP must include your MAC address in order to acknowledge and communicate with each
other.

2. Peer WDS MAC Address: It is the second as7séociated AP’s MAC Address.



3. Peer WDS MAC Address: It is the third associated AP’'s MAC Address.
4. Peer WDS MAC Address: It is the fourth associated AP’s MAC Address.

Note: For MAC Address, the format can be: XX XX XX XX XX XX O XX-XX-XX-XX-XX-XX.

Click Apply to confirm the settings.
You can click Security settings link next to Cancel button to go to Wireless Security screen (see

Wireless Security section).
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Wireless Security

You can disable or enable wireless security function using WPA or WEP for protecting wireless
network. The default mode of wireless security is disabled.

Ii.‘.nnfiujulminlu WE .
A _—

*Wireless Security
Parameters

Security Mode Disable w

WPA or WPA2

Here take WPA for example.

ICOIlﬁUIII ation ‘ i\‘ .
A -

“Wireless Security

Parameters
Security Mode WEPA ~
RADIIS 802 1x [JEnahle

WiPA Algorithms AES v
WPA Shared Key '

Group Key Renewal | 3600 -secnnds

Apply Cancel

Security Mode: You can choose the type of security mode you want to apply from the drop-down
menu.

RADIUS/802.1x: Select Whether to enable or disable the RADIUS Service.

WPA Algorithms: There are two Algorithms, AES (Advanced Encryption Standard) and TKIP
(Temporal Key Integrity Protocol) which help to protect the wireless communication. The Default
algorithm is AES.

WPA Shared Key: The key for network authentication. The input format is in character style and
key size should be in the range between 8 and 63 characters.

Group Key Renewal: The period of renewal time for changing the security key automatically
between wireless client and Access Point (AP). Default value is 3600 seconds.
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If you want to enable the RADIUS service, check Enable and then do the following settings.

I'-‘-ﬂl wfigur ation " u'\!_f .
a —

TWireless Security

Parameters

Security Mode [wwpa v

RADILS 1802 1% [+] Enatle

WPA Algorithms AES w

Group Key Renewal SEﬁD seconds
RADIUS Server IP Address |0.0.0.0

RADIUS Port 1812

RADIUS Shared Secret

I

RADIUS Server IP Address: Enter the IP address of RADIUS authentication server.

RADIUS Server Port: Enter the port number of RADIUS authentication server here. Default value
is 1812.

RADIUS Shared Secret: Enter the password of RADIUS authentication server.
Click Apply to confirm the settings.

WPA / WPA2 Pre-Shared Key

Iii{»lnﬁqluminn ﬂ:\t‘ .
a =

*Wireless Security

Parameters
Security Mode WRANYPAZ-P Gl W
YWPA Algotithms AES |

WPA Shared kKey

Group Key Renewal 3600 seconds

Security Mode: You can choose the type of security mode you want to apply from the drop-down
menu.

WPA Algorithms: There are two Algorithms, AES (Advanced Encryption Standard) and TKIP
(Temporal Key Integrity Protocol) which help to protect the wireless communication. The Default
algorithm is AES.

WPA Shared Key: The key for network authentication. The input format is in character style and
key size should be in the range between 8 and 63 characters.

Group Key Renewal: The period of renewal time for changing the security key automatically
between wireless client and Access Point (AP). Default value is 3600 seconds.

Click Apply to confirm the settings.
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WEP

ICanigura{iDn A “‘\i .

*Wireless Security

Parameters

Security Mode WEP v|

RADILIS /802 1x [ 1Enable

VYWEF Authentication | Shared Key  |w

Default Used WEP Key ®E4 O D3 DA

Fassphrase (Generate Key) | WEPG4 H WEP128
Key 1 [Hex v

Key 2 [Hex ||

Key 3 _.Hex v

Key 4 [Hex v

WEP 64 - Hex: 10 Hex codes, (0~3, a~f, A~F). EX. 113a22cc33

WEP 64 - ASCI: 5 ASCIl characters are required. Inseri your WEP key manually. EX: 1a2eb
WEP 128 - Hex; 26 Hex codes, (0~9, a~f A~F). EX. 11aaZ2cci3dd44eebhefffiedst

WEP 128 - ASCII 12 ASCIl characters are required. Insert your WEP key manually. EX: 1a2e?!dbd3ert

[i.ppl;.-'] I Cancel ]

Security Mode: Choose the type of security mode WEP from the drop-down menu.

RADIUS/802.1x: Choose this box enable RADIUS/802.1x authentication protocol for boosting up
WLAN Security.

WEP Authentication: To prevent unauthorized wireless stations from accessing data transmitted
over the network, the router offers secure data encryption, known as WEP. There are 3 options to
select from: Open System, Shared Key or Both.

Default Used WEP Key: Select the encryption key ID; please refer to Key (1~4) below.

Passphrase: This is used to generate WEP keys automatically based upon the input string and a
pre-defined algorithm in WEP64 or WEP128.

Key (1-4): Enter the key to encrypt wireless data. To allow encrypted data transmission, the WEP
Encryption Key values on all wireless stations must be the same as the router. There are four keys
for your selection. The input format is in HEX or ASCII style, 5 and 13 ASCII codes are required for
WEP64 and WEP128 or 10 and 26 HEX codes are required for WEP64 and WEP128 respectively.
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If you want to enable the RADIUS service, check Enable and then do the following settings.

I Configuration

TWireless Security
Parameters

Security Mode

RADIUS 1 802.1%

WEP Authentication
RADIUS Server IP Address
RADIUS Part

RADIUS Shared Secret

=

[“]Enable

Open System
0.0.0.0
1812

e

WEP Authentication: If you enable RADIUS/802.1x, then the default WEP Authentication is

Open System.

RADIUS Server IP Address: Enter the IP address of RADIUS authentication server.

RADIUS Server Port: Enter the port number of RADIUS authentication server here. Default value

is 1812.

RADIUS Shared Secret: Enter the password of RADIUS authentication server.

Click Apply to confirm the settings.
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WPS

WPS (WiFi Protected Setup) feature is a standard protocol created by Wi-Fi Alliance. This feature
greatly simplifies the steps needed to create a Wi-Fi network for a residential or an office setting.
WPS supports 2 types of configuration methods which are commonly known among consumers:
PIN Method & PBC Method.

Iﬁmltiqlu ation A “}; .

*WPsS

Parameters

WPS Service (CEnable (@ Disahle
Role Registrar Enrollee
WPS PIN 24490047

Enrollee's PIN
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Wi-Fi Network Setup

PIN Method: Configure AP as Registrar

1. Jot down the client’s Pin (eg. 16837546).

IConﬂguraiion 1“1\; .

~WPs

Parameters

WPS Semvice @ Enable Disable
Role @ Registrar Enrollee
WPS PIM 258879810

Enrollee’s PIN 16837546

(Star] [Cancel

2. Enter the Enrollee’s PIN number and then press Start.

3. Launch the wireless client’'s WPS utility (eg. Ralink Utility). Set the Config Mode as Enrollee,
press the WPS button on the top bar, select the AP (eg. wlan-ap) from the WPS AP List column.
Then press the PIN button located on the middle left of the page to run the scan.

i - o F MA o € 2

Profile Network  Advanced  Statistics WPS  Radio On/Off  About

Il

WPS AP List
Rescan
1D : 00000 wlan-ap 00-10-92-C0-13-CD 1 - Information
ID: wlan-ap 00-04-ED-00-00-01 1 = Pin Code
1 l ' 16837546 Renew
WPS Profile List Config Mode
Enrolee -
4 1 3
PIN [ll] WPS Associate IE Progress »> 0%
PEC (@] wps Probe IE WPS status is disconnected Disconnect
r.
Status > Disconnected Link Quality == 0%
Extra Info =» Signal Strength 1 == 0%
Channel »> Signal Strength 2 == 0%
Authentication == Moise Strength »> 0%
Encryption ==
Metwork Type == Transmit
IP Address == Link Speed = Max

Sub Mask ==
Default Gateway »»

Throughput »> 0.000

Receive
HT .
Link Speed ==
EW ==n/a 5MRO => nfa
Throughput == 0.000
Gl == nfa MC5=> nfa SMR1 => nfa

Kbps
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4. The client's SSID and security setting will now be configured to match the SSID and security

setting of the registrar.

I roxre > 105

o

WM

()

WPS

00-1D-92-C0-13-CD 1

00-04-ED-38-F7-2E

3

Link Quality == 100%
Signal Strength 1 => 64%

B oo strength 2 - 343

Moise Strength == 26%

Transmit

= Xk =
= s &
Profile Network Advanced Statistics
WPS AP List
I : wian-ap
10 : wian-ap
4 mr
WPS Profile List
} wian-ap
4 m
FIN [@] wPs Associate IE
REC (@] wPs Probe IE PIN - Get WPS profile successfuly.
Status > wlan-ap <--» 00-1D-92-C0-13-CD
Extra Info »> Link is Up [TxPower:100%]
Channel =» 1 <--» 2412 MHz; central channel @ 3
Authentication >>» Open
Encryption =>» NONE
Network Type ==  Infrastructure
IP Address »>  192.168.1.100

25h5.255.255.0
192.168.1.254

Sub Mask ==
Default Gateway =»

HT

BW ==40 SHRD == 19

Gl == long MC5=> 15 SHR1 == nfa

Link Speed > 270.0 Mbps

Throughput == 5.600 Kbps

Receive

Link Speed =» 54.0 Mbps

146.8340
Kbps

Throughput >>81.608 Kbps

Radio On/Off

l‘;bnut

Rescan
Infermation
Pin Code

16837546 Renew

Config Mode

Enrollee -

Ratate
Disconnect
Export Profie
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PIN Method: Configure AP as Enrollee

1. In the WPS configuration page, change the Role to Enrollee. Then press Start.
2. Jot down the WPS PIN (eg. 25879810).

IConﬁguralion

TWPS

Parameters

WPS Service @ Enable (D) Disable
Role () Registrar @ Enrollee
WPS PIN 25879810

Mode PIN

Start| | Cancel |

3. Launch the wireless client's WPS utility (eg. Ralink Utility). Set the Config Mode as Registrar.
Enter the PIN number in the PIN Code column then choose the correct AP (eg. wlan-ap) from
the WPS AP List section before pressing the PIN button to run the scan.

s ks #F B © T 4

Profile Metwork Advanced Statistics WMM WPS Radio On/Off  About
WPS AP List
Rescan
1D : 00000 vwdan-ap 00-1D-92-C0-13-CD 1 ———
ID: D2-VPN 00-18-11-E4-DA-D5 7 ?I- Pin Code

< n k 25879810

'WPS Profile List

Config Mode
ExReghWEA436 9 Registrar -
4 1 3
BIN [l WPS Associate IE Progress == 0% Rotate
PEC E‘WP‘S Probe IE Disconnect
Export Profile
r'.
Status »» Disconnected Link Quality == 0%
Extra Info =» Signal Strength 1 == 0%
Channel == Signal Strength 2 == 0%
Authentication == Moise Strength => 0%

Encryption »=

MNetwork Type == Transmit

IP Address == Link Speed ==
Sub Mask ==
Default Gateway »»

Throughput »>

Receive
HT
Link Speed »=
EW ==n/a SMRD == nfa
Throughput ==
Gl == nfa MC5=> nfa SHR1 == nfa
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4. The router’'s (AP’s) SSID and security setting will now be configured to match the SSID and
security setting of the registrar.

E -~ & # @ @9 ¢ £

Profile Metworl Advanced Statistics WM WPS Radio On/Off  About
WPS AP List
Rescan
ID: ExRegHWEALD36 00-1D-92-C0-13-CD 1 Gl It
ID: wian-ap 00-04-ED-38-F7-2E 1 = Pin Code
1 m 4 25879810
WPS Profile List CGI'If'iE Mode
} ExRegNWEA4D36 = Registrar hd
4 L 2
B @RS ssocate I s foate
FBC Ii‘ e 2 PIM - Get WPS profile successfuly. Discannect

Export Profile

e,
Status >> ExRegNWEA4036 <--> 00-1D-92-C0-13-CD Link Quality => 100%
Extra Info > Link is Up [TxPower:100%] Signal 5trength 1 == 65%
Channel >> 1 <=--»> 2412 MHz; central channel : 3 Signal 5trength 2 => 39%
Authentication > WPA2-PSK Moise Strength »= 26%

Encryption == AES
Network Type ==  Infrastructure Transmit
IP Address == 192.168.1.100 Link 5peed == 243.0 Mbps
Sub Mask == 255.255.255.0
Default Gateway »> 192.168.1.254

Throuwghput == 0.000 Kbps

Receive
HT
Link Speed == 40.5 Mbps
BW »=40 SMRD => 20
Throughput =>98.612 Kbps
Gl == long MCS => 14 SHR1 == nsfa
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5. Now to make sure that the setup is correctly done, cross check to see if the SSID and the security

setting of the registrar setting match with the parameters found on both Wireless Configuration
and Wireless Security Configuration page.

@ B =2 F & @B O 9 £

Profile Network Advanced Sta.t.t"_'stics WMM WPS Radio On/Off A;bout

WPS AP List

Rescan
Information
ID: wian-ap 00-04-ED-22-11-23 1 - Pin Code
< mn | |155m1n RenEw

WPS Profile List — Config Mode ———,

ExRegNWEA4035 9 Registrar -

ID: wian-ap 00-1D-92-C0-13-CD 1

< [} '
PIN [@] wPS Associate IE | Progress >»> 0% Rotate
Export Profile

—-‘—-—

551D =» IExHe-gNWEMD.%

BS5ID == Q0-00-00-00-00-00

Authentication Type =» pr&.pﬂ; ;I Encryption Type »» IN:_.;. j
Key Length >> | 5 j Key Index > || j
Key Material >> ©11B5B9F3403DCE0SEBATIBFIE4TE7581CITDC4EDD147C4E62526D4EBCIFDEFTE

[@l] 5how Password
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The parameters on both Wireless Configuration and Wireless Security Configuration page are as

follows:

I Configur ation

*Wireless
Parameters

WLAN Service
Time Schedule
hode

ESSID

Hide ESSID
Regulation Domain
Channel 1D

Tx Poweer Level

AP MAC Address
AP Firmweare Yersion
WPS Service

WFS State

WA
Wireless Distribution System (\WDS)
WD Service

PeerwDs MAC address

Security seftings »

I Configuration

TWireless Security
Parameters
Security Mode

WRA Algorithms
WA Shared Key

Group Key Renewal

@ Enable O Disable
1_:_.Alwa\,fs on
[802110+g +|
[wian-ap;

O Enable @ Disable
-N:A.mer-i.ca |
[channel 1 (2.412 GHa)
[100 [0 ~100)
00:1D:92:C0:13:CD
RT2561T 1.1.2.0

O Enable @ Disable

Configured Unconfigured

O Enable & Disable

(D Enable (@ Disable
1)
3,

[P AMPAZ-PSK |

|8ES |»

|811B5B9F 34030 CA08 |

[2600

w

|seconds
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PBC Method:

1. Press the PBC button of the AP.

2. Launch the wireless client's WPS Utility (eg. Ralink Utility). Set the Config Mode as Enrollee.
Then press the WPS button and choose the correct AP (eg. wlan-ap) from the WPS AP List
section before pressing the PBC button to run the scan.

[ | =
E w ¢ FF B O T 2
Profile Metwork Advanced Statistics WMM WPS Radio On/Off  About
WPS AP List
Rescan
D : wian-ap 00-04-ED-00-00-01 1 Information
1D = 00004 wian-ap 00-10-92-C0-13-CD 1 - Fin Code

4 m r 16837546  Renew

WPS Profile List Config Mode

Enrcllee hd

PIN [l wPs Associate IE
FBC [@] wPs Probe IE

Progress == 0%

WPS status is disconnected Disconnect

Status >» Disconnected Link Quality == 0%
Extra Info => Signal Strength 1 == 0%
Channel == Signal Strength 2 == 0%

Authentication => Noise Strength »> 0%
Encryption =>

Network Type >>
IF Address ==

Transmit
Link Speed =»

Sub Mask =» Throughput ==

Default Gateway »»
Receive
HT Max
Link Speed ==
BW ==nfa SMRD == nfa
Throvghput == 147.408
Gl »= nfa MC5=> nfa SHR1 == nfa

Kbps
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3. When the PBC button is pushed, a wireless communication will be established between your
router and the PC. The client’'s SSID and security setting will now be configured to match the SSID

and security setting of the router.
@ < Z

il ——
T .

I8
B

Profile Network Advanced Statistics WM WPS Radio On/Off  About
WPS AP List
Rescan
ID: wian-ap 00-10-92-C0-13-CD 1 o
ID: wlan-ap 00-04-ED-38-F7-2E 1 < Pin Code
J il G 16837546  Renew
WPS Profile List COI’IﬁE Mode
’ wilan-ap Enrollee -
4 T 3
R e e R———
PEC [ vPs Probe IE PBC - Get WPS profile successfully. Disconnect
Export Profile
i
Status > wlan-ap <--= 00-10-92-C0-13-CD Link Quality == 100%
Extra Info »>  Link is Up [TxPower:100%] Signal strength 1 == 60%
Channel => 1 <--= 2412 MHz; central channel : 3 Signal Strength 2 »> 443%
Agthentication =>  Open Maise Strength == 26%
Encryption => MNONE
Network Type => Infrastructure Transmit
IP Address »>  192,168.1.100 Link Speed => 243.0 Mbps

25h5.255.255.0
192.168.1.254

Sub Mask >
Default Gateway =»

Throughput == 0.192 Kbps

Receive
HT
Link Speed == 81.0 Mbps
BW == 40 SNRO == 20
Throughput »>93.732 Kbps
Gl »= long MCS>> 14 SMR1 == nfa
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Wi-Fi Network Setup with Windows Vista WCN:

1. Jot down the AP PIN from the Web (eg. 25879810).

2. Access the Wireless configuration of the web GUI. Set the WPS State to Unconfigured then

click Apply.

I Configuration

TWireless
Parameters

WLAM Service
Time Schedule
Mode

ESSID

Hide ESSID
Regulation Domain
Channel ID

Ty Powver Level

AP WA Address
AP Firmware Yersion
WFS Service

YWES State

W hAb
Wireless Distribution System (WDS)
WD Service

PeerWDS MAC address

Security seftings

@ Enable O Disahle

1. | Always On » 2

(B02Z11h+g v

[wlan-ap;

O Enable (& Disahle

N.America v

[Chanrel1 (2412 GHAY ~

o0 | ~100

00:10:92:C0:13:CD

RT2561T1.1.3.0

O Enable (& Disahle
Configured Uncanfigured

(O Enable (& Disable

) Enable & Disable
1. 2]
1 4]
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3. Inyour Vista operating system, access the Control Panel page, then select Network and Internet
> View Network Computers and Devices. Double click on the BIPAC 7800GZ(L) icon and enter
the AP PIN in the column provided then press Next.

l=|E| = |

GD |i|d v Metwork » b | +y | lE::'v‘:* b

File Edit View T

= i

"\...?' Caonfigure a WCH device

evorite Links
B Document Type the FIM for the selected device
E Fictures
B Music Tor configure this device for use an your network, typethe PIM. ¥ou can find the PIM in the
infarmation that came with the device or on 2 sticker on the deace
More
Frlders
- DEL‘IL'IFI P
B user 2537ga10|
L Publc
(M Computer 7] Display characters
¥ hetwork
8 USER-PC
IE Control Pansd
4 Recycle Bin
| Med || Cancel
— BiPAC TRDGE
Categories: Network Infrastructure
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4. Enter the AP SSID then click Next.

OO ||§ » Network » vlﬂ-llSssr\:h o

File Edit WView Tools Help

‘ Organize ~ g Views m Addaprinter B Add 'z wireless

Favorite Links Name Category Workg‘r-oup Network location
[E| Documents I Il =
E Pictures —

B' Music @ Configure a WCN device
More s

Folders

B Desktop
E? user
.. Public
1% Computer
@ MNetwork
Control Panel
& Recycle Bin

Give your network a name
Choose a name that pecple who connect to your network will recognize

Metwork name (55I0):

USER-PC_Metwork

You can type up to 32 letters or numbers.

§'I 2 items

5. Enter the Passphrase then click Next.

OO |'§P Metwork » v|f’-||5&arfh ,0|
File Edit View Tools Help

By Organize ~ S& Views 5= Network and Sharing Center  3os Add a printer W' Add a wireles

Eavorite Links Name Category Wor‘kg;ﬁup Network location
EI Documents - -]
Ei Pictures

ﬂ Music @ Configure a WCN device
Maore »

Folders

= Desktop

E user

Help make your network more secure with a passphrase

Windows will use the passphrase provided below to generate a WPA security key for you. The first

1/ Public time that people connect to this netwerk, they will need the passphrase.
L Computer
".‘2_" MNetwork
Control Panel Passphrase:
|5 Recycle Bin

- NHFiBj619NExxiNuLEG4]

The passphrase must be at least 8 characters and cannot begin or end with a space.

Display characters

Create a different passphrase for me

Show advanced network security options

—

- 2 items
&
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6. When you have come to this step, you will have completed the Wi-Fi network setup using
the built-in WCN feature in Windows Vista.

U Configure a WCH device

Configured the selected device for wps_test
If thiz can be used wirelessly, you can disconnect the cable,

To use this with other network computers, you might need to install the appropriate drivers first,

Close
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DHCP Server

DHCP allows networked devices to obtain information on the parameter of IP, Netmask, Gateway
as well as DNS through the Ethernet Address of the device.

I Configuration WE .
i —

*DHCP Server

Parameters

DHCP Server Mode DHCP Server |»

Damain Mame horne.gateway

Range Start 192.168.1.100

Range End 192.168.1.199

Default Lease Time 24 iH.jur[S;
Maximum Lease Time 24 iH-:uris:;
e [IEnable

LIse Router as DNS Server

Primary DMS Server Address

Secondary DMNS Server Address

ApplY | Fixed Host »

Current Maode : DHCP Server

To configure the router’'s DHCP Server, select DHCP Server from the DHCP Server Mode drop-
down menu. You can then configure parameters of the DHCP Server including the domain, IP pool
(starting IP address and ending IP address to be allocated to PCs on your network), lease time
for each assigned IP address (the period of time the IP address assigned will be valid), DNS IP
address and the gateway |IP address. These details are sent to the DHCP client (i.e. your PC) when
it requests an IP address from the DHCP server. If you check “Use Router as a DNS Server”, the
ADSL Router will perform the domain name lookup, find the IP address from the outside network
automatically and forward it back to the requesting PC in the LAN (your Local Area Network).

Note:

Option 66: This option is used to identify a TFTP server. User must set TFTP server IP address if
enable option 66.

Fixed Host: Click Fized Hesth - to enter Fixed Host setting page, where user can set the fixed IP(s)
for some specific host(s). But note that the IP address cannot be within the DHCP server’s range.
For example, if there is the host with MAC 18:29:05:38:04:03, you want to assign it an IP of
192.168.1.201, just do as the following screenshot shown (192.168.1.201 is outside the range of
192.168.1.100-192.168.1.199).

I Configuration WE .
A =

Y DHCP Server
Fixed Host
Haost Mame MAC Address IP Address
*** Please note that the IP Address cannot be set within the DHCP server's range.
Add Return »
Edit Host Mame MAC Address IP Address Delete
O HF 18:29:05:38:04:03 192.168.1.201 "]

Click Apply to save and apply the settings.
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If you select DHCP Relay from the DHCP Server Mode drop-down menu, you must enter the IP
address of the DHCP server that assigns an IP address to the DHCP client in the LAN. Use this
function only if advised to do so by your network administrator or ISP. Click Apply to enable this

function.

I Configuration i “:‘E .

*DHCP Server

Parameters
DHCP Server Mode DHCP Relay + |

DHZF Relay Senver

Zurrent Mode:DHCF Sener
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VRRP

VRRP is designed to eliminate the single point of failure inherent in the static default routed
environment. VRRP specifies an election protocol that dynamically assigns responsibility for a
virtual router to one of the VRRP routers in a LAN. The VRRP router controlling the IP address
associated with a virtual router is called the Master, and forwards packets sent to these IP
addresses. The election process provides dynamic fail-over in the forwarding responsibility should
the Master become unavailable. Any of the virtual router's IP addresses in a LAN can then be used
as the default first hop router by end-hosts. The advantage gained from using VRRP is a higher
availability default path without requiring configuration of dynamic routing or router discovery
protocols on every end-host.

ICu}nﬂgur'a{iDn i\ i\‘ .

TVRRP

Parameters

VRRP ® Enable O Disable
YRID 1

Priority 100

Preempt Mode ®True O False
YRIP 192.168.1.253
Advertisement Period 1

[ﬁ.ppl;.-] [ Cancel ]

VRRP: The default setting is Disable. Check Enable radio button to activate this function.
VRID: A master or backup router running the VRRP protocol may participate in one VRID instance.

Priority: Specifies the sending VRRP router's priority for the virtual router. Higher values equal
higher priority. The priority value for the VRRP router that owns the IP address associated with the
virtual router MUST be 255. VRRP routers backing up a virtual router MUST use priority values
between 1 and 254. The default priority value for VRRP routers backing up a virtual router is 100.
The priority value zero (0) has special meaning indicating that the current Master has stopped
participating in VRRP. This is used to trigger Backup routers to quickly transition to Master without
having to wait for the current Master to timeout.

Preempt Mode: When preempt mode is enabled, a backup router always takes over the
responsibility of the master router. When disabled, the lower priority backup is left in the master
state.

VRIP: One IP address that is associated with the virtual router.

Advertisement period: Indicates the time interval in seconds between advertisements. The
default value is 1 second.
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WAN - Wide Area Network

A WAN (Wide Area Network) is a computer network that covers a broad geographical area (e.g.
Internet) that is used to connect LAN and other types of network systems. There are 4 items within
the WAN section: WAN Interface, WAN Profile, Mobile Networks and ADSL Mode.

WAN Interface

ADSL

ICDnﬁguratiDn i“}g— !

*WAHN Interface
WAHN Interface

Main Port |ADSL | (Current Main Port ADSL)

[Apply] [ Cancel ]

Main Port: Select the main port from the drop-down menu.

Click Apply to confirm the change.

3G

ICDnﬂguratiDn i“_\[{ .

T WWAN Interface
VWAHN Interface

Main Port (Current Main Port: 33)

[Appl*_.f] [ Cancel ]

Main Port: Select the main port from the drop-down menu.

Click Apply to confirm the change.
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EWAN

ICDnﬁgura{iDn i“‘}g .

T WAHN Interface

VVAN Interface
Main Port [EWAN | (Current Main Port: EWAN)

I Apply ] [ Cancel ]

Main Port: Select the main port from the drop-down menu.

Click Apply to confirm the change.

Dual WAN

ICaniguratiDn 1““\[" .

VAN Interface
VAN Interface

Main Port | Dual WAN | (Current Main Port ADSL)
Parameters

WAN1 ADSL &l spsL »

WAMN2 3-3 ™ Gk

keep Backup Interface Connected [ Enahkle

Connectivity Decision Mot in service when probing failed after {3 | consecutive times.
Failover Probe Cycle Every (12 .:Secands_
Failback Probe Cycle Eeey lsacanas
1. Physical Port Errar
2. Ping Fail
Detect Rule (gither one) O o Ping
® Fing Gateway
O Ping Host

[ﬂ.ppl-,-'] [ Cancel ]

Main Port: Select the main port from the drop-down menu.

WAN1: Choose ADSL EWAN or 3G for WAN1. Click the link to go to WAN Profile page to configure
its parameters.

WAN2: Choose ADSL EWAN or 3G for WAN2. Click the link to go to WAN Profile page to
configure its parameters.

Keep Backup Interface Connected: Select Enable this function, the backup port WAN2 will be
connected all the time.

Connectivity Decision: Enter the value for the times when probing failed to switch backup port.
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Failover Probe Cycle: Set the time duration for the Failover Probe Cycle to determine when the
router will switch to the backup connection (backup port) once the main connection (main port)
fails.

Failback Probe Cycle: Set the time duration for the Failback Probe Cycle to determine when the
router will switch back to the main connection (main port) from the backup connection (backup port)
once the main connection communicates again.

Note: The time values entered in Failover Probe Cycle and Failback Probe Cycle fields are
set for each probe cycle and decided by Probe Cycle duration multiplied by Connection
Decision value (e.g. 60 seconds are multiplied by 12 seconds and 5 consecutive fails).

Detect Rule (either one):

1. Physical Port Error

2. Ping Fall

* No Pinfg: It will not send any ping packet to determine the connection. It means to disable
the ping fail detection.

* Ping Gateway: It will send ping packet to gateway and wait response from gateway in every
“Probe Cycle”.

* Ping Host: It will send ping packet to specific host and wait response in every “Probe Cycle”.
The host must be an IP address.

Click Apply to confirm the change.
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WAN Profile

ADSL
PPPOE (ADSL)

PPPoE (PPP over Ethernet) provides access control in a manner similar to dial-up services using
PPP.

IC-}nﬂgur'aiion l\ i.‘u .

*WAN Profile
Parameters
Frofile Port ADSL |w
Protocal FFPFoE (RFC2516, PPP over Ethernet) b
Description pppoe_0_8_ 35 1 VPRI WCI a 1135 | Encap. method LLC/SMAF-BRIDGING
Username usermname FPassword sssess Service Name
MNAT Enahle IP (0.0.0.0; Auto) 0.000 Auth. Protocol Auto -
Obtain DS Automatic Frimary . ' Secondary .
Connection _¢,|-.,.\,-3:,.-5 on Idle Timeout [ .min[s:: [1-1440] MTU _HQE
MAC Spoofing
When you finish configuring all \WAN settings, please click the ‘Restart button for these changes to take effect
Edit Protocol Interface Descriptian VPI VI Encap. method NAT IP Delete
& PPPaE ppp_0_8 35 1 pppoe_0.8 35 18 a5 EEI:DS;[‘IJ:Z Enable 0000

Description: A given name for the connection.
VPI/VCI: Enter the information provided by your ISP.
Encap. method: Select the encapsulation format. Select the one provided by your ISP.

Username: Enter the username provided by your ISP. You can input up to 256 alphanumeric
characters (case sensitive).

Password: Enter the password provided by your ISP. You can input up to 32 alphanumeric
characters (case sensitive).

Service Name: This item is for identification purposes. If it is required, your ISP will provide you
the necessary information. Maximum input is 32 alphanumeric characters.

NAT: The NAT (Network Address Translation) feature allows multiple users to access the Internet
through a single IP account by sharing a single IP address. If users on your LAN have their own
public IP addresses to access the Internet, NAT function can be disabled.

IP (0.0.0.0:Auto): Your WAN IP address. Leave the IP address as 0.0.0.0 to enable the device to
automatically obtain an IP address from your ISP.

Auth. Protocol: Default is Auto. Please consult your ISP on whether to use Chap, Pap or
MSCHAP.

Obtain DNS: A Domain Name System (DNS) contains a mapping table for domain name and IP
addresses. DNS helps to find the IP address of a specific domain name. Check the checkbox to
obtain DNS automatically.
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Primary DNS / Secondary DNS: Enter the IP addresses of the DNS servers. The DNS servers
are passed to the DHCP clients along with the IP address and the Netmask.

Connection: Click on Always on to establish a PPPoE session during start up and to
automatically re-establish the PPPOE session when disconnected by the ISP. You may uncheck
the item to disable this function.

Idle Timeout: Auto-disconnect the broadband firewall gateway when there is no activity on the line
for a predetermined period of time.

MTU: Control the maximum Ethernet packet size your PC will send.

MAC Spoofing: This option is required by some service Providers. You must fill the MAC address
specified by your service provider when this information is required. The default setting is set to
disable.
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PPPOA (ADSL)

PPPoA stands for Point to Point Protocol over ATM Adaptation Layer 5 (AALS). It provides access
control and billing functions in a manner similar to dial-up services using PPP.

ICL}nﬂgul'aI_ion u\‘ .
L <

T WAN Profile

Parameters

Profile Port [ADSL |

Protocal _F'F'F'-Ji._lRFC23'$4. PFF over AALS) ¥

Descripticn pppoe_0_8_35 1 VPRI WCI 8 1135 Encap. method LLC/IEMCAPSULATION »
Username Usermame Password ssssss

MNAT ] Enable IP (0.0.0.0: Auto) 0.0.0.0 Auth. Protocol Alto b

CObtain DMNE [¥] Automatic Frimary Secondary

Connection Always On Idle Timeout -|'|'|i|'||:3': [1-1440] MTU 1492

When you finish configuring all WaAN setiings, please click the 'Restart’ button i'-j!'-these changes to take effect

Edit Protocol Interface Descripticn VPRI VCl Encap. method NAT IF Delete
(%) PPPoE ppp_ 0 8 35 1 pppoe 0 8 35 18 a5 EE(I:DSG[\IJF?E- Enable 0000

Description: A given name for the connection.
VPI/VCI: Enter the information provided by your ISP.
Encap. method: Select the encapsulation format. Select the one provided by your ISP.

Username: Enter the username provided by your ISP. You can input up to 256 alphanumeric
characters (case sensitive).

Password: Enter the password provided by your ISP. You can input up to 32 alphanumeric
characters (case sensitive).

NAT: The NAT (Network Address Translation) feature allows multiple users to access the Internet
through a single IP account by sharing a single |P address. If users on your LAN have their own
public IP addresses to access the Internet, NAT function can be disabled.

IP (0.0.0.0:Auto): Your WAN IP address. Leave the IP address as 0.0.0.0 to enable the device to
automatically obtain an IP address from your ISP.

Auth. Protocol: Default is Auto. Please consult your ISP on whether to use Chap, Pap or
MSCHAP.

Obtain DNS: A Domain Name System (DNS) contains a mapping table for domain name and IP
addresses. DNS helps to find the IP address of a specific domain name. Check the checkbox to
obtain DNS automatically.

Primary DNS / Secondary DNS: Enter the IP addresses of the DNS servers. The DNS servers
are passed to the DHCP clients along with the IP address and the Netmask.

Connection: Click on Always on to establish a PPPoE session during start up and to
automatically re-establish the PPPoE session when disconnected by the ISP. You may uncheck
the item to disable this function.

100



Idle Timeout: Auto-disconnect the broadband firewall gateway when there is no activity on the line
for a predetermined period of time.

MTU: Control the maximum Ethernet packet size your PC will send.
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MPOA (ADSL)

IC.}nﬂgurazicn u - .
4 L -

> WAN Profile
Parameters
Profile Fort ADSL v
Frotocaol r.1P-;.i-. llRFC1483-'RF02'384. |'.1L!|t.i.|JI'-;lt-JC-.J| Encapslullc-_ltion over AAL5 A
Cescription pppoe_0_8_35_1 VP VCI g /135 Encap. method LLC/SNAP-BRIDGING %
MNAT Enable MAC Spoofing Client 1D .
IP {0.0.0.0: Auto} 10.0.0.0 Metmask Gateway 0.00.0
Chtain DNE [¥] automatic Frimary 172.16.1.254 Secondary 8844
When you finish configuring all WAN settings, please click the ‘Restart button for these changes ta take effect

[ 2da | [ Edit/Delste |

Edit  Frotocal Interface Description VPl Vel Encap. method MAT IP Delete
& PPPoE ppp_0_8 351 pppoe_0_8_35.18 35 LLC/SNAP-BRIDGING  Enable 0.0.0.0

Description: A given name for the connection.
VPI/VCI: Enter the VPI and VCI information provided by your ISP.
Encap. method: Select the encapsulation format. Select the one provided by your ISP.

NAT: The NAT (Network Address Translation) feature allows multiple users to access the Internet
through a single ISP account by sharing a single IP address. If users on your LAN have their own
public IP addresses to access the Internet, NAT function can be disabled.

MAC Spoofing: This option is required by some service Providers. You must fill the MAC address
specified by your service provider when this information is required. The default setting is set to
disable.

Client ID: DHCP Option 61 (Client Identifier), it is used to bind some specific DHCP assigned IP to
the Client so that the client can obtain a fixed IP (the client can be an interface). Here user can get
the information from your ISP.

IP (0.0.0.0:Auto): Your WAN IP address. If the IP is set to 0.0.0.0 (auto IP detect), both Netmask
and gateway can be left blank.

Netmask: User can change it to other such as 255.255.255.128. Type the Netmask assigned to
you by your ISP (if given)

Gateway: Enter the IP address of the default gateway.

Obtain DNS: A Domain Name System (DNS) contains a mapping table for domain name and IP
addresses. DNS helps to find the IP address of a specific domain name. Check the checkbox to
obtain DNS automatically.

Primary DNS / Secondary DNS: Enter the |IP addresses of the DNS servers. The DNS servers
are passed to the DHCP clients along with the IP address and the Netmask.
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IPOA (ADSL)

ICu}nfiguration IWLE .

*\WAN Profile

Parameters
Prafile Port ADSL v
Protocaol IPoA ( RFC1577, Classic IP and ARP over ATM } ¥
Descripticn pppoe_0_8 35 1 VPRI VCI 8 1|35 Encap. method LLC/IROUTIMNG #|
NAT [¥] Enable
IF Address Metmask Gateway
CObtain DMNS Lutomatic Primary 168.95.1.1 . Secondary 168.95.1921
hen you finish configuring all WAN settings, please click the ‘Restart’ button for these ch :a.n-_aes to take effect.
Edit Protocol Interface Description VPl VI Encap. method MAT IP Delete
(%) PPPoE ppp_0_8 35 1pppoe_0_8 35 18 35 EE(I:I;JS;IJISE- Enable 0000

Description: A given name for the connection.
VPI/VCI: Enter the VPI and VCI information provided by your ISP.
Encap. method: Select the encapsulation format. Select the one provided by your ISP.

NAT: The NAT (Network Address Translation) feature allows multiple users to access the Internet
through a single ISP account by sharing a single IP address. If users on your LAN have their own
public IP addresses to access the Internet, NAT function can be disabled.

IP Address: Enter your fixed IP address.

Netmask: User can change it to other such as 255.255.255.128. Type the Netmask assigned to
you by your ISP (if given).

Gateway: Enter the IP address of the default gateway.
Obtain DNS Automatically: Select this check box to activate DNS.

Primary DNS / Secondary DNS: Enter the IP addresses of the DNS servers. The DNS servers
are passed to the DHCP clients along with the IP address and the Netmask.
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Pure Bridge (ADSL)

ICDnﬂguration

e

v \WAN Profile

Parameters

Profile Port (ADSL |

Frotacal | Pure Bridge v

Description pppoe_0_8_35 1 | VR VCI 8 |;!35 | Encap. method LLC/SMAP-BRIDGIMNG v|
When you finish configuring all WAN settings, please click the 'Restart’ bution for these changes to take effect.

Edit Protocol Interface Description WPl VCI Encap. method MAT P Delete
%) PPPoE ppp_0_8 35 1 pppoe_ 0.8 35 18 35 Elé%%mg_ Enahble 0.00.0

Description: A given name for the connection.
VPI/VCI: Enter the VPI and VCI information provided by your ISP.

Encap. method: Select the encapsulation format. Select the one provided by your ISP.
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3G

ICanfigura:il}n u_\. .
4 E —

TVVAN Profile

Parameters

Profile Port 36 ¥
zage Allowance » Flenabia

Mode _UH_TS 3-S_|Jref§rred |

TEL Mo, it i 4

APM internet

Username

Password

Authentication Protocol Auta v

PIN

Connection O always on ® Connect on Demand
Idle Timeout G00 | seconds

HAT Enable

Obtain DMS Automatically Enable

Primary DN | Secondary DHE

TU [1500

“Warning: Entering the wrong PIN code three times will lock the SIM.
When you finish configuring all WAN setiings, please click the ‘Restart’ button for these changes to take efiect
Apply Cancel

Usage Allowance: to control 3G flow, click it to further configure about 3G flow, refer to the
following 3G Usage Allowance for more information.

Mode: There are 5 options of phone service standards: GSM 2G only, UTMS 3G only, GSM 2G
preferred, UMTS 3G preferred, and Automatic. If you are uncertain what services are available to
you, then please select Automatic.

TEL No.: The dial string to make a GPRS / 3G user internetworking call. It may provide by your
mobile service provider.

APN: An APN is similar to a URL on the WWW, it is what the unit makes a GPRS / UMTS call. The
service provider is able to attach anything to an APN to create a data connection, requirements for
APNs varies between different service providers. Most service providers have an internet portal
which they use to connect to a DHCP Server, thus giving you access to the internet i.e. some 3G
operators use the APN ‘internet’ for their portal. The default value is “internet”.

Username/Password: Enter the username and password provided by your service provider. The
username and password are case sensitive.

Authentication Protocol: Default is Auto. Please consult your service provider on whether to use
PAP, CHAP or MSCHAP.

PIN: PIN stands for Personal Identification Number. A PIN code is a numeric value used in certain
systems as a password to gain access, and authenticate. In mobile phones a PIN code locks the
SIM card until you enter the correct code. If you enter the PIN code incorrectly into the phone 3
times in a row, then the SIM card will be blocked and you will require a PUK code from your network/
service provider.
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Connection:

Connection ® Always on O Connect on Demand
Keep Alive [¥]Enable |60 seconds

Always On: The router will make UMTS/GPRS call when starting up. Click on Always On, the
Keep Alive field will display.

Keep Alive: Check Enable to allow the router automatically send message out periodically
to prevent the connection being dropped out by your ISP. Type the circle time, default is 60

seconds.
Connection O Always on & Connect on Demand
Idle Timeout 600 seconds

Connect on Demand: If you want to make UMTS/GPRS call only when there is a packet
requesting access to the Internet (i.e. when a program on your computer attempts to access
the Internet). In this mode, you must set Idle Timeout value at same time. Click on Connect on
Demand, the Idle Timeout field will display.

Idle Timeout: Auto-disconnect the broadband firewall gateway when there is no activity on
the line for a predetermined period of time. The idle timeout value is not allowed to be set
under 10 seconds. Default is 600 seconds.

NAT: Check to enable the NAT function.
Obtain DNS Automatically: Select this check box to activate DNS automatically.

Primary DNS/ Secondary DNS: Enter the IP addresses of the DNS servers. The DNS servers are
passed to the DHCP clients along with the IP address and the Netmask.

MTU: MTU (Maximum Transmission Unit) is the size of the largest datagram (excluding media-
specific headers) that IP will attempt to send through the interface.

Click Apply to confirm the settings.

Note: If you don’t know how to set these parameters, please keep them untouched.

3G Usage Allowance
ICanigura{iDn i ﬂ% .

¥ 3G Usage Allowance

Parameters
& Volume-based
Nl 2nly Download 1 ME data volume per menth included
O Time-hased
hours per menth included
The billing period begins on day |1 of a month.
Cwer usage allowance action E-mail Alert L
E—ma_il__alert at percentage of (a0 o
Bandwidth
Save the statistics to ROM Every ane hours

[ Apply | [ Cancel | getum »
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Mode: include Volume-based and Time-based control.

Volume-based include “only Download”, "only Upload” and “Download and Upload” to limit the flow.
Time-based control the flow by providing specific hours per month.

The billing period begins on: the beginning day of billing each month.

Over usage allowance action: what to do when the flow is over usage allowance, the available
methods are “E-mail Alert”, "Email Alert and Disconnect” and “Disconnect”.

E-mail alert at percentage of bandwidth: When the used bandwidth exceeds the set proportion,
the system will send email to alert.

Save the statistics to ROM: to save the statistics to ROM system.
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EWAN
PPPOE (EWAN)

IC.}nﬂguraiiDn “’ - .
4 - -

T VWAN Profile

Parameters

Profile Port EVAN |

Frotocal FEPoE ot

Username Lsermname Password ssasss Senvice Name

MNAT Enahle IP (0.0.0.0: Auto) 0.0.0.0 Auth. Protocol Auto W
Qbtain DNS Automnatic Primary Secondary

Connection [¥] Always On Idle Timeout min{s) [1-1440] MTU 1492
MAC Spoofing

When you finish configuring all WAN settings, please click the ‘Restart button for these changes to take effect

[faq]

Edit Praotacol Interface MNAT IF 802 1Q VLAN ID Delste
® FFFoE pppR_ewan_1 Enakle 0.0.0.0

Username: Enter the username provided by your ISP. You can input up to 256 alphanumeric
characters (case sensitive).

Password: Enter the password provided by your ISP. You can input up to 32 alphanumeric
characters (case sensitive).

Service Name: This item is for identification purposes. If it is required, your ISP will provide you
the necessary information. Maximum input is 32 alphanumeric characters.

NAT: The NAT (Network Address Translation) feature allows multiple users to access the Internet
through a single IP account by sharing a single IP address. If users on your LAN have their own
public IP addresses to access the Internet, NAT function can be disabled.

IP (0.0.0.0:Auto): Your WAN I[P address. Leave the IP address as 0.0.0.0 to enable the device to
automatically obtain an IP address from your ISP.

Auth. Protocol: Default is Auto. Please consult your ISP on whether to use Chap, Pap or
MSCHAP.

Obtain DNS: A Domain Name System (DNS) contains a mapping table for domain name and IP
addresses. DNS helps to find the IP address of a specific domain name. Check the checkbox to
obtain DNS automatically.

Primary DNS / Secondary DNS: Enter the IP addresses of the DNS servers. The DNS servers
are passed to the DHCP clients along with the IP address and the netmask.

Connection: Click on Always on to establish a PPPoE session during start up and to
automatically re-establish the PPPoE session when disconnected by the ISP. You may uncheck
the item to disable this function.

Idle Timeout: Auto-disconnect the broadband firewall gateway when there is no activity on the line
for a predetermined period of time.

MTU: Control the maximum Ethernet packet size your PC will send.

MAC Spoofing: This option is required by some service Providers. You must fill the MAC address
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specified by your service provider when this information is required. The default setting is set to
disable.

Click Apply to confirm the settings.
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Obtain an IP Address Automatically (EWAN)

Configuration \x‘{‘ .
cono ;

*WAN Profile

Parameters

Profile Port | EVWWAN %

Frotocol Cbtain an IP Address Automatically v

MAT Enahle MAC Spoofing

Qbtain DNS Automatic Frimary ' Secondary

When you finish configuring all WARN settings, please click the ‘Restart button for these changes to take effect.

Edit/ Delete

Edit Protocol Interface MAT IF g0z Q VLAN ID Delete
@ PPPoE ppp_ewan_1 Enable 0.0.0.0

NAT: The NAT (Network Address Translation) feature allows multiple users to access the Internet
through a single IP account by sharing the single IP address. If users on your LAN have their own
public IP addresses to access the Internet, NAT function can be disabled.

MAC Spoofing: This option is required by some service Providers. You must fill the MAC address
specified by your service provider when this information is required. The default setting is set to
disable.

Obtain DNS: Select this check box to activate DNS.

Primary DNS/ Secondary DNS: Enter the IP addresses of the DNS servers. The DNS servers are
passed to the DHCP clients along with the IP address and the Netmask.

Click Apply to confirm the settings.
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Fixed IP Address (EWAN)

IC-}nﬂguraiiDn _\,u\t‘ .

T AN Profile

Parameters

Frofile Port EWAN

Fraotacol Fixed IP Address v

MAT [¥] Enahle MAC Spoofing

IP Address Metmask Gateway

Qbtain DS Automnatic Primary 168.95.1.1 Secondary 51138.95.192.1
When you finish configuring all WAMN settings, please click the ‘Restart bution for these changes to take effect

Edit/ Delete

Edit Praotacol Interface MAT IF 802 1QVLAN ID Delete

® FFPFoE ppp_ewan_1 Enable 0.0.0.0

NAT: The NAT (Network Address Translation) feature allows multiple users to access the Internet
through a single IP account by sharing the single IP address. If users on your LAN have their own
public IP addresses to access the Internet, NAT function can be disabled.

MAC Spoofing: This option is required by some service Providers. You must fill the MAC address
specified by your service provider when this information is required. The default setting is set to
disable.

IP Address: Enter your fixed IP address.

Netmask: User can change it to others such as 255.255.255.128. Type the Netmask assigned to
you by your ISP (if given)

Gateway: Enter the IP address of the default gateway.
Obtain DNS: Select this check box to activate DNS.

Primary DNS/ Secondary DNS: Enter the IP addresses of the DNS servers. The DNS servers are
passed to the DHCP clients along with the IP address and the Netmask.

Click Apply to confirm the settings.
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Pure Bridge (EWAN)

ICl:-nﬁguratil:-n l‘_\}_ -

*WAN Profile

Parameters
Frofile Paort EVWAN [w
Protocal | Pure Bridge v|

YWhen you finish configuring all WARN settings, please click the 'Restant’ button for these changes to take effect

Edit/ Delete

Edit Protocol Interface NAT IP 8021QVLANID Delete
&) Dynamic ewan_br Enable

Profile Port: Select EWAN as the profile port.

Protocol: Select Pure Bridge.

Mobile Networks

I Configuration 1‘_‘%_ .

* Mobile Networks

Parameters
Select Metwork Auto L
| Apply | [ Cancel | Chungha Telecam (LUTRAN)

{Chungkawa Telecorm (GSh)

Select Network: Select the appropriate mobile network from the drop-down menu. Default is Auto.

Click Apply to confirm the settings.
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ADSL Mode

ICI}nfiguraIiDn 1\ LL .

*ADSL Mode
WAN Interface

ADSL Mode [¥] AnnexL []AnnexM

Modulator M apsLz Fapsiz+ M aLite [F1T1.412 M GDmt
Capability []sRA&Enable

PhyR [l Upstream [ Downstream

|.L.|J|:|Iy'] [ Cancel ]

ADSL Mode: There are 2 modes: Annex L and Annex M that you can select for this connection.

Modulator: There are 5 modes: ADSL2, ADSL2+, G.Lite, T1.413 and G.Dmt that you can select
for this connection.

SRA: select whether to enable SRA feature. SRA, short for Seamless Rate Adaptation, is a
technology used to adapt the rate seamlessly without any influence to the working system, to
assure of the quality of the ADSL system.

PhyR: An impulse noise protection technology to improve xDLS performance. It was based on your
service provider. You can check Upstream and Downstream to improve Upstream or Downstream
communication performace.

Click Apply to confirm the settings.
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System

There are 9 items within the System section: Time Zone, Firmware Upgrade, Backup/Restore,
Restart, User Management, Mail Alert, SMS Alert, Syslog and Diagnostics Tools.

Time Zone
ICl:-nfiguraiiDn i“}[‘t .

*Time Zone

Parameters

Time Zone () Enable O Disable

Local Time Zone (+-GMT Time) | |3HT Grgn_a|Tj.:ﬁ_a'_i_|:l_'|__r-.-_1_ea_n_:lfh_n_e_ v
[192.43.244.18 [128.138.140.44

SMTP Server IP Address - 5
=.‘.IEEI.".15.EEI ] ZHE‘IIS.E‘IE.‘IEIE.EEIE

Daylight Saving Automatic

Resync Period 1440 Iminutes

W

[.-'-".DDH'] [ Cancel ]

The router does not have a real time clock on board; instead, it uses the Simple Network Time
Protocol (SNTP) to get the most current time from an SNTP server outside your network. Choose
your local time zone from the drop down menu. To apply the selected local time zone, click Enable
and click the Apply button. After a successful connection to the Internet, the router will retrieve the
correct local time from the SNTP server you have specified. If you prefer to specify an SNTP server
other than those in the drop-down list, simply enter its IP address in their appropriate blanks
provided as shown above. Your ISP may also provide an SNTP server for you to use.

Daylight Saving is also known as Summer Time Period. Many places in the world adapt it during summer
time to move one hour of daylight from morning to the evening in local standard time. Check Enable box to
set your local time.

Resync Period (in minutes) is the periodic interval the router will wait before it re-synchronizes the
router’s time with that of the specified SNTP server. In order to avoid unnecessarily increasing the
load on your specified SNTP server you should keep the poll interval as high as possible - at the
absolute minimum every few hours or even days.

Click Apply to confirm the settings.
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Firmware Upgrade

Your router’s firmware is the software that enables it to operate and provides all its functionality.
Think of your router as a dedicated computer, and the firmware as the software that runs in your

router. Thus, by upgrading the newly improved version of the firmware allows you the advantage to
use newly integrated features.

ICDnﬂguratiDn 1“3[4_ !

* Firmware Upgrade

You may upgrade the system software on your network device,

After upgrading,let your device restart with factory default settings or current settings.
(%) Factory Default Settings

) Current Settings

New Firmware Image [ Browse..._]

[ pgrade ] [ Cancel ]

Restart device with

Factory Default Settings: If select this setting, the device will reboot to restore the parameters of
all its applications to its default values.

Current Settings: If select this setting, the device will reboot and retain the customized settings of
all applications.

Click on Browse to select the new firmware image file you have downloaded to your PC. Once the
correct file is selected, click Upgrade to update the firmware to your router.

I Firmware Upgrade \ “}c‘ .

T firmware upgrade progress

do not switch off device during flash update

DO MNOT power down the router ar interrupt the firmware upgarding while itis
still in process. Improper operation could damage the router.

Warning
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Backup / Restore

These functions allow you to save a backup of the current configuration of your router to a defined
location on your PC, or to restore a previously saved configuration. This is useful if you wish to
experiment with different settings, knowing that you have a backup in hand in case any mistakes
occur. It is advisable that you backup your router configuration before making any changes to your
router configuration.

ICDnﬂguratiDn i“‘\t‘i .

* Backup | Restore
Allows you to backup the configuration settings to your computer, or restore configuration from your computer.

Backup Configuration
Backup configuration to your computer.

Restore Configuration

Configuration File ' _

Restore will overwrite the current configuration and restart the device. If you want to keep the current configuration, please
use "Backup” first to save current configuration

Back nfiguration

Press Backup Settings to select where on your local PC you want to store your setting file. You
may also want to change the name of the file when saving if you wish to keep multiple backups.

i ,

Press Browse to select a file from your PC to restore. You should only restore your router setting
that has been generated by the Backup function which is created with the current version of the
router firmware. Settings files saved to your PC should not be manually edited in any way.

Select the settings files you wish to use, and press Restore to load the setting into the router. Click
Restore to begin restoring the configuration and wait for the router to restart before performing any
actions.

I Restore Configuration \ “\\t& .

* restore config progress

do not switch off device during flash update

total : . 8%
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Restart

There are 2 options for you to choose from before restarting the 7800GZ(L) device. You can either
choose to restart your device to restore it to the Factory Default Settings or to restart the device
with your current settings applied. Restarting your device to Factory Default Setting will be useful
especially after you have accidentally changed your settings that may result in undesirable
outcome.

ICDnﬂguratil:rn ;QEE .

> Restart
After restarting. Please wait for several seconds to let the system come up.
() Factory Default Settings

Restart device with
® Current Settings

Restart

If you wish to restart the router using the factory default settings (for example, after a firmware
upgrade or if you have saved an incorrect configuration), select Factory Default Settings to reset to

factory default settings.

Click Restart with option Current Settings to reboot your router (and restore your last saved
configuration).

After selecting the type of setting you want the device to restart with, click the Restart button to
initiate the process. After restarting, please wait several minutes to let the selected setting applied

to the system.

ICaniguratiDn 1‘1 \.q .

T Hestart

Since settings are changed, the router will reboot to make the changes take effect! Please wait for seconds.

total : . 8%

You may also reset your router to factory settings by holding the small Reset pinhole button more
than 1 second on the back of your router.
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User Management

In order to prevent unauthorized access to your router configuration interface, it requires all users
to login with a username and password. Three user levels are provided here. Each user level
there’s a default provided password. You must access the router with the appropriate username
and password. Here the corresponding passwords are allowed to change. To change your
password, simply enter the old password in the Old Password blank. Then enter your new
password in the New Password and Confirm Password blanks provided. When this is done, press
Apply to save changes.

I Configuration u’\‘ .
4 E 3

T User Management

Parameters

Level [ Administrator (s .
User admin

Fasswaord (O1d)

Password (New)

Fasswaord (Confirm}

Login Mode [ Basic ~|

Level: select which level you want to change password to. There are three default levels.
® Administrator: the root user, corresponding default username and password are admin and
admin respectively.

® Advanced: username for the remote user to login, corresponding default username and
password are support and support respectively.

® Basic: username for the general user, corresponding default username password are user
and user respectivley.

User: display the usename.

Password (Old): Enter the old password.

Password (New): Enter the new password.

Password (Confirm): Enter again the new password to confirm.

Login Mode: choose to login to which Web GUI configuration page, Basic or Advanced. Basic will
lead you to Basic configuration page, Advanced will lead you to Advanced configuration page.

Click Apply to apply your new settings.
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Mail Alert

Mail alert is designed to keep system administrator or other relevant personnel alerted of any
unexpected events that might have occurred to the network computers or server for monitoring
efficiency. With this alert system, appropriate solutions may be tackled to fix problems that may
have arisen so that the server can be properly maintained

ICr:nﬂgura{iDn i\ i\- .

* Mail Alert

Server Information

IMain Fort ADSL | (Current Main Port: ADSL)
Apply all the settings to Cla3e ClewAN

SMTF Server

Username

Password

Sender's E-mail (Must be oo@yyy.Z22)
S5L [ClEnable Port

Failover | Failback

Recipients E-mail . - (Must be oo@yyy.222)
WAHN IP Change Alert

Recipients E-mail {Must be xx@yyy.zzz)
3G Usage Allowance

Recipients E-mail {Must be xe@yvy.zzz)

Intrusion Detection

Alert Mail Time 30 min{s}
Recipients E-mail . - (Must be oo@yyy.222)
[i‘-.ppl_a ] [ Cancel ]

Main Port: Choose the main port to be configured.

Apply all the settings to: Apply the settings for the current port to the other two ports.
SMTP Server: Enter the SMTP server that you would like to use for sending emails.
Username: Enter the username of your email account to be used by the SMTP server.
Password: Enter the password of your email account.

Sender’s Email: Enter your email address.

SSL: Enable the option and input your port number if your email is encrypted by SSL.

Recipient’s Email (Failover / Failback): Enter the email address that will receive the alert
message once a computer / network server failover occurs.

Recipient’s Email (WAN IP Change Alert): Enter the email address that will receive the alert
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message once a WAN |IP change has been detected.

Recipient’s Email (3G Usage Allowance): Enter the email address that will receive the alert
message once the 3G over Usage Allowance occurs.

Alert Mail Time (intrusion Detection): the interval for sending alert mail.

Recipient’'s Email (intrusion Detection): Enter the email address that will receive the alert
message once the intrusion is detected.
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SMS Alert

SMS alert, similar to Mail Alert, is designed to keep system administrator or other relevant personnel
alerted of any unexpected events that might have occurred to the network computers or server for
monitoring efficiency. But instead of informing by Email, related persons can get the information via

the short message on their phones sent by this device when WAN was changed to failover / failback
mode or WAN |P was changed

II:u:-nﬂguraﬂDn \ i\.. .
& —_—

* SMS Alert

Failover / Failback
Recipients Mumber
WaN IP Change Alert

Recipients Mumber

[i.ppl;.'] [ Cancel ]

Recipient’s Number (Failover / Failback): type the phone number which you want the person to
get the information sent by this device once a computer / network server failover occurs.

Recipient’s Number (WAN IP Change Alert): type the phone number which you want the person to
get the information sent by this device once an IP change has been detected.
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Syslog

Iljonﬁqln ation A“E\c" .

TSyslog

Parameters

Remuote Server ]
Server [P Address

Server LIDP Port

Remote Server: Specify the server that is used to save the device's syslog.

Server IP Address: The IP address of remote server.

Server UDP Port: The UDP Port of remote server.

Diagnostics Tools

ICnnﬁgul ation l.\ l‘\.. !

T Diagnostics Tools
Ping Testing

Destination IF i Domain Mame

Ping Testing

Trace rowute Testing

Trace P
W TTL value 16 |z-3m
Wait time |3 ._jseconds[z-QQQ]

Destination IP / Domain Name: Input the IP or domain name to be tested.

Trace IP: Input IP to be traced.
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Firewall

Listed are the items under the Firewall section: Packet Filter, Ethernet MAC Filter, Wireless MAC
Filter, Intrusion Detection, Block WAN PING and URL Filter.

Packet Filter

Packet filtering enables you to configure your router to block specific internal / external users (IP
address) from Internet access, or disable specific service requests (Port number) to / from the
Internet. This configuration program allows you to set up different filter rules for different users
based on their IP addresses or their network Port number. The relationship among all filters is “or”
operation, which means that the router checks these different filter rules one by one, starting from
the first rule. As long as one of the rules is satisfied, the specified action will be taken.

Icu}nfigur'aiion ] Q}“ .
i ) = -

¥ Packet Filter

Parameters

Rule Mame == | —select— ¥ \(type or select from listhox)
Internal IP Address ~|

External IP Address ~

Protocal TCF + | Protocol Mumber . Action drop -

Internal Port |- External Port ~

Direction outgoing | Time Schedule -.ﬂ.lwa;.-'s on v Log ]

Add
: Internal IP Address Internal Port ) : Time

Edit Order Rule Mame Protocal Direction Action Delete
External IP Address External Fort Scheduls
Any Any ;

Default Any - cutgoing forward Always On

Any Any

Rule Name: User defined description for entry identification. The maximum name length is 32
characters, and then can choose an application that they want from the listbox.

Internal IP Address / External IP Address: This is the Address-Filter used to allow or block traffic
to/rom particular IP address(es). Input the range you want to filter out. If you leave these four fields
empty or enter 0.0.0.0, it means any IP address.

Protocol: Specify the packet type (TCP, UDP, TCP/UDP,RAW, Any) that the rule applies to. Select
TCP if you wish to search for the connection-based application service on the remote server using
the port number. Or select UDP if you want to search for the connectionless application service on
the remote server using the port number. Only when RAW is selected, then you can type the
protocol number to identify the protocol that you want the filter applies to. When Any is selected, it
means the filter will applies to any protocol.

Protocol Number: when RAW is selected in Protocol field, then type the specific protocol number
here.

Action: If a packet matches this filter rule, forward (allows the packets to pass) or drop (disallow
the packets to pass) this packet.

Internal Port: This Port or Port Range defines the ports allowed to be used by the Remote/WAN to
connect to the application. Default is set from range 1 ~ 65535. It is recommended that this option
be configured by an advanced user.

121



External Port: This is the Port or Port Range that defines the application.
Direction: Determine whether the rule is for outgoing packets or for incoming packets.

Time Schedule: A self defined time period. You may specify a time schedule for your prioritization
policy. For setup and detail, refer to Time Schedule section.

Log: Select Enable for this option if you will like to capture the logs for this Packet filter policy.

Add: Click this button to add a new packet filter rule and the added rule will appear at the bottom
table.

Edit: Check Edit next to the item you wish to edit, and then change parameters as desired.
Complete it by press “Edit/Delete”.

Delete: Check Delete next to the item you wish to delete, and press “Edit/Delete” to remove this
rule.

Reorder: Be aware that packet filtering parameters appear in priority order i.e. the first one takes
precedence over all other rules. There is a sort function next to the Rule Name column, you can
move the rule to higher or lower priority by clicking the Order arrow, and press “Reorder” to save
the new priority.

® Creating arule
Select or type a rule name, set other parameters as needed, then press Add. (two examples as follows)

FTP:

ICunﬂgul'a!ion u\‘ .
L <

* Packet Filter

Parameters

Rule Mame FTR

==| FTP(TCP 21) * \type or select from listbox)

Internal IF Address -~

External IP Address s

Frotocol TCP ~ | Protocol Mumber Action drop L

Internal Fort - External Fort 121 ‘-21

Direction outgoing | Time Schedule Always On  |w Log |

: Internal IF Address Internal Fort : . : Time

Edit Order Rule Mame Protocol Direction Action Delete
External IP Address External Port Schedule
Any Any - :

Default Any cutgoing forward Always On

Allowing_Any (allowing any incoming packets to be forwarded in):

An ¥

Any
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IC-}nfiguration 1“}; .

~* Packet Filter

Parameters

Rule Mame F—*-ii'3"-"fii'.'9_7£-"'_!f || —select- "-?[tv'pe or select from listbox)
Internal IP Address ' =

External IP Address _ ~|

Frotocol | Any + | Protocol Number | Action ;f-erard v |
Internal Port ' . -ﬂ:. ] External Fort -,
Direction i'no:uming | Time Schedule fl.i.l':;;;'a;r's'On v Log Fl

Internal IF Address Internal Port

Edit Order Rule Name Protocal Direction Action e Delete
External IP Address External Port Schedule
Any Any
(&) FTP - TCP : cutgaoing drop Always On il
Any 21~21
Any Any ;
Default Any outgoing farward Always On
Any Any
. Internal IP Address Internal Port L . Time
Edit Qrder Rule Mame Frotocol Direction Action Delete
External IP Address External Port Schedule
An Any
C 4 FTP - TCP - outgoing drop Always COn IF]
Any 21~ 21
Any e
@ 1 Allowing_Any - Any - incoming forward Always On F
Any Any
Any Any _
Default Any outgoing forward Always On
Any Any

® Editing and Deleting

Editing: Press the Edit radio button beside the item, and change the parameters, then press
Edit/Delete to confirm.

IConﬂguration *“:\[4 .

~ Packet Filter

Parameters

Rule Mame FTP ;=:=i--58|881— V%rty'pe or select from listhox)
Internal IP Address |~

External IP Address . :1:

Protocol [Tce v | Pratocol Mumber | | Action [drop  |w|
Internal Port ' |-] ' External Port [21 =21
Direction | outgoing v| Time Schedule :P.I'-.-va,.-'s on ™| Log ¥l

(2aa](_Edit/ Delete ) [ Reorder

: Internal IP &ddress Internal Part : ; Time
Edit Order Rule Mame Protocal Direction Action Delete
External IP Address External Port Schedule
Any Any
EIE TCP outgoin dro Always On
i Any 21~ 21 aeind g : 4
A Armas

Deleting: Check the checkbox, press Edit/Delete, then the item will be removed.
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(Ada}{” Edit/ Delete ) [ Reorder

Internal IP Address
External IP Address

Edit Qrder Rule MName

Any
1 FP '
Any
) Any
O 4+ Allowing_Any

Any
Any

I 4t HTTP
Any
Any
O 1  Raw -
Any
Any

Default
Any

® Reorder

Protocol

TCP

Any

TCP

RAW

Any

Internal Port
External Port
Any

21~21

Any

Any

Any

80~ 80

Any

Any

Any

Any

Direction

outgoing

incaming

outgoing

incaming

outgoing

Action

drop

forward

drop

forward

forward

Time
Schedule

Always On

Always On

Always On

Always On

Always On

Delete

O
O
O

When there are more than one Filter rule, you can reorder them to the priority you want. The former

is prior to the latter one.

[ Edit/Delete | [ Reorder |

Internal IP Address
External IP Address

Edit Order Rule Mame

Any
1 FTF g
Any
Any
O 3t Allowing_Any 2
Any
Any
O I+ HTTP
Any
Any
O 1t RAW !
Any
Any
Cefault
Any

Protocol

TCP

Any

TCP

RAW

Any

Internal Fort
External Port

Any

21~ 21

Any
Any
Any

80~ 80

Any
Any
Any
Any

Direction

outgoing

incoming

outgaing

incoming

outgeoing

click *orT to change the priority of the filter, then press Reorder to confirm.
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Action

drop

forward

drop

forward

forward

Time
Schedule

Always Gn

Always Gn

Always On

Always On

Always On

Delete

| k| e



Ethernet MAC Filter

A MAC (Media Access Control) address is the unique network hardware identifier for each PC on
your network’s interface (i.e. its Network Interface Card or Ethernet card). Using your router’'s MAC
Address Filter function, you can configure the network to block specific machines from accessing
your LAN.

There are no pre-defined MAC address filter rules, you can add the filter rules to you’re your
requirements.

ICr;nfiguraiiDn .i.\ i\‘ .

* Ethernet MAC Filter
Filter Action

action ® Disable O Allow O Block

Parameters

MAC Address == | —Select ¥ |itype or select from listhox)

Time Schedule Always On  |[»

The format of MAC address could be: XX:XX:XX:XX:XX:XX OF XX-XX-XX-XX-XX-XX.
Filter Action

Action: Select an action for MAC Filter. This feature is disabled by default. Check Allow or Block to
activate the filter.

Parameters
MAC Address: Enter the Ethernet MAC addresses you wish to have the filter rule applied.

Time Schedule: A self defined time period. You may specify a time schedule for your prioritization
policy. For setup and detail, refer to Time Schedule section.
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Wireless MAC Filter

A MAC (Media Access Control) address is the unique network hardware identifier for each PC on
your network’s interface (i.e. its Network Interface Card or Ethernet card). Using your router's MAC
Address Filter function, you can configure the network to block specific machines from accessing
your LAN.

There are no pre-defined MAC address filter rules, you can add the filter rules to you're your
requirements.

ICaniEIura{iDn *“‘\{_ .

*Wireless MAC Filter
Filter Acticn

Action & Disable O Allow O Block

Parameters

MAC Address _ |==| —select— ¥ | itype or select from listbox)

The format of MAC address could be: XX:XX:XX:XX:XX: XX OF XX-XX-XX-XX-XX-XX.
Filter Action

Action: Select an action for MAC Filter. This feature is disabled by default. Check Allow or Block
to activate the filter.

Parameters

MAC Address: Enter the wireless MAC addresses you wish to have the filter rule applies.
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Intrusion Detection

The router Intrusion Detection System (IDS) is used to detect hacker’s attack and intrusion attempts
from the Internet. If the IDS function of the firewall is enabled, inbound packets are filtered and
blocked depending on whether they are detected as possible hacker attacks, intrusion attempts or
other connections that the router determines to be suspicious.

I Configuration “% .
& -

~Intrusion Detection

Parameters

Intrusion Detection (' Enahle & Disable
Maximum TCP Open Handshaking Count persecond
Maximum Ping Count | persecand
Maximum ICMP Count persecond
Log

Max TCP Open Handshaking Count: This is a threshold value to decide whether a SYN Flood
attempt is occurring or not. Default value is 100 TCP SYN per seconds.

Max PING Count: This is a threshold value to decide whether an ICMP Echo Storm is occurring or
not. Default value is 15 ICMP Echo Requests (PING) per second.

Max ICMP Count: This is a threshold to decide whether an ICMP flood is occurring or not. Default
value is 100 ICMP packets per seconds except ICMP Echo Requests (PING).

Log: Select Enable for this option if you will like to capture the logs for this Packet filter policy.
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Block WAN Ping

This feature is to be enabled when you want the public WAN IP address on your router not to
respond to any ping command.

ICaniguratiDn ‘“"}E_ .

~ Block VWAN PING
Parameters

Block WaM PING O Enable & Disable

l-':".DDh] [ Cancel ]

This feature is disabled by default. To activate the Block WAN PING feature, check the Enable box
then click the Apply button.
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URL Filter

The URL Filter is a powerful tool that can be used to limit access to certain URLs on the Internet.
You can block web sites based on keywords or even block out an entire domain. Certain web
features can also be blocked to grant added security to your network.

I Configuration u’\‘ .
i | = =

T URL Filter

Parameters

keeywaords Filtering [1Enable Detail *

Domains Filtering [lEnable Detail »

Restrict URL Features Block []Java Applet [JActivex [Cookie [Proxy
Except IF Address Detail ¥

Time Schedule Dia_ahle w

Log El

[ﬁ.ppl;.-] [ Cancel

Keywords Filtering: Allow blocking against specific keywords within a particular URL rather than
having to specify a complete URL (e.g. to block any image called “advertisement.gif’). When
enabled, your specified keywords list will be checked to see if any keywords are present in URLs
accessed to determine if the connection attempt should be blocked. Please note that the URL filter
blocks web browser (HTTP) connection attempts using port 80 only.

Domains Filtering: This function checks the whole URL address but not the IP address against
your list of domains to block or allow. If it is matched, the URL request will either be sent (Trusted)
or dropped (Forbidden).

Restrict URL Features: Click Block Java Applet to filter web access with Java Applet
components. Click Block ActiveX to filter web access with ActiveX components. Click Block
Cookie to filter web access with Cookie components. Click Block Proxy to filter web proxy access.

Exception List: You can input a list of IP addresses as the exception list for URL filtering.

Time Schedule: A self defined time period. You may specify a time schedule for your prioritization
policy. For setup and detail, refer to Time Schedule section.

Log: Select Enable for this option if you will like to capture the logs for this URL filter policy.
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s filteri

Click the checkbox to enable this feature. To edit the list of filtered keywords, click Details.

ICanigura{iDn \ u‘}g .

* Keywords Filtering
Parameters

Keyward

[Add] [ Edit/Delete | metym»

Enter a keyword to be filtered and click Apply. Your new keyword will be added to the filtered
keyword listing.

Domains Filtering

Click the top checkbox to enable this feature. To edit the list of filtered domains, click Details.

ICDnﬂgura{iDn \ WE .

*Domains Filtering

Parameters
Domain Mame . . Type Forbidden Domain »

|gd| [ Edit/Delete | metym

Enter a domain and select whether this domain is trusted or forbidden with the pull-down menu.
Next, click Apply. Your new domain will be added to either the Trusted Domain or Forbidden
Domain listing, depending on which you selected previously.

Except IP Address

You may also designate which IP addresses are to be excluded from these filters by adding them
to the Exception List. To do so, click Details.

ICDnﬂgura{iDn \ w; .

*Except IP Address
Parameters

Internal IP Address ﬂ.

|gd| [ Edit/Delete | metym

Enter the except IP address. Click Add to save your changes. The IP address will be entered into
the Exception List, and excluded from the URL filtering rules in effect.
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VPN

Virtual Private Networks is ways to establish secured communication tunnels to an organization’s

network via the Internet. Your router supports the following: IPSec, GRE.

IPSec
IConfigur'aliDn l.\ I\.. .
T IPsec
NAT Traversal
MAT Traversal [ClEnable Keep Alive . seconds [1-60]

IP5Sec Settings

Mame WAN Port -Defauli ~
Lacal Metwark Single Address v IP Address Metmask
Remote Security Gateway [ Anonymous
Remote Metwark Single Address w P Address | Netmask Mare ¥
IPzec
U . =3
Key Exchange Method IKE Preatsco) ESP

Pre-Shared Key

Local ID Type [ Defautt v|ID Content |
Remote 1D Type Default | |0 Content
Phase 1
Mode IMain w
: ! EEE 1 Integrity T E I
. a 5
Encryption Algorithm 3DES w Agorithm | MDS  (w
DH Group MODP1024(DH2)  |» 3A Lifetime [480 Emims;' [5-15000]
Phase 2
: ] Integrity r I
; - ! =
Encryption Algorithm _,DES W | Algarithim MDS &
= 1 IPSec = L S
OH Group _ Mone hd o |60 imin(s) [5-15000]
DPD Setting

DFD Function () Enable (& Disable

|seconds [180- |dle

Detection Interval 26400} Timeaout

(Consecutive times [2-99]

Add

NAT Traversal

NAT Traversal: This directive enables use of the NAT-Traversal IPsec extension (NAT-T). NAT-T
allows one or both peers to reside behind a NAT gateway (i.e., doing address- or port-translation).

Keep Alive: type the interval time(sec) for sending packets to keep the NAT Traversal alive.
Click Apply to save and apply your settings.

[PSec Settings

Name: A given name for the connection (e.g. “connection to office”).
Local Network: Set the IP address or subnet of the local network.
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Single Address: The IP address of the local host.

Subnet: The subnet of the local network. For example, IP: 192.168.1.0 with Netmask
255.255.255.0 specifies one class C subnet starting from 192.168.1.1 (i.e.
192.168.1.1 through to 192.168.1.254).

Remote Secure Gateway: The IP address of the remote VPN device that is connected and
establishes a VPN tunnel.

Anonymous: Enable any IP to connect in
Remote Network: Set the IP address or subnet of the remote network.

Single Address: The IP address of the remote host.

Subnet: The subnet of the remote network. For example, IP: 192.168.1.0 with Netmask
255.255.255.0 specifies one class C subnet starting from 192.168.1.1 (i.e.
192.168.1.1 through to 192.168.1.254).

; . lore #
If remote peer supports multiple local subnets, you can click *~ =" to enter more subnets.
Remote Metwaork Zingle Address IP Address Metmask
1 |Mone ] !
IF Address [ Metmask 2 | Mone |
3. [ Mone M

Key Exchange Method: Displays key exchange method.

Pre-Shared Key: This is for the Internet Key Exchange (IKE) protocol, a string from 4 to 128
characters. Both sides should use the same key. IKE is used to establish a shared security policy
and authenticated keys for services (such as IPSec) that require a key. Before any IPSec traffic
can be passed, each router must be able to verify the identity of its peer. This can be done by
manually entering the pre-shared key into both sides (router or hosts).

Local ID Type and Remote ID Type: when the mode of phase 1 is aggressive, local and
Remote ports can be identified by other IDs.

ID content: Enter ID content the name you want to identify when the Local and Remote Type are
Domain Name; Enter ID content the email address you want to identify when the Local and

Remote type are Email; Enter ID content IPv4 address you want to identify when the Local and
Remote Type are IPv4 address.

Phase 1

Mode: Select IKE mode from the drop-down menu: Main or Aggressive. This IKE provides
secured key generation and key management.

Encryption Algorithm: Select the encryption algorithm from the drop-down menu. There are
several options: DES, 3DES and AES (128, 192 and 256). 3DES and AES are more powerful but
increase latency.

DES: Stands for Data Encryption Standard, it uses 56 bits as an encryption method.

3DES: Stands for Triple Data Encryption Standard, it uses 168 (56*3) bits as an
encryption method.
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AES: Stands for Advanced Encryption Standards, you can use 128, 192 or 256 bits
as encryption method.

Integrity Algorithm: Authentication establishes the integrity of the datagram and ensures it is
not tampered with in transmit. There are 2 options: Message Digest 5 (MD5) and Secure Hash
Algorithm (SHA1). SHA1 is more resistant to brute-force attacks than MD5. However, it is slower.

MD5: A one-way hashing algorithm that produces a 128-bit hash.
SHAZ1: A one-way hashing algorithm that produces a 160-bit hash.

DH Group: It is a public-key cryptography protocol that allows two parties to establish a shared
secret over an unsecured communication channel (i.e. over the Internet). There are 8 modes.
MODP stands for Modular Exponentiation Groups.

SA Lifetime: Specify the number of minutes that a Security Association (SA) will stay active
before new encryption and authentication key will be exchanged. Enter a value to issue an initial
connection request for a new VPN tunnel. Default is 3600 seconds. A short SA time increases
security by forcing the two parties to update the keys. However, every time when the VPN tunnel
re-negotiates, access through the tunnel will be temporarily disconnected.

Phase 2

Encryption Algorithm: Select the encryption algorithm from the drop-down menu. There are
several options: DES, 3DES and AES (128, 192 and 256). 3DES and AES are more powerful but
increase latency.

DES: Stands for Data Encryption Standard, it uses 56 bits as an encryption method.

3DES: Stands for Triple Data Encryption Standard, it uses 168 (56*3) bits as an
encryption method.

AES: Stands for Advanced Encryption Standards, you can use 128, 192 or 256 bits
as encryption method.

Integrity Algorithm: Authentication establishes the integrity of the datagram and ensures it is
not tampered with in transmit. There are 2 options: Message Digest 5 (MD5) and Secure Hash
Algorithm (SHA1). SHA1 is more resistant to brute-force attacks than MD5. However, it is slower.

MD5: A one-way hashing algorithm that produces a 128-bit hash.
SHAL: A one-way hashing algorithm that produces a 160-bit hash.

DH Group: It is a public-key cryptography protocol that allows two parties to establish a shared
secret over an unsecured communication channel (i.e. over the Internet). There are 8 modes.
MODP stands for Modular Exponentiation Groups.

IPSec Lifetime: Specify the number of minutes that IPSec will stay active before new encryption
and authentication key will be exchanged. Enter a value to negotiate and establish secure
authentication. Default is 3600 seconds. A short time increases security by forcing the two parties
to update the keys. However, every time when the VPN tunnel re- negotiates, access through the
tunnel will be temporarily disconnected.

DPD Setting

DPD Function: Check Enable to enable the function.
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Detection Interval: The period cycle for dead peer detection. The interval can be 180~86400

seconds.
Idle Timeout: Auto-disconnect the IPSec connection after trying several consecutive times.

Add: Click this button to add a new IPSec entry and the added entry will appear at the bottom
table.

Edit: Check Edit next to the item you wish to edit, and then change parameters as desired.
Complete it by press “Edit/Delete”.

Delete: Check Delete next to the item you wish to delete, and press “Edit/Delete” to remove this
entry.
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GRE

Generic Routing Encapsulation (GRE) is a tunneling protocol that can encapsulate a wide variety
of network layer protocol packet types inside IP tunnels, creating a virtual point-to-point link to
various brands of routers at remote points over an Internet Protocol (IP) internetwork.

ICDnﬂguraziDn \ W\EA .

*GRE
Parameters

Mame
WAN Port | Default |

Remuote Gateway P

Remote MNetwaork [ Bubnet b
|Single Address |
S -

Metmask

Name: A given name for the connection.

WAN Port: You can choose Default, ADSL, 3G or EWAN.

Remote Gateway IP: The IP address of the remote VPN device that is connected and establishes
a VPN tunnel.

Remote Network: Set the IP address or subnet of the remote network.

IP Address: Enter the IP address of the remote network.

Netmask: Enter the netmask of the remote network.
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QoS - Quality of Service

QoS helps you to control the data upload traffic of each application from LAN (Ethernet and/or
Wireless) to WAN (Internet). It facilitates you the features to control the quality and speed of
throughput for each application when the system is running with full upstream load.

ICenfiguraiin}n . u\‘--‘ .
& E

QoS

Hon-Assigned Bandwidth Ratio == Upstream (LAHN to WAHN) : 100% Downstream (VAN to LAHN) : 100%

Parameters

Application Directian LA to WARN w

Protacal Any | DSCP Marking Disable “

Rate Type Frioritization » Fatio 25 Priarity Marmal  w
Internal IP Address = Internal Fort |~

External IP Address ~ External Fort :ﬂ

Time Schedule Always On |

Add Edit/ Delete

After clicking the QoS item, you can Add/Edit/Delete a QoS policy. This page will show the brief
information for policies you have added or edited. This page will also display the total available
(Non-assigned) bandwidth, in percentage, can be assigned.

Application: Assign a name that identifies the new QoS application rule.

Direction: Shows the direction mode of the QoS application.
e LAN to WAN: You want to control the traffic flow from the local network to the outside world
(Upstream). You can assign the priority for the application or you can limit the your application
used. e.g., you have a FTP server inside the local network and you want to have a limited traffic
rate controlled by the QoS policy. So, you need to add a policy with LAN to WAN direction
setting.
e WAN to LAN: Control Traffic flow from the WAN to LAN (Downstream). The connection
maybe either issued from LAN to WAN or WAN to LAN.)

Protocol: Select the supported protocol from the drop down list.

DSCP Marking: Differentiated Services Code Point (DSCP), it is the first 6 bits in the ToS byte.
DSCP Marking allows users to classify the traffic of the application to be executed according to the
DSCP value.

Rate Type: You can choose Limited or Prioritization.
e Limited (Maximum): specify a limited data rate for this policy. It also is the maximal rate for
this policy. When you choose Limited, type the Ratio proportion. As above FTP server example,
you may want to “throttle” the outgoing FTP speed to 20% of 256K and limit to it, you may use
this type.
e Prioritization: to specify the rate type control for the rule to used. If you choose Prioritization
for the rule, you parameter Priority would be available, you can set the priority for this rule.

Ratio: The rate percent in contrast to that on WAN interface given to each policy/application with
limited rate type.

Priority: The priority given to each policy/application. Its default setting is set to Normal. You may
adjust this setting to fit your policy / application.
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Internal IP Address / External IP Address: This is used to classify the traffic of a specific range of
internal/external IP address(es). Input the range you want to classify. If only the first IP block is filled,
only that IP will be classified. If you leave these four fields empty, it means any classify IP address.

Internal Port: This is the Port Range that defines the ports allowed by the Remote/WAN to connect
to the application. Default is set from range 1 ~ 65535. It is recommended that only advance user is
to configure this feature.

External Port: This is the Port Range that defines the port of the application.

Time Schedule: A self defined time period. You may specify a time schedule for your QoS policy.
For setup and detail, refer to Time Schedule section.

Note: Make sure that the router(s) in the network backbone are capable to execute and check
the DSCP throughout the QoS network.
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Example 1: Optimize Your Home Network with QoS

If you are actively engaged in using P2P and are afraid of slowing down internet access throughput
of other users within your network, you can thus use QoS function to set different priorities for the
different applications that members of your network will be using to avoid bandwidth traffic from

getting overloaded.

Therefore, in order to assign the priority status of each application, we must first create a new QoS
rule for each application.

The figures below show the different settings for assigning a High Priority status to Web Browsing,
assigning limited rate for Email send & receive.

For Web Browsing

I Configuration

*Qos

Non-Assigned Bandwidth Ratio == Upstream (LAN to VWAN) : 100%

Parameters

Application

Frotocol

Rate Type

Internal IP Address
External IP Address

Time Schedule

(add| [ Edit/Delete

For Mail Sending

I Configuration

QoS

Non-Assigned Bandwidth Ratio == Upstream (LAN to VWAHN) ; 100%

Parameters

Application
Frotocol

Rate Type

Internal IP Address
External IP Address

Time Schedule

[Add]| [ Edit/Delete

Edit Application

) HTTP

Directicn

Prigritization

Always On |

[smTP
[TcP [~

Limited -

Always On W

LAM to WAR  Prioritization

Rate Type

Direction
DECF Marking

Ratio
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Downstream (VWAN to LAN) : 100%

[LAN to WAN »

:_bisahi.e v.

_ cj Priarity _'H@gh ¥
Internal Port _ |- -
External Port _EHZI =

Downstream (VAN to LAN) : 100%

[ LAM to WAN |~

Directicn
D2 CP Marking j_i:lisahi.e v'
Ratio [40 los Friarity
Internal Fort | .
External Port 5=
Internal IP Address Internal Port Time
Ratio Priority External IP Frotocol Delete
Schedule
PR External Port
High il Tcp W A |
i Always On
. Any 80~80 S

'-\n.l



For Mail Receiving

Edit/ Delete |

O SMTP

LAM to WAN Prioritization

LAN to WAN Lirmited

-""-“!lf

40%
Any

Any

%ﬂ-ﬁﬂ
Any

TCP
Any

Iﬂanﬁguraﬁun lM
QoS

Non-Assigned Bandwidth Ratio => Upstream (LAN to WAN) : 60% Downstream (VAN to LAN) : 100%

Parameters

Application \POP3 | Direction WAN to LAN (v

Pratocol DSCP Marking

Rats Type Ratio 40 Priority | Mommal «

Internal IP Address | |~ | | Intemal Part | -] |

External IP Address | -] | Extemal Port | || |

Time Schedule

[Add] [
e e e B

Alwayson [

Alwayson [

QoS Rules created

LAM to WARM Pricritization High Always On
Any' 80-»8{}
An An
) SMTP LAN to WAN Limited 40% 4 nER i Always on [
Any Ay
An An
0 POP3 VAN to LAM  Limited 40% An: NER An: Always On [
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Example 2: Optimize Your Home Network with QoS

If you are only using a specific PC for the P2P application, you can create a rule that has a low
priority. In this way, P2P application will not congest the data transmission rate when there are
other applications present.

ICDnﬂngratin:rn h‘% .

oS

Non-Assigned Bandwidth Ratio == Upstream (LAN to VWAN) : 100% Downstream (VWAN to LAN) : 100%
Parameters

Application | | Direction | LAN to WAN v

Protocol [any ¥ DSCP Marking | Disable v|

Fate Type .Prinritizatiun v' Ratio . M_, Priority iL_Nnrmal 1!

Internal IP Address | || | Internal Part | || |
External IF Address | :-.i | External Port | |-_! |
Time Schedule I.-fal'-m'a-,-'s on vi
|add| [ Edit/Delete |
Internal IP Address Internal Part Time
Edit  Application Direction Hate Type Ratio Priority  External IP Protacol Delete
Esternal Part Schedule
Address
3 s Any Any
Ty P2ZP LAM to WAN Prioritization Laow - Any . Alwayson  []
Any Any
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Virtual Server

Virtual Server allows you to direct incoming traffic from WAN side (identified by Protocol and
External port) to the Internal server with private IP address on the LAN side. The Internal port is
required only if the external port needs to be converted to a different port number used by the
server on the LAN side.

The device can be configured as a virtual server so that remote users accessing services such as
Web or FTP services via the public (WAN) IP address can be automatically redirected to local
servers in the LAN network. Depending on the requested service (TCP/UDP port number), the
device redirects the external service request to the appropriate server within the LAN network.

In TCP and UDP networks a port is a 16-bit number used to identify which application program
(usually a server) incoming connections should be delivered to. Some ports have numbers that are
pre-assigned to them by the IANA (the Internet Assigned Numbers Authority), and these are
referred to as “well-known ports”. Servers follow the well-known port assignments so clients can
locate them.

If you wish to run a server on your network that can be accessed from the WAN (i.e. from other
machines on the Internet that are outside your local network), or any application that can accept
incoming connections (e.g. Peer-to-peer/P2P software such as instant messaging applications and
P2P file-sharing applications) and are using NAT (Network Address Translation), then you need to
configure your router to forward these incoming connection attempts using specific ports to the PC
on your network running the application. You also need to use port forwarding if you wish to host
an online game server.
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Example: List of some well-known and registered port numbers.

The Internet Assigned Numbers Authority (IANA) is the central coordinator for the assignment of
unique parameter values for Internet protocols. Port numbers range from 1 to 65535, but only ports
numbers 1 to 1023 are reserved for privileged services and are designated as “well-known ports”
(Please refer to Table below). The registered ports are numbered from 1024 through 49151. The
remaining ports, referred to as dynamic or private ports, are numbered from 49152 through 65535.

Examples of well-known and registered port numbers are shown below, for further information,
please see IANA’'s website at: http://www.iana.org/assignments/port-numbers.

For help on determining which private port numbers are used by common applications on this list,
please see the FAQs (Frequently Asked Questions) at http://www.billion.com.

Well-known and Registered Ports

Port Number Protocol Description
20 TCP FTP Data

21 TCP FTP Control

22 TCP & UDP SSH Remote Login Protocol

23 TCP TElnet

25 TCP SMTP (simple Mail Transfer Protocol)
53 TCP & UDP DNS (Domain Name Server)

69 UDP TFTP (Trivial File Transfer Protocol)
80 TCP World Wide Web HTTP

110 TCP POP3 (Post Office Protocol version 3)
119 TCP NEWS (Network News Transfer Protocol)
123 UbDP NTP (Network Time Protocol)

161 TCP SNMP

443 TCP & UDP HTTPS

1503 TCP T.120

1720 TCP H.323

4000 TCP ICQ

7070 UDP Real Audio
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Port Mapping

IIZ-:—nﬂguraslon u'\- .
A L= =

¥ Port Mapping

Parameters

Application . | == | —select- ~ |itype or select from listbox)
Protocol [TcP v | Protocol Number | External Port n
Internal IP Address | ==| —select- * | (type or select from listbox)

Internal Port ' Time Schedule Always On s
Portranges forwarded internally will ke the same as Externall

Application: Select the service you wish to configure.

Protocol: A protocol is automatically applied when an application is selected from the list-box or
you may select a protocol type which you want. But when RAW is selected, you must set the
protocol number to identify the protocol that the application utilzie.

Protocol Number: when RAW is selected in Protocol field, then type the specific protocol
number (1~254) here.

External Port & Internal Port: Enter the public port number & range you wish to configure.

Internal IP Address: Enter the IP address of a specific internal server to which requests from the
specified port is forwarded.

Add: Click to add a new virtual server rule. Click again and the next figure appears.

Edit: Check the Edit radio button to display the parameter of the selected application, then after
changing the parameters click the "Edit/Delete" button to apply the changes.

Delete: To remove a port mapping application, check the Delete box of the selected application
then click the "Edit/Delete" button.

Time Schedule: A self defined time period. You may specify a time schedule for your port
mapping. For setup and detail, refer to Time Schedule section.

Since NAT acts as a “natural” Internet firewall, your router protects your network from accessed by
outside users, as all incoming connection attempts point to your router unless you specifically
create Virtual Server entries to forward those ports to a PC on your network. When your router
needs to allow outside users to access internal servers, e.g. a web server, FTP server, Email
server or game server, the router can act as a “virtual server”. You can set up a local server with a
specific port number for the service to use, e.g. web/HTTP (port 80), FTP (port 21), Telnet (port23),
SMTP (port 25), or POP3 (port 110). When an incoming access request the router for a specified
port is received, it is forwarded to the corresponding internal server.

For example, if you set the port number 80 (Web/HTTP) to be mapped to the IP
Address192.168.1.2, then all incoming HTTP requests from outside users are forwarded to the
local server(PC) with the IP address of 192.168.1.2. If the port is not listed as a predefined
application, you need to add it manually.

Edit Application Protocol External Port Internal IP Address Internal Port Time Schedule Delete
FTP TER 21 192 168.1.25 21 Always On 1
ElipiE TCP g0 192.168.1.2 g0 TimeSlot2 1
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In addition to specifying the port number used, you also need to specify the protocol used. The
protocol is determined by a particular application. Most applications use TCP or UDP, however you
may also specify other protocols using the drop-down Protocol menu. Setting the protocol to “all”
causes all incoming connection attempts using all protocols on all port numbers to be forwarded to

the specified IP address.
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DMZ

The DMZ Host is a local computer exposed to the Internet. When setting a particular internal IP
address as the DMZ Host, all incoming packets that do not use a port number which is already
used by any other Virtual Server entries will first be checked by the Firewall and NAT algorithms
before it is passed to the DMZ host. When this is done, press Apply to save the changes.

I Configuration i‘\é_ .

DMz

Parameters

Internal IP Address | |<:|--SE|ECT—- V|(type or selectfram listhox

Time Schedule I.-‘-\Iwa\,rs Oon VI

If you have disabled the NAT option in the WAN-ISP section, the Virtual Server will hence

become invalid. If the DHCP option is enabled, you have to be very careful in assigning the

IP addresses of the virtual servers in order to avoid conflicts. The easiest way of configuring

Virtual Servers is to manually assign static IP address to each virtual server PC, with an
Attention gaddress that does not fall into the range of |P addresses that are to be issued by the DHCP

server. You can configure the virtual server |P address manually, but it must still be in the same

subnet as the router.
L >

o

ﬁﬁﬁ?' Since outside users are able to connect to the PCs on your network, port mapping utilization
" imposes security implications. You are therefore adviced to use specific Virtual Server entries
just for those ports that your applications require.
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One-to-One NAT
One-to-One NAT maps a specific private/local address to a global/public IP address.

If you have multiple public/WAN IP address from your ISP, you are eligible for One-to-One NAT to
utilize these IP addresses.

I Configuration 1 u\t‘ .
1 _

¥ One-to-One NAT

Action

VAN IP Pool () Enable @& Disable

Parameters

VAN Port EUWAN [w IP Address

Add it Boe ks Tt

WAN IP Pool: select Enable to activate the feature and Click Apply to submit your configuration.

WAN Port: choose the WAN port you are going to configure multiple IPs for One-to-One NAT. for
example, you have three available public IPs from 172.16.1.103-172.16.1.105 (internal test for
instance), you can add these IPs respectively to the following IP Address field.

IP Address: Type each available WAN IPs to this field and Click Add to add respectively to show as
below.

Parameters
WAN Fort EWAN |» IP Address
Edit WAN Port IP Address Delete
'l EVWAN 172.16.1.102 Il
i EWAN 172.16.1.104 F]
'l EVWAN 172.16.1.105 Il
. One-to-0One NAT Table ¥ . . . e
Then Click =~~~ © to go on distributing the WAN IP to the specific local IP.

Ir:onﬂgura:ion j mc‘ .
a2 —

~ Dne-to-One NAT Table

Parameters

WAN Port EWAN w

Global IP Address 172.16.1.103 <= 172.16.1.103 %] ttype or select from listbox)
Internal IP Address [192168.1.2

Return ¥

Global IP Address: the set WAN IP, you can type manually or select if you have add to the list
before.

Internal IP Address: set the concrete local IP you want to map to the WAN IP.
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ALG

The ALG Controls enable or disable protocols over application layer.

ICDnﬁguratiDn l‘\[’t .

TALG
Parameters
sIP (® Enable O Disable

[ﬂ.pply'] [ Cancel ]
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Wake on LAN

This feature provides greater flexibility for users to turn on / boot the computer of the network from a
remotely site.

ICl:-nfiguratiDn iu\t‘t .

T\Wake on LAN
Parameters

MAC Address _ | == | —Select- * | itype or select from listhox)

MAC Address: Enter the MAC address of the target computer or you can select the MAC address
directly from the Select drop down menu on the right.

et ¥I: You can select the MAC from this list.
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Certificate

This feature is used for TR0O69 ACS Server authentication of the device used certificate, if

necessary. If the imported certificate doesn't match the authorized certificate of the ACS Server, the
device will have no access to the server.

Trusted CA

ICnntigura{iDn i“‘\t‘! .

* Trusted CA (Certificate Authority) Certificates

CA certificates are used by you to verify peers' certificates.
Maximum certificates can be stored : 4

Certificate Mame Subject Type Action

[ Import Cerificate ]

Certificate Name: the certificate identification name.
Subject: the certificate subject.
Type: the certificate type information. "ca", indicates that the certificate is a CA-signed certificate.
"self", indicates that the certificate is a certificate owner signed one.
"x.509", indicates the certificate is the one created and signed according to the definition of Public-
Key System suggested by x.509.
Action:
@ View: view the certificate.

@ Remove: remove the certificate.
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Click Import Certificate button to import your certificate.

-

ICDnﬂngraliDn i

> Import CA certificate

Parameters

Cerificate Mame

— o ——

————— END CERTIFICATE-—-—--

Certificate

[ﬁapply] [ Cancel ]

Enter the certificate name and insert the certificate.

ICDnﬂguratiDn L‘\&_ .

* Import CA certificate

Parameters

Certificate Mame acscert

————— BEGIN CERTIFICATE-————
MIICYTCCAIEgRAWIEAGIEOURomDANSgkahkiGOwlEAQUFADAKMOswCOYDVOQGEWID
T4 EVMEMGA1UEChMMQOZDRSE Sh2 80 TENBME 4XDTAwMDY M3 AOMDewN LoX DT IwHMDY %

MiAOMzewNlowdJDELMAKGRIUEBRMCOO4xFTATEgNVEBACT DENGQOEgUmSwdCBDOTCE
nzANBgkghkiGOwOBAQEFAACE QAwgYKCogYEAWRFOR96iyMwlc+3ksNxDX4LFXEr
BW79sLYS1JtvDBID=zon34+C/ K11 vHS /UmSCOdy+ X206 TS T4 SHR+FZK4c6E3BX LN
yvay/ rMr52Hem+tOeXYuIndSzzMibSEUTTEQBR 6L SWSWtHEThbCVMAM S ze 65X yhtE
thnvJFadedtol /MCAWEARaOCAYwoggECHMBEGCNCGSAGG+EIBAQQEAWIAR=zEGRBgV
HREBEPzAOMDugCad 3pDUwM=ELMAKGAIUEBRMC Q4 xFTATRBgNVEBLACTDENGQOEgUmS v
dCBDOTENMA=CGRAIUTEAXME Q] JMMTArBgNVHRAEJOAI gA B yHMDAWMDY x M AOMDew 198
DzIwMiAwNIEyMDO=NzA2 Wi ATL.EgNVHQEEBAMCAOYwHW Y DVRO jBBgwFoAUfxgihn8J
Cd+XoEYCmugidPvtzsMwHOYDVROOBEYEFHBaooZ /SonTfl eCmAproPHT T 7o 7DMAWSG
AIUdEWwQFMAMBATFEwHOY TR ZThvZ9B0EABRBAWDhsTIV TuMDo 0L ALRgSOMAOGCSgS
SIbL3DQFEERQULR4AGRALPCONWIcQViZREiP3CSbEP=dndgpetOZB+NeWvZELeeTgOy
dg0LROJOrGrIUR} +JiM¥mVEIDEEJADr CeakbzJDR6zule r6iRmPpzDpDijaMi6=s5Sb
yvim2 fxaBnWTH=s+fT1aZ3i+8g5MERI 3edJaiyC 03B lgPUeEk jm6JET5812e2C

Cerificate

[.ﬂ.pply'] [ Cancel ]

150



Click Apply to confirm your settings.

ICDnﬁguratiDn l‘\é .

* Trusted CA (Certificate Authority) Certificates

CA certificates are used by you to verify peers' certificates.
Maximum certificates can be stored . 4

Certificate Mame Suhject Type Action

acscert C=CNI/O=CFCA Root CA ca [view | | Remove

Import Cerificate
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Time Schedule

The Time Schedule supports up to 16 time slots which helps you to manage your Internet connection.
In each time profile, you may schedule specific day(s) i.e. Monday through Sunday to restrict or allow
the use of the Internet by users or applications.

Time Schedule correlates closely with router time. Since router does not have a real time clock on
board, it uses the Simple Network Time Protocol (SNTP) to get the current time from an SNTP
server. Refer to Time Zone for details. Your router time should correspond with your local time. If
the time is not set correctly, your Time Schedule will not function properly.

ICanigura{iDn A “‘\i .

T Time Schedule

Parameters

MName Dayinaweek [ ]sun [IMon CdTue Clwed ClThu ClFn [Clsat
Start Time [00 w]{o0 v End Time 00 w[{00 v

Edit Mame Dayin a week Start Time End Time Clear
@ Timeslot1 smitwifs 0a8:00 18:00 ]
{3 TimeSlot2 smtwifs 08:00 18:00 IF]
{3 TimeSlot3 smitwifs 08:00 18:00 ]
@ Timeslotd smtwifs 08:00 18:00 ]
@ Timeslota smtwifs 08:00 18:00 ]
{3 TimeSlotd smtwifs 08:00 18:00 ]
{3 TimeSlot? smitwifs 08:00 18:00 ]
@) Timeslota smtwifs 08:00 18:00 ]
@ Timeslotd smitwifs 0a8:00 18:00 ]
{3 TimeSlet10 smtwifs 08:00 18:00 IF]
3 TimeSlot1d smitwifs 08:00 18:00 ]
@ Timeslot12 smtwifs 08:00 18:00 ]
@ Timeslot13 smtwifs 0800 18:00 ]
{3 TimeSlot14 smtwifs 08:00 18:00 ]
3 TimeSlot1s smitwifs 08:00 18:00 ]
@) Timeslot16 smtwifs 08:00 18:00 ]
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Advanced

Configuration options within the Advanced section are for users who wish to take advantage of the
more advanced features of the router. Users who do not understand the features should not
attempt to reconfigure their router, unless advised to do so by support staff.

Here are the items within the Advanced section: Static Route, Static ARP, Static DNS, Dynamic
DNS, VLAN, Device Management, IGMP, TR-069 client, Remote Access and Web Access
Control.

Static Route

With static route feature, you are equipped with the capability to control the routing of the all the
traffic across your network. With each routing rule created, you can specifically assign the
destination where the traffic will be routed to.

ICDns’iguratiDn \ “\t‘ .

* Static Route
Parameters

Destination Metmask Gateway Interface

Destination: Enter the destination IP where the traffic is to be forwarded.

Netmask: Enter the Netmask of the destination.

Gateway: Enter the gateway address for the traffic.

Interface: Select an appropriate interface for the new routing rule from the drop down menu.
Click Add to confirm the settings.

Edit: Check the Edit radio button to display the parameter of the selected application, then after
changing the parameters click the "Edit/Delete" button to apply the changes.

ICDnﬁngratiDn \ “’\t‘ .

* Static Route

Parameters

Destination Metmask Gateway Interface

[192.168.2.0 255.255.255.0 192.168.1.254 LAN/BrO v
Edit  Destination Metmask Cateway Interface Delete
G 192.168.2.0 255 255,255 0 192.168.1.254 br0 O]
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Delete: To remove a static route entry, check the Delete box of the selected entry then click the
"Edit/Delete" button.

ICDnﬁngratiDn

N N

 Static Route

Parameters

Destination Metmask Gateway Interface

| | | | v
Edit/ Delete
Edit Destination Metmask Gateway Interface Delete
3 182 168.2.0 25525523550 192.168.1.254 br0
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Static ARP

This feature allows you to map the layer-2 MAC (Media Access Control) address that corresponds
to the layer-3 IP address of the device.

ICDns’ingratitrn \ “’\t‘ .

* Static ARP

Parameters

IF Address ' MAC Address

IP Address: Enter the IP of the device that the corresponding MAC address will be mapped to.

MAC Address: Enter the MAC address that corresponds to the IP address of the device.
Click Add to confirm the settings.

Edit: Check the Edit radio button to display the parameter of the selected application, then after
changing the parameters click the "Edit/Delete" button to apply the changes.

ICDnﬂguratinn \ “\}; .

™ Static ARP

Parameters
P Address (192 168120 MAC Address laabbcoddes®
Edit/ Delete

Edit IP Address MAC Address Delete
O 192.168.1.20 aabbcoddes ff il

Delete: To remove a static ARP entry, check the Delete box of the selected entry then click the
"Edit/Delete" button.

ICmmguratmn \ “\% .

 Static ARP

Parameters

IP Address ' MAC Address

Edit IP &ddress MAC Address Delete
) 192.168.1.20 aabhicoddieeff
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Static DNS

The Domain Name System (DNS) is a hierarchical naming system built on a distributed database for
computers, services, or any resource connected to the Internet or a private network. It associates
various information with domain names assigned to each of the participating entities. Most
importantly, it translates domain names meaningful to humans into the numerical identifiers
associated with networking equipment for the purpose of locating and addressing these devices
worldwide.

An often-used analogy to explain the Domain Name System is that it serves as the phone book for
the Internet by translating human-friendly computer hostnames into IP addresses. For example, the
domain name www.example.com translates to the addresses 192.0.32.10 (IPv4).

Static DNS is a concept relative to Dynamic DNS, in static DNS system, the IP mapped is static
without change.

You can map the specific IP to a user-friendly domain name. In LAN, you can map a PC to a domain

name for convenient access. Or you can set some well known Internet IP mapping item so you're
your router will response quickly for your DNS query instead of querying for the ISP’s DNS server.

I Configuration \ i"ﬁ.‘ .
A E -

> Static DNS
Parameters

Host Mame . |IF Address

Host Name: type the domain name for the specific IP.
IP Address: type the IP address.

Click Add to add the static DNS item.
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Dynamic DNS

The Dynamic DNS function lets you alias a dynamic IP address to a static hostname, so if your
ISP does not assign you a static IP address you can still use a domain name. This is especially
useful when hosting servers via your ADSL connection, so that anyone wishing to connect to you
may use your domain name, rather than the dynamic IP address which is assigned to you by ISP.

You need to first register and establish an account with the Dynamic DNS provider using their
website, for example http://www.dyndns.org/.

IC&nfiguratinn \ “’\t‘ .

*Dynamic DN S

Parameters

Dynamic DNS ®Enable O Disable
Dynamic DMNS Server n-u'-;_nl'-:-_n_'._!:l:.:'r_u;llns.p[g[_c__Llﬁ_tq|11_j: ¥
Wildcard [] Enable

Domain Mame
sername
Fassword

Perind 28 |[pays) =

Dynamic DNS: Default is disabled. Check Enable to enable the Dynamic DNS function and the
following fields will be activated and required.

Dynamic DNS Server: Select the DDNS service you have registered an account with.

ICaniguratiDn i“‘\t‘! .

> Dynamic DN S

Parameters

Oynamic DHS (® Enable O Disable
Dynamic DMS Server E.-.-w'-mw.l:l5‘|1|:Ins.u:|rg|j|:uStcm': |
www.dyndns_org({custom
Wildcard

wiwiw. dyndns.argistatic)
| dynamic.zoneedit.com

Damain Mame

IUsername |www.orgdns.arg
|'www. dhs.org
Passwaord [warw. dynes.cx
: [www.minidns.net
Period | www.no-ip.com
[www. 3322 0rg
| 4pply | | Cancel | |dyndns.dk

|'www tZo.com

[ wWww . enom.com

|'www. 3damain.hle

[, dy i
|ddns.mweb.net
\updates.dnsomatic.com

Wildcard: When enabled, you allow the system to lookup on domain names that do not exist to
have MX records synthesized for them.
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Domain Name, Username and Password: Enter your registered domain name and your
username and password for this service.

Period: Enter the length of the period in the blank; you can set the period unit in day, hour or
minute.

Click Apply to confirm the settings.
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VLAN

VLAN (Virtual Local Area Network) is a group of devices on different physical LAN segments that
can communicate with each other as if they were all on the same physical LAN segment.

ICDnﬂguratiDn l‘% .

*VLAN
Type E_Eme—v:[CurrentTfpe - Disable)
Parameters
Ethernet Fort
YLAM Group Mame WLAM D WLAN Management Link YLAM Group to WAN Connedlion interface
#4 #3 #2 #1
| | | |
| || |
| | | |
| | | |
| | |
| | |
| | |
| | | |
LaM Tagging
LAM Tagging: Insert or keep VLAM tag ofthe packets flow through the specific ethernet port.
[.-':".IIIIII|')-'] [ Cancel ]

Type: Select the VLAN type from the drop-down menu. There are two options: Tag Based and
Disable.

Then enter the parameters in the fields of the table.

Click Apply to confirm the settings.
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Example: IPTV Service Setting

i ™

This example is only to illustrate how to connect an Ethemet port to STB (Set Top Box) in a way
to avoid IFTV traffic from affecting your home network. Nevertheless, the actual IPTV service
setting still depends on the one offered by your local service provider.

Attention

Y, -

Go to Advanced mode > Configuration > WAN > WAN Profile. Add a new WAN profile using the
Pure Bridge protocol. Information should be provided by your local service provider.

Note: Description name should not contain any space.

ICDnﬂguratiDn l“%— .

*WAN Profile

Parameters
Profle ot  [ADSL v
Protocal | Pure Bridge v
s , | o |':' I;‘ Encap. 2
Description ||F'T'-.-' | VPIIVCI |35—| e | LLC/SMAP-BRIDGIMNG %

5

YWhen you finish configuring all WARN settings, please click the ‘Restart’ button for these changes to take effect
|4dd| [ Edit/Delete |

Edit Protocol  Interface Description VPl VClI  Encap. method  MAT IP Delete
LLCISMAP-
) PPPoE S i e LT 35 BRIDGING Enable 0.0.00
: LLCISMAP- ;
(=) Bridge nas. 0 0 35 IPTV ] a5 BRIDGING Disable []
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Then go to Advanced mode > Configuration > Advanced > VLAN. Then configure a port that will
use the IPTV application. The example below is a setting that illustrates that only Ethernet port #4

can connect to STB and use IPTV.

Note: The VLAN setting illustrated bridges both WAN Profile and the Ethernet Port 4 so that
the Ethernet port can connect to STB and get the IP directly from the IPTV Service Network.
Thus, Ethernet port 4 can no longer be used for internet access and WEB management.

ICDnﬂguratiDn
*VLAN
Type '_la__EIEIE:| (Current Type : Tag Based)
Parameters
Ethernet Port
YVLAM Group Mame WLAN 1D
# #3 #2 #1
[TV 2 |mO00
[Hanage k1o
| | | afafafia
| il oooo
| il | af af ) 4
| | ODoOO0O
| | | oooo
I [ oooo
LAN Tagging ¥ (E| HFE]

LAM Taaging: Insert or keep VLAM tag of the pa

[.'&ppl}'] [ Cancel ]

L]

e [ e e B O (e O
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[(Inas_0_0_35
[(lnas_0_0_35
[Inas_0_0_35
[Clnas_ 0.0 35
[(nas_0_0_35
[lnas_0_0_35
[(lnas_0_0_35

kets flow through the specific ethernet port.
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YWLAN Management Link VLAM Group to WAR Connection interface



Device Management

The Device Management advanced configuration settings allow you to control your router’s
security options and device monitoring features.

ICOIlﬁiJIII ation \ u}l“ .

*Device Management

Device Host Name

Host Mame 'hnme.gatewav

Embedded Web Server

HTTP Port a0 | (The default HTTF port number is 80.)
Expire to auto-logout 3 :min(s)

Universal Plug and Play {UPnP)

UPnP ® Enable O Disahle
UPRP Part 2800

Device Host Name

Host Name: Assign it a name.

HTTP Port: The default HTTP port number is 80, you can change it to another one.

(The Host Name cannot be used with one word only. There are two words should be
connected with a ‘.’ at least.

Example:

Host Name: homegateway ==> Incorrect

Host Name: home.gateway or my.home.gateway ==> Correct)

Expire to auto-logout: Specify a duration for the system to log the user out of the configuration
session automatically.

niversal Pl nd Pl PnP

UPNP offers peer-to-peer network connectivity for PCs and other network devices, along with the
feature to control data transfer between devices. UPnP offers many advantages for users running
NAT routers through UPnP NAT Traversal, and on supported systems. By letting the application
control the required settings and removing the need for the user to control the advanced configuration
of their device will make tasks such as port forwarding become easier.

Both user’s Operating System and its relevant applications must support UPnP in addition to the
router. Windows XP and Windows Me have a native built-in support for UPnP (when the component
is installed). Windows 98 users may have to install the Internet Connection Sharing client from
Windows XP in order to support UpnP feature. Windows 2000 does not support UPnP.

Disable: Check to inactivate the router's UPnP functionality.
Enable: Check to activate the router's UPnP functionality.

UPNP Port: Default setting is 2800. It is highly recommended for users to use this port value.
If this value conflicts with other ports that have been used, you are allowed to change the port
number.

Click Apply to confirm the settings.
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Installing UPnP in Windows Example

I | bel , Lt , ind
Step 1: Click Start and Control Panel. Double-click Add/Remove Programs.

Step 2: Click on the Windows Setup tab and select Communication in the Components selection
box. Click Details.

Add/RBemove Programs Properties EEA I

Install/rinstall  *Windows Setup I Startup Dizk |

To add or remove a component, select or clear the check box. If
the check box iz shaded, only part of the component will be
inztalled. To zee what's included in a component. click D etails.

Components:

1 [E] Accessibility 0.0ME =
(B Accessones 138 ME
EEf Addreszs Baook 1.5 KB
@ Cormunications 7.0 ME
EF Desktop Themes 59ME =]
Space uzed by inztalled components: 412 8 MB
Space required: 0.0 ME
Space available on disk: 2574 4 MB

Diezcription

Includes acceszaries to help you connect to other computers
and online services.

5 of 9 components selected
Have Dizk. .. |

Ok I Cancel I Sl I

Step 3: In the Communications window, select the Universal Plug and Play check box in the
Components selection box.

ErrETTE— x|

Tomnztall 3 component. select the check bow next to the
component name, of clear the check box if you do not wank to
imnztall it & shaded box means that only part of the componerd vl
be installed. To see what's included in a compaonent, click Detats.

Components;
v i Nethesting 42ME =|
| &%y Phone Disler 0.2MB
£ Universal Plug and Play 0.4 MB
580 Virtual Private Metworking 00MB j
Space uzed by nstalled components: 424 MB
Space required: 0 MB
Space available or disk; 266, 3 MB
Description

Universal Plug and Play enables seambess connechivity and
communication between Windows and mtelligent apphances.

oK Cancel
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Step 4: Click OK to go back to the Add/Remove Programs Properties window. Click Next.

Step 5: Restart the computer when prompted.

Follow the st low to install the UPnP in Windows XP.
Step 1: Click Start and Control Panel.
Step 2: Double-click Network Connections.

Step 3: In the Network Connections window, click Advanced in the main menu and select Optional
Networking Components ....

Step 4: When the Windows Optional Networking Components Wizard window appears, select
Networking Service in the Components selection box and click Details.

‘.!- Metwork Connections

File Edit ‘iew Favorites  Tools BEGEERE=8 Help

=~ _| Operator-Assisted Dialing
[‘E F = € Dial-up Preferences. ..

Address | Netwark Connections

metwork Identification, ..
Bridge Connections

Metwork Tasks v Advanced Settings. ..
Optional Metworking Components. .

Windows Optional Metworking Components Wizard

Windows Components
Y'ou can add or remove components of YWindows =P

To add or remove a compaonent, click the checkbos. A shaded box means that only
part of the component will be inztalled. To zee what's included in a compaonent, click
Dretails.

Components:;

|I:| Eﬂ ki anagement and Manitaring Tools 2.2 MB
2 0.2 ME

O Eg Other Metwork. File and Print Services 0.1 Me

Dezcription:  Containz a wvariety of specialized, network-related zervices and protocaols.

Total dizk space required: 0.0MB :
Dietails...
Space avalable on disk: 11457 & MEB el

¢ Back [ M et > ][ Cancel ]
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Step 6: Click OK to go back to the Windows Optional Networking Component Wizard window and
click Next.

Metworking Services

To add or remove a companent, click the check box. & shaded box means that only part
of the companent will be ingtalled. To zee what's included in a component, click Details.

Subcomponents of Hetworking Services:

|ntemet Gateway Device Dizcovery and Caontral Client 0.0E
O g Peer-to-Peer 0.0 kB
[ B RIP Listener 0.0 ME
| g Simple TCPAR Services 0.0 B

& UPAP User Interface 0.2 MB

Descrption:  Displavs icons in My Metwork Places for UPAP devices detected on the
network. Alzo, opens the reguired Windows Firewall ports.

Total dizk zpace required: 0.0kB
Space available on dizk: 114553 ME

[retails.

[ k. ] [ Cancel

Auto-discover Your UPnP-enabled Network Device

Step 1: Click start and Control Panel. Double-click Network Connections. An icon displays under
Internet Gateway.

Step 2: Right-click the icon and select Properties.

& e i
= MNetwork Connections

File Edit “Yiew Favorites Tools  Advanced  Help

'.,_,,fl' Back, J |j: /ﬁ3 Search [I- Folders v

Address |€}, Metwark Connections

~

Metwork Tasks

Gyl Create a new
conneckion

_ﬂ Set up a home or small
" office nebwark

& Change Windows |_LAN or High-Speed Ir o .

Firewall settings IR ]
@, Start this conmection @—F‘ Local .ﬁ.readCi Create Sharbout J
@ Rename this conmection anngcheCi] elete i

L@ MYIDIA nFor)
""ZF" | Rename

Change settings of this
conneckion

Properties

Step 3: In the Internet Connection Properties window, click Settings to see the port mappings that
were automatically created.
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"2 Internet Connection Properties

General |

Connect to the [nternet using:

‘:g Internet Connection

Thiz connection allows pou to connect to the [nternet through a
zhared connection on anather computer.

Settings...

] Show icon in notification area when connected

[ ak. ][ Cancel ]

Step 4: You may edit or delete the port mappings or click Add to manually add port mappings.

Advanced Settings

Services |

Select the services running an your network that Intemet uzers can
access.

Services
service]

SEMvicE?
serviced

Service Settings

Dezcriphion of service:
iTesl

Marme or [P address (for example 192 168.0.12] of the
computer hosting thiz service on your netwaork;

|192.1EE.1.11

Esternal Port number for thiz service;

143 &P UDP
Internal Port furmber for this service:

143

Add.. | Delete ]

oK | Cancel

[ 0. H Cancel ]

Step 5: Select Show icon in notification area when connected option and click OK. An icon
displays in the system tray.

1) Intermet Connection is now connecked | *
Click here for more information. . .

4 upnpz - Paint
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Step 6: Double-click on the icon to display your current Internet connection status.

General |
[Mtemet Gateway
Status: Connected 05:50:45
Speed: 576.0 Kbps
Activity
IMtemet Intemet Gateway My Computer
@ YV
Packets Sent: 68,353 3,056,450
Feceived: 64,342 4.081.813

Web Configurator Easy Access

With UPnP, you can access web-based configuration for the BIiPAC 7800GZ(L) without first
finding out the IP address of the router. This helps if you do not know the router’s IP address.

Follow the steps below to access web configuration.
Step 1: Click Start and then Control Panel.
Step 2: Double-click Network Connections.

Step 3: Select My Network Places under Other Places.

s Network Connections

Fil=  Edit View Favortes Tools Advanced Help -'3'*
) bt ) x| O e -

) B (=) | I.ﬁ: 7 Search W= Folders

Address IG_, Metwork Connections 4 | Go

LAN or High-Speed Internet
Network Tasks

. 0 = Local Area Connection A Local Area Connection 4
[l Create anew connection Acquiring network address, Fir.. Metwork cable unplugged, Fire...
™ Set up a home or small |—EI_‘D MYIDIA nForce MCP Mebworkin, ., |—l'-r_‘El D-Link DFE-S30T% PCI Fast EE. ..
office network

& Change Windows Firewall
settings

See Also

jJ Metwork Troubleshooter

Other Places

[ control Panel

‘d Iy Metwork Places
|D [y Docurments

:‘ My Computer

Details

Network Connections
Syskem Folder

Step 4: An icon describing each UPnP-enabled device shows under Local Network.

Step 5: Right-click on the icon of your BIPAC 7800GZ(L) and select Invoke. The web
configuration login screen displays.

Step 6: Right-click on the icon of your BIiPAC 7800GZ(L) and select Properties. A properties
window displays basic information about the BiPAC 7800GZ(L).
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IGMP

IGMP, known as Internet Group Management Protocol, is used to manage hosts from multicast
group.

I Configuration Q\l- .
4 E =

~IGMP
Parameters

IGMP Proxy ) Enable ) Disahle
IGMP Snooping {0 Enable {* Disable

[ﬁ.pplf] [ Cancel ]

IGMP Proxy: IGMP proxy enables the system to issue IGMP host messages on behalf of the
hosts that the system has discovered through standard IGMP interfaces. The system acts as a
proxy for its hosts. Default is set to Disable.

IGMP Snooping: Allows a layer 2 switch to manage the transmission of any incoming IGMP
multicast packet groups between the host and the router. Default is set to Disable.

Click Apply to confirm the settings.

Example:

When IGMP snooping is enabled, the feature will analyze all incoming IGMP packets between the
hosts that are connected to the switch and the multicast routers in the network. When the layer 2
switch receives an IGMP report from a host requesting for a given multicast group, the switch will
add the host's port number to the multicast list for that multicast group to be forwarded to. And,
when the layer 2 switch has detected that an IGMP has left, it will remove the host's port from the
table entry.
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TR-069 Client

Please contact your ISP for the information of TR069.

ICGnﬁguratinn \ “\}E .

*TR-069 client
Parameters
Inform (O Enable & Disable

Imform Interval

ACS URL

ACS Username \admin
ACS Password [sesae
Connection Request Authentication [¥]
Connection Request Username f_aclnjin
Connection Reguest Password |snnaas
[4pply | | GetRPCMethads

Inform: You may enable or disable the periodic inform feature.

Inform Interval: Enter the length of the periodic inform interval (unit: seconds).
ACS URL: Enter the ACS URL address.

ACS Username: Enter the ACS server login name.

ACS Password: Enter the ACS server login password.

Connection Request Authentication: Check to enable connection request authentication
feature.

Connection Request Username: Enter the username for ACS server to make connection
request.

Connection Request Password: Enter the password for ACS server to make connection request.
GetRPCMethods: Detect the types of methods that ACS supports and is in communication with.

Click Apply to confirm the settings.
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Remote Access

ICaniguratiDn i“\ft .

*Remote Access
Parameters

Remote Access Control [ Enable Duration | min{s} (0: Always On)

Allowed Access [P Address Range
Valid IP A4ddress Range .. |~

Remote Access Control: Select Enable to allow management access from remote side (mostly
from internet).

"Allowed Access IP Address Range" was used to restrict which IP address could login to access
system web GUI.

Valid: means to enable the IP address Range limitation.
IP Address Range: specify the IP address Range.
Click Apply to confirm Remote Access Control setting.

Click Add to add an IP Range to allow remote access.
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Web Access Control

Web access control is to only entitle authorized IPs to access the router’s configuration webpage.

Configuration ““\c‘ .
l \

~Web Access Control
Parameters

Weh Access Control ) Enable % Disable

Allowed Access IP

IP Address

Time Schedule [aways on v

Web Access Control: Select “Enable” to allow the management of Web control.

Allowed Access IP: Enter the IP Address allowed.

Time Schedule: Choose the time scheduled for the setting.
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Save Configuration to Flash

After changing the router’s configuration settings, you must save all of the configuration
parameters to FLASH to avoid losing them after turning off or resetting your router. Click “Save
Config“ and click “Apply” to write your new configuration to FLASH.

ICDnﬂguratiDn i“\% .

* Save Config to FLASH
Write settings to FLASH
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Restart

Click “Restart” with option Current Settings to reboot your router (and restore your last saved
configuration).

ICDnl‘iguratiDn .‘“:‘}-! -

*Restart
After restarting. Please wait for several seconds to let the system come up.
0 Factory Default Settings

Restart device with
& Current Settings

If you wish to restart the router using the factory default settings (for example, after a firmware
upgrade or if you have saved an incorrect configuration), select Factory Default Settings to reset to
factory default settings.
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Logout

To exit the router web interface, choose Logout. Please save your configuration setting before
logging out of the system.

Be aware that the router configuration interface can only be accessed by one PC at a time.
Therefore when a PC has logged into the system interface, the other users cannot access the
system interface until the current user has logged out of the system. If the previous user forgets to
logout, the second PC can only access the router web interface after a user-defined auto logout
period which is by default 3 minutes. You can however modify the value of the auto logout period
using the Advanced > Device Management section of the router web interface. Please see the
Advanced section of this manual for more information.
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Chapter 5: Troubleshooting

If your router is not functioning properly, please refer to the suggested solutions provided in this
chapter. If your problems persist or the suggested solutions do not meet your needs, please kindly
contact your service provider or Billion for support.

Problems with the router

Problem Suggested Action

None of the LEDs lit when the router is |Check the connection between the router and the
turned on adapter. If the problem persists, most likely it is due
to the malfunction of your hardware. Please contact
your service provider or Billion for technical support.

You have forgotten your login username | Try the default username "admin" and password
or password "admin". If this fails, you can restore your router to
its factory settings by holding the Reset button on
the back of your router more than 5 seconds.

Problems with WAN interface

Problem Suggested Action
Frequent loss of ADSL linesync Ensure that all other devices connected to the same
(disconnections) telephone line as your router (e.g. telephones, fax

machines, analogue modems) have a line filter
connected between them and the wall socket (unless
you are using a Central Splitter or Central Filter
installed by a qualified and licensed electrician), and
ensure that all line filters are correctly installed and the
right way around. Missing line filters or line filters
installed the wrong way around can cause problems
with your ADSL connection, including causing frequent
disconnections. If you have a back-to-base alarm
system you should contact your security provider for a
technician to make any necessary changes.

Either 3G or wireless performance is | Make sure you install the right antennae on the right
limited jacks as mentioned in the package contents, hardware
overview and hardware installation. If it remains occur,
please refer to User manual or consult your service
provider.
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Problem with LAN interface

Problem

Suggested Action

Cannot PING any PC on LAN

Check the Ethernet LEDs on the front panel.
The LED should be on for the port that has a PC
connected. If it does not lit, check to see if the cable
between your router and the PC is properly
connected. Make sure you have first uninstalled
your firewall program before troubleshooting.

Verify that the IP address and the subnet mask are
consistent for both the router and the workstations.
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Appendix: Product Support & Contact

If you come across any problems please contact the dealer from where you purchased your
product.

Contact Billion

Worldwide:

http://www.billion.com

MAC OS is a registered Trademark of Apple Computer, Inc.

Windows 7/98, Windows NT, Windows 2000, Windows Me, Windows XP and Windows Vista are registered
Trademarks of Microsoft Corporation.

177


http://www.billion.com/�

